[bookmark: _GoBack]Meeting Minutes
Architecture Planning Team Meeting
July 27, 2017



Continued the review of the Test Case Matrix. 
· 
Updated matrix:  

Change Order 500/PIM 89 was discussed and recommended for LNPA WG Approval   


Change Order 501/PIM 90 was discussed and recommended for LNPA WG Approval  


Discussed PIM  95 - Disconnect Pending Message with Effective Release Date in the Past   
· One Service Provider commented that this functionality is needed for their downstream systems

· Action Item: Service Providers to determine if this is required by their systems or if there is a work around that could temporarily be put in place.




Discussed PIM 91 – 
· Neustar LOE is LOW
	
· One Service Provider stated that all changes should be made by the new NPAC vendor. No additional support was given for that position. 



Discussed PIM 94 – NOT Filter Support   
	
· One Service Provider commented that this functionality is needed for their downstream systems

· Action Item: Service Providers to determine if this is required by their systems or if there is a work around that could temporarily be put in place. Determine if there are ways to run the queries in a different way. 








Discussed PIM 92 – XML/XSD   
· Neustar LOE is low but would require recertification with current NPAC

· iconectiv analyzing whether the new NPAC can accommodate a change to resolve this issue.


Discussed PIM 93 –   
· Neustar LOE is low, would require recertification with current NPAC.

· iconectiv will provide an update on the next call



Discussion surrounding how changes to a local vendors system may impact service providers testing efforts took place.
· Action Item: Service Providers to follow up with their vendors to determine impacts if changes are made in their SOAs/LSMS products. Specifically if taking these changes would require re-certification with the current NPAC.

· Action Item: iconectiv to provide an LOE/impact for each of these items at the next APT meeting.




Next APT meeting is August 9th, 2017 

lnpa-PIM 090-ATP-NC-CMISSync.doc
NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  07 /11/2017

Company(s) Submitting Issue: iconectiv

Contact(s):  Name John P. Malyar


         Contact Number 732/699/7192


         Email Address jmalyar@iconectiv.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


During iconectiv LNPA continued certification testing (CCT) of a local system a nonconformance to Industry Specification(s) was identified that impacts the execution and/or verification of an Industry Test Case (ITC) required for certification.                                                           


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue:

		Observation


		Specification / Requirement






		

		



		Synchronization tag in SOA messages sometimes contain invalid enumeration values. That is not 0 or 1.

CMIP Standards X.711 define syncronization to be data type of CMISSync.  CMISSynch is defined as an enumeration with 2 possible values:
CMISSync ::= ENUMERATED {
   bestEffort  (0),
   atomic         (1)
}




		





B.   Frequency of Occurrence: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___ ALL_X US regions__


D.  Rationale why existing process is deficient: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


E.   Identify action taken in other committees / forums: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Local System should identify impact of not certifying functionality as a result of CCT test case not passing due to Industry Specification nonconformance. If impacted by nonconformance local system should plan the appropriate resolution to the identified issue to remove nonconformance.

LNPA WG: (only)


Item Number: PIM 090



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

1
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lnpa-PIM  095-ATP-Diff-EDRDisc.doc


lnpa-PIM 095-ATP-Diff-EDRDisc.doc
NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  07 /11/2017

Company(s) Submitting Issue: iconectiv

Contact(s):  Name John P. Malyar


         Contact Number 732/699/7192


         Email Address jmalyar@iconectiv.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


During iconectiv LNPA continued certification testing (CCT) of a local system, the local system observed that the iconectiv NPAC/SMS did not provide functionality that is observed on the current NPAC/SMS. Review of the observation concluded that the functionality was either an undocumented capability or conflicts with the Industry Specification. The local system stated that there may be a dependency on this functionality.  

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue:

		Observation

		Specification / Requirement



		Incident INC0016060:  Local System observed NPAC/SMS is not generating "Disconnect Pending" notification for disconnect requests where the ERD is present but in the value is in the past. SUT identified the following FRS requirements:

RR5-24 and RR5-25.1



		FRS has two places where the behavior of the Effective Release Date (ERD) and the status update to "Disconnect Pending" is specified. The two requirements mentioned are preceded by: 
  
RR5-23.2 Disconnect Subscription Version - Optional Input Data NPAC SMS shall accept the following optional input data upon a Subscription Version disconnect:
•             Effective Release Date - Future date upon which the disconnect should be broadcast to all Local SMSs. 

Also see 5.1.1.1 Version Status “Subscription Version Status Interactions Description”  row 23 for transition from “Active to Disconnect Pending” the ERD has to be in the future.





B.   Frequency of Occurrence: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_X US regions__


D.  Rationale why existing process is deficient: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


E.   Identify action taken in other committees / forums: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Local System should identify the impact of functionality not being supported. If this functionality is required by the Industry, the appropriate Industry Specifications will need to be updated to reflect the required functionality and the change order once accepted should be forwarded to the NPAM LLC for the purpose of requesting a Statement of Work (SOW) from iconectiv.  

LNPA WG: (only)


Item Number: PIM 095



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

2




image5.emf
lnpa-PIM  091-ATP-NC-GTime.doc


lnpa-PIM 091-ATP-NC-GTime.doc
NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  07 /11/2017

Company(s) Submitting Issue: iconectiv

Contact(s):  Name John P. Malyar


         Contact Number 732/699/7192


         Email Address jmalyar@iconectiv.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


During iconectiv LNPA continued certification testing (CCT) of a local system a nonconformance to Industry Specification(s) was identified that impacts the execution and/or verification of an Industry Test Case (ITC) required for certification.                                                           


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue:

		Observation


		Specification / Requirement






		

		



		Invalid Completion Timestamp in swimProcessing-RecoveryResults notification - timestamp contained ".0Z.0Z" at end of timestamp.


IIS Section 2.1, last paragraph indicates: 
All timestamps (GeneralizedTime fields) that are sent over the SOA to NPAC SMS interface and NPAC SMS to Local SMS interface, shall use Greenwich Mean Time (GMT).  The universal time format (YYYYMMDDHHMMSS.0Z) is used. The default value is a non-specific format of 00000000000000.0Z.




		





B.   Frequency of Occurrence: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___ ALL_X US regions__


D.  Rationale why existing process is deficient: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


E.   Identify action taken in other committees / forums: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Local System should identify impact of not certifying functionality as a result of CCT test case not passing due to Industry Specification nonconformance. If impacted by nonconformance local system should plan the appropriate resolution to the identified issue to remove nonconformance.

LNPA WG: (only)


Item Number: PIM 091



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

1
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lnpa-PIM 094-ATP-Diff-NOTFilter.doc
NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  07 /11/2017

Company(s) Submitting Issue: iconectiv

Contact(s):  Name John P. Malyar


         Contact Number 732/699/7192


         Email Address jmalyar@iconectiv.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


During iconectiv LNPA continued certification testing (CCT) of a local system, the local system observed that the iconectiv NPAC/SMS did not provide functionality that is observed on the current NPAC/SMS. Review of the observation concluded that the functionality was either an undocumented capability or conflicts with the Industry Specification. The local system stated that there may be a dependency on this functionality.  

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue:

		Observation

		Specification / Requirement



		Scope and Filtered query for an active SV from SOA to NPAC included a NOT filter



		IIS Section 4.2.2 on filtering support, 2nd bullet indicates: 


NOT filter support is not required for the NPAC SMS





B.   Frequency of Occurrence: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_X US regions__


D.  Rationale why existing process is deficient: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


E.   Identify action taken in other committees / forums: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Local System should identify the impact of functionality not being supported. If this functionality is required by the Industry, the appropriate Industry Specifications will need to be updated to reflect the required functionality and the change order once accepted should be forwarded to the NPAM LLC for the purpose of requesting a Statement of Work (SOW) from iconectiv.  

LNPA WG: (only)


Item Number: PIM 094



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

1
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lnpa-PIM 092-ATP-NC-SVModXSD.doc
NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  07 /11/2017

Company(s) Submitting Issue: iconectiv

Contact(s):  Name John P. Malyar


         Contact Number 732/699/7192


         Email Address jmalyar@iconectiv.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


During iconectiv LNPA continued certification testing (CCT) of a local system a nonconformance to Industry Specification(s) was identified that impacts the execution and/or verification of an Industry Test Case (ITC) required for certification.                                                           


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue:

		Observation


		Specification / Requirement






		

		



		The xml string (Optional Data) in subscription version modify request did not conform to the xsd (when trying to null out a value previously set).


Here is snippet of Optional Data XSD indicating the parameters are nillable:
<xs:all>
       <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>
       <xs:element name="ALTEULV" type="EULV_DATATYPE" nillable="true" minOccurs="0"/>
...
   </xs:all>
   </xs:complexType>




		





B.   Frequency of Occurrence: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___ ALL_X US regions__


D.  Rationale why existing process is deficient: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


E.   Identify action taken in other committees / forums: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Local System should identify impact of not certifying functionality as a result of CCT ITC not passing due to Industry Specification nonconformance. If impacted by nonconformance local system should plan the appropriate resolution to the identified issue to remove nonconformance.

LNPA WG: (only)


Item Number: PIM 092



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

1
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lnpa-PIM 093-ATP-NC-PTO.doc
NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  07 /11/2017

Company(s) Submitting Issue: iconectiv

Contact(s):  Name John P. Malyar


         Contact Number 732/699/7192


         Email Address jmalyar@iconectiv.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


During iconectiv LNPA continued certification testing (CCT) of a local system a nonconformance to Industry Specification(s) was identified that impacts the execution and/or verification of an Industry Test Case (ITC) required for certification.                                                           


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue:

		Observation


		Specification / Requirement






		

		



		DPC/SSN values included in PTO SV Create message


Violates FRS requirements: 
RR5-179 Create Inter-Service Provider PTO Subscription Version - New Service Provider Data Attributes – Rejected 
NPAC SMS shall reject an Inter-Service Provider Create Request that includes the following data attributes from NPAC personnel or the new Service Provider, when the Porting to Original flag is set to True: (reference NANC 399) 
• LRN 
• Class DPC 
• Class SSN 
• LIDB DPC 
• LIDB SSN 
• CNAM DPC 
• CNAM SSN 
• ISVM DPC 
• ISVM SSN 
• WSMSC DPC (if supported by the Service Provider SOA) 
• WSMSC SSN (if supported by the Service Provider SOA) 
• Porting to Original 
• Billing Service Provider ID 
• End-User Location - Value 
• End-User Location - Type 
• SV Type 
• Alternative SPID 




		





B.   Frequency of Occurrence: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___ ALL_X US regions__


D.  Rationale why existing process is deficient: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


E.   Identify action taken in other committees / forums: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Local System should identify impact of not certifying functionality as a result of CCT ITC not passing due to Industry Specification nonconformance. If impacted by nonconformance local system should plan the appropriate resolution to the identified issue to remove nonconformance.

LNPA WG: (only)


Item Number: PIM 093



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

3
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Certification and  RegressionTestPlanClarification 072717.xlsx


Certification and RegressionTestPlanClarification 072717.xlsx
Original

		Ch 7 Order		Ch.		Test Case:		Requested Clarification:		STATUS		Status Notes:

		128		8		8.1.2.3.1.10 Deferred Disconnect of ‘active’ port - single TN – SOA Mechanized Interface. – Success		Is Result 14 (NPAC sets the status of the SV to old upon receiving a successful ack ot the SV deletion from one LSMS) correct?  Should this result be deleted?

New for July 2017 APT:  Can we add "with an effective release date in the future" to the end of the second prerequisite.  A deferred disconnect TC means to specify the ERD with a future value.		Re-Opened		Feedback from incumbent LNPA: changes to be added to the next documentation only change order 030216 CO482 includes update

071217 - Re-Opened

		440		13		NANC 351-2 SOA – Service Provider personnel submit a resynchronization request for network data, service provider data, and notification data with the SWIM indicator – Success (conditional) 		New for May 2016 APT:  The 10th Pre-requisite indicates that the NPAC activates a number pool block for the SUT, and expected Result 15 indicates the NPB Object Create notification would be recovered - wouldn't SOA origination always be false here though, since NPAC is creating the block on behalf of the SOA (so no NPB object create notification is the expected result).

07/08/16  New Clarification Requested:  Pre-req 2, 11th bullet has NPAC issue Old SP create where SUT is New SP and have T1/T2 concurrence timers expire; Expected Result Step 15, bullet 11 indicates the object create notification is recovered, but shouldn't the T1/T2 concurrence expiration notifications also be recovered?   Pre-req 2, 12th bullet has NPAC issue immediate disconnect for  an SV where SUT is Donor SP.  Expected Result Step 15, bullet 12 associated with this indicates a Status AVC notification is sent to SUT - shouldn't this be the Donor SP Customer Disconnect Date notification?   For pre-req 2, 14th bullet, NPAC issues old sp create and puts SVs into conflict, expected result step 15, bullet 14 associated with this has an AVC notification, but shouldn't it also have an Status AVC notification to conflict?  For pre-req 2, last bullet, there was a mass update step, but there is no expected result in Step 15 associated with this pre-req- shouldn't there be AVC notifications?

NEW July 2017 APT:
Can the behavior of SWIM recovery of Modify Active transactions be clarified?  In Section 4.9 of the IIS, there is a section on Optional Data (the XML optional data in the CMIP message) that includes a description of SWIM Recovery - does this description only indicate what is recovered for the XML Optional data or what is recovered for the whole object?

		Re-Opened		050416: New item presented to team; Incumbent LNPA to review prior to next APT meeting.    

060816: Notification will be recovered, iconectiv to review

070816: iconectiv added additional clarification request

081016:  Notification results in step 15 will be in next doc-only change order 485

091416 Validated Change is in 485

071217 - Re-opened at July APT
Can the behavior of SWIM recovery of Modify Active transactions be clarified?  In Section 4.9 of the IIS, there is a section on Optional Data (the XML optional data in the CMIP message) that includes a description of SWIM Recovery - does this description only indicate what is recovered for the XML Optional data or what is recovered for the whole object?

072717: Under investigation


		75		8		8.1.2.1.1.30 Create 1st time inter-service provider ‘pending’ port (concurrence) of a single TN via the SOA Mechanized Interface. – Success  		Shouldn't the object create notification in Result 4 have attributes from the Old SP create, not attributes associated with the New  SP?  Should result 11 and 12 indicate T2 expiration notification (No New SP Concurrence) is sent if the tunable is set to true in the SP profile? YES

070816  Clarification Requested: In Steps 11 and 12, please change the T2 concurrence timer expiration in XML from SvNewSpFinalConcurrenceWindowExpirationNotification in XML to SvNewSpFinalCreateWindowExpirationNotification

New for July 2017 APT: Old SP Authorization is missing from Result 4 object create notification attribute list.		Pending Doc Only Change		021016 - Result 11 & 12 to be updated in next doc only CO. Some changes were made in 465,  need reconciliation with what new changes are needed and what changes were made. 030216 The updates need to be applied to 31,32,33 as well.  050416: changes incorporated in next doc-only change order  NANC 482.   

070816 NEW CLARIFICATION IDENTIFIED by Iconectiv  071316 - RE-OPENED, Neustar to review

081016 - Will be in the next doc-only change order 485

091416 Validated Change is in 485

071217: Reopened

072717: Neustar will make requested changes

		76		8		8.1.2.1.1.31 Create 1st time inter-service provider ‘pending’ port (concurrence) of a TN Range via the SOA Mechanized Interface. – Success 		New for July 2017 APT:  Result 4 object create notification contains attributes for a New SP create, but TC is doing an Old SP create - update these to be Old SP attributes (old sp due date, old sp authorization, old sp authorization timestamp and cause code if old SP auth false, not New SP due date nor New SP creation timestamp).  This applies to 8.1.2.1.1.31 through 8.1.2.1.1.37.		Pending Doc Only Change		030216 The updates need to be applied to 31,32,33 as well.  050416: changes incorporated in next doc-only change order  NANC 482.

071217 - Re-Opened

072717: Neustar will make requested changes

		77		8		8.1.2.1.1.32 Create inter-service provider ‘pending’ port (concurrence) of a single TN via the SOA Mechanized Interface. – Success 		New for July 2017 APT:  same as 8.1.2.1.1.31		Pending Doc Only Change		030216 The updates need to be applied to 31,32,33 as well.  050416: changes incorporated in next doc-only change order  NANC 482.

072717: Neustar will make requested changes

		78		8		8.1.2.1.1.33 Create inter-service provider ‘pending’ port (concurrence) of a TN Range via the SOA Mechanized Interface. – Success 		Can the new SP issue an M-SET in Result 10 (before they have done their New SP create)?

New for July 2017 APT:  same as 8.1.2.1.1.31		Pending Doc Only Change		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465) 030216 The updates need to be applied to 31,32,33 as well.  050416: changes incorporated in next doc-only change order  NANC 482.

072717: Neustar will make requested changes

		79		8		8.1.2.1.1.34 Create inter-service provider ‘pending’ port (concurrence) of a ported TN porting to the original service provider via the SOA Mechanized Interface		Can we strike "or M-SET" from result 10

New for July 2017 APT:  same as 8.1.2.1.1.31		Pending Doc Only Change		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

072717: Neustar will make requested changes

		80		8		8.1.2.1.1.36 Create inter-service provider ‘pending’ port (concurrence) of a TN Range consisting of both ported and non-ported TNs via the SOA Mechanized Interface. – Success 		Can we strike "or M-SET" from result 10

New for July 2017 APT:  same as 8.1.2.1.1.31		Pending Doc Only Change		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

072717: Neustar will make requested changes

		81		8		8.1.2.1.1.37 Create inter-service provider ‘pending’ port (concurrence) of a TN Range of an entire NPA-NXX (10,000 TNs) via the SOA Mechanized Interface. – Success 		Can we strike "or M-SET" from result 9.

New for July 2017 APT:  same as 8.1.2.1.1.31		Pending Doc Only Change		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465) Request to add additional language regarding only porting the 10k range once. Update the prerequisite to state that the system under test owns the NPA NXX associated with the TN range that it is porting out. 021016 add additional language regarding only porting the 10k range once. Update the prereq to stte that the ssyem under test owns the  030216 CO 482 includes these updates

071217 - Re-Opened

072717: Neustar will make requested changes

		98		8		8.1.2.2.1.14 Modify required fields with valid data for a single TN ‘pending’ port which is in conflict. – Success		Similar to 8.1.2.2.1.1 comment 

New for for July 2017 APT:  Please remove Medium Timer Indicator from Purpose for data to be modfied.  Once both providers have done their create, the Medium Timer cannot be modified by the New SP.		Pending Doc Only Change		072717: Neustar will make requested changes

		101		8		8.1.2.2.1.18 Modify required fields with valid data for ‘pending’ ports for a range of TNs which are in conflict. – Success		Similar to 8.1.2.2.1.1 comment 

New for for July 2017 APT:  Please remove Medium Timer Indicator from Purpose for data to be modfied.  Once both providers have done their create, the Medium Timer cannot be modified by the New SP.		Pending Doc Only Change		072717: Neustar will make requested changes

		143		8		8.1.2.4.1.10 Activate intra-service provider ‘pending’ port of a single TN that has been previously ported. – Success 		New for for July 2017 APT: Result 13 and 14, can we change Old Service Provider (for previously active SV) to New Service Provider - when an SV transitions from active to old, only the New SP of the active SV is notified.		Pending Doc Only Change		072717: Neustar will make requested changes

		200		9		NANC 48-12 SOA – ‘Primary’ SPID ‘A’ issues a Subscription Version Activate for a Port-to-Original Subscription Version to the NPAC for a single TN, where they are the New Service Provider and ‘Associated’ SPID ‘B’ is the Old Service Provider – Success		New for March 2017 APT: Pre-requisite Test Case identifies NANC 48-13, but this should be NANC 48-11

New for for July 2017 APT: Expected Result of Step 15: won't SV1 and SV2 be returned since their status is "Old".		Pending Doc Only Change		030817: Opened Test Case for clarifications.


040517: Neustar will make requested updates in next Change Management Activities to be reviewed in May 2017 LNPA WG Mtg.

071217 - Re-Opened

072717: Neustar will make requested changes

		202		9		NANC 48-15 SOA – ‘Associated’ Service Provider ‘B’ issues a Subscription Version Activate for a ‘Pooled’ TN, where they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider – Success		New for March 2017 APT: Pre-requisite Test Case identifies NANC 48-16, but this should be NANC 48-14

New for for July 2017 APT: Expected Result of Step 13: won'the SV be returned since its status is "Active".		Pending Doc Only Change		030817: Opened Test Case for clarifications.


040517: Neustar will make requested updates in next Change Management Activities to be reviewed in May 2017 LNPA WG Mtg.

071217 - Re-Opened

072717: Neustar will make requested changes

		203		9		NANC 48-16 SOA – ‘Associated’ Service Provider ‘B’ issues an Immediate Disconnect for an Active SV where the TN is part of a Pool – Success		New for March 2017 APT: Pre-requisite Test Case identifies NANC 48-17, but this should be NANC 48-15

New for for July 2017 APT: Expected Result of Step 18 and 19: won't SV1 and SV2 be returned since their status is "Old" (SV1) or "Active" (SV2).		Pending Doc Only Change		030817: Opened Test Case for clarifications.


040517: Neustar will make requested updates in next Change Management Activities to be reviewed in May 2017 LNPA WG Mtg.

071217 - Re-Opened

072717: Neustar will make requested changes

		211		9		NANC 139 – 9 LSMS – Service Provider Personnel delete an NPA-NXX on the NPAC SMS. The SOA and LSMS (optional) are connected to the NPAC SMS. The SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions are set to ‘ON’. – Success		New for for July 2017 APT:  Expected Result of Test Step 4, change M-CREATE to M-DELETE since in Test Step 4 NPAC sends M-DELETE to SOA.		Pending Doc Only Change		072717: Neustar will make requested changes

		231		9		NANC 201-33 SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type is set to ‘LONG’ and Business Type is set to ‘SHORT’ (the Old Service Provider initially concurred to this port and is now placing it into conflict – the Conflict Restriction Window has been reached) – Error		New for for July 2017 APT: Test Step 1, Expected Result 3, can the part concerning the type of error (invalid data value) detected be removed (end the sentence with … indicating the reason for failure.).		Pending Doc Only Change		072717: Neustar will make requested changes

		284		10		4.4.1 SOA – Service Provider Personnel submit a Query Number Pool Block Request to the NPAC SMS using an NPA-NXX-X value as filter criteria. – Success 		New for for July 2017 APT: Remove the Failed SP List from Test step 3, since pre-req 1 indicates you will query for active blocks with empty failed SP list.		Pending Doc Only Change		072717: Neustar will make requested changes

		302		10		6.5.3 SOA - Service Provider Personnel submit a Subscription Version Deferred Disconnect request for a TN that is part of a 1K Block, one or more of the LSMSs that are accepting downloads for that NPA-NXX do not respond resulting in a partial failure – Success		New for March 2017: Step 2 - change "NPAC sets status of SV to sending" to  "NPAC sets status of SV to disconnect-pending".

New for May 2017:  In step 7, NPAC issues M-SET for SV 2 (pool re-instatement), but SV2 is never created.  Can the step for creating SV2 in "sending" state be identified.

		Pending Doc Only Change		030817: Opened Test Case for clarifications.


040517: Neustar will make requested updates in next Change Management Activities to be reviewed in May 2017 LNPA WG Mtg.

071217 - Neustar ran a test, the pooled SV reinstated has an empty failed SP list in the NPAC and when queried by the SOA. Step 12 will be updated in NANC CO 491. 

072717: Neustar will make requested changes

		305		10		6.5.6 SOA - Service Provider Personnel submit a Subscription Version Immediate Disconnect request for a TN that is part of a 1K Block, after the Block Activation Date, none of the LSMSs that are accepting downloads for that NPA-NXX respond resulting in a failure – Success 		Test Step 10 Expected Result - can we distinguish between the ported pooled SV (that went back to an active status) and the pool reinstatement SV that went to Failed.  Test Step 11 Expected Result - the status of the SV (SV1) should be "failed".

New for May 2017: Can we clarify requirement RR5-69 and the TC failed SP list in Steps 10 and 12.  In step 11, shouldn't the failed SP List be full for SV1.

		Pending Doc Only Change		030216: Issue Opened 032316: Update step 1- to reference SV2, reference SV1 in step 11, in step 12 SV2 will be identified.  050416: changes incorporated in next doc-only change order  NANC 482.

071217 - Step 10 & 11 updated as requested. Neustar ran a test, Step 12 will be updated to indicate the Poll SV queried by the SOA has an empty failed SP list. 

072717: Neustar will make requested changes

		431		13		NANC 394-3 SOA – Service Provider personnel modify the due date to a date that is less than the NPA-NXX Live TimeStamp for a Pending Subscription Version – Error 		New for for July 2017 APT: Test Case was updated to reflect error if due date is less than Effective Date, but FRS requirements were not changed.  FRS requirement RR5-54 (modify SV - due date validation against NPA-NXX Effective Date ) was deleted when requirement RR5-163 (modify SV - due date validation against NPA-NXX Live Timestamp) was added.  Can we reinstate requirement RR5-54.		Pending Doc Only Change		See Above

072717: Neustar will make requested changes

		124		8		8.1.2.3.1.6 Immediate Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Partial Failure		See 8.1.2.3.1.2

New for July 2017 APT:  Can we get clarification on immeditate disconnect request when an effective release date is also specified with a date in the past. Does the SV transition to Disconnect-Pending and SAVC of disconnect-pending get sent to SOA before transitioning to Sending and then broadcast?  The SV Status Transition diagram in Section 5 of FRS indicates for Status change from Active to Disconnect Pending: User sends a disconnect request for an active SV and supplies a future effective release date.		OPEN

		317		11		2.3 SOA – New Service Provider Personnel create one Inter-Service Provider subscription version. Their Customer TN Range Notification Indicator is set to their production value. Both Old and New Service Providers do their creates. NPAC SMS manages the notifications accordingly. – Success 		New for July 2017 APT:  In step 15 and 17, can we remove the subscription Timer Type and subscription Business Type from the AVC notifications or change their parenthetical descritption from (if supported) to (if supported and the value changed as a result of the Old SP Create). 		OPEN		07217: Still under investigation

		334		11		2.20 SOA – New Service Provider Personnel perform an immediate disconnect of a range of Inter-Service Provider subscription versions. Primary SPID A is the New Service Provider. Secondary SPID B is the Old Service Provider and Code holder of the NPA-NXX of the TNs used in the subscription versions. Both Service Providers have their Customer TN Range Notification Indicators set to TRUE. NPAC SMS manages the notifications accordingly. – Success 		Step 8 concerning the Status AVC sent to the New SP SOA for a TN range disconnect where the SV IDs are not contiguous, indicates the notification contains a "paired list of TNs and SV IDs" and status of Old.  Can you change the "paired list of TNs and SV IDs to a list of SV IDs,  a TN range and SV status of Old.  ASN.1 indicates this:		OPEN		071217 - Brought in at July APT

072717: Still under investigation

		337		11		2.23 SOA – Current Service Provider Personnel issue a deferred disconnect for a range of 1000 ‘active’ subscription versions. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The deferred disconnect request is submitted as one range. The disconnect- pending request results in one notification containing a list of the SVIDs. – Success 		 Step 8 concerning the Status AVC sent to the New SP SOA for a TN range disconnect where the SV IDs are not contiguous, indicates the notification contains a "paired list of TNs and SV IDs" and status of Old.  Can you change the "paired list of TNs and SV IDs to a list of SV IDs,  a TN range and SV status of Old.  ASN.1 indicates this:
RangeStatusAttributeValueChangeInfo ::= SEQUENCE {
   version-id [0] RangeNotifyID-Info,  
   value-change-info [1] AttributeValueChangeInfo,
   failed-service-provs [2] Failed-SP-List OPTIONAL,
   subscription-status-change-cause-code [3] SubscriptionStatusChangeCauseCode OPTIONAL,
   tn-range [4] TN-Range OPTIONAL .
}

		OPEN		Opened July 2017 APT

		340		11		2.26 SOA – New Service Provider Personnel cancel a range of 5000 Inter-Service Provider subscription versions for which the Old Service Provider has not yet concurred to. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The cancel request is submitted as one range. The cancel request results in one notification containing a list SVIDs. – Success 		 Step 8 concerning the Status AVC sent to the New SP SOA for a TN range disconnect where the SV IDs are not contiguous, indicates the notification contains a "paired list of TNs and SV IDs" and status of Old.  Can you change the "paired list of TNs and SV IDs to a list of SV IDs,  a TN range and SV status of Old.  ASN.1 indicates this:		OPEN		Opened July 2017 APT

072717: Still under investigation

		33		8		8.1.1.3.1.3 Delete NPA-NXX via SOA or LSMS Mechanized Interface – not owner service provider. – Error 		Can the Test Case be clarified to indicate how the request is submitted in CMIP – the distinguished name in the request identifies the provider who owns the NPA-NXX being deleted and not the SPID who is submitting the request?		NEW		071217 - Brought in at July APT

		1		8		8.1.1.1.1.1 Open a non-existing NPA-NXX for portability via the SOA Mechanized Interface. – Success 		Prerequisite: The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.  Shouldn't the LSMS interface be optional or conditional?  Does an SP that has both a SOA and LSMS run this TC once and check and verify the results for both their SOA and LSMS?  Is this associated with a combined SOA/LSMS that both use the same SPID on the their association to NPAC?  Many of the TCs in chapters 8 and 9 use similar wording.		CLOSED		APT to review and clarify,   Recommendation is to make the LSMS Interface Optional. 02/10/16 Test case to be updated to indicate the LSMS Interface is optional will be included in an upcoming doc only change. 030216 CO482 included the change for this TC

		2		8		8.1.1.1.1.2 Open an NPA-NXX for portability via the SOA Mechanized Interface that exists for another service provider - Error		New for May 2016 APT: Result 3 - can we change "invalid attribute error" to "error" as specified in other error TCs that are trying to create duplicate objects (e.g., 8.1.1.1.1.8).		CLOSED		050416: Presented to team; incumbent LNPA to review prior to next APT meeting.  

060816: Change agreed to as indicated in Requested Clarification

071316: Changes included in 485. 

		3		8		8.1.1.1.1.3 Open an NPA-NXX for portability via the SOA Mechanized Interface that exists for the given service provider. – Error		New for May 2016 APT: Result 3 - can we change "invalid attribute error" to "error" as specified in other error TCs that are trying to create duplicate objects (e.g., 8.1.1.1.1.8).		CLOSED		050416: Presented to team; incumbent LNPA to review prior to next APT meeting.

060816: Change agreed to as indicated in Requested Clarification

071316: Changes included in 485. 

		5		8		8.1.1.1.1.5 Open NPA-NXX for portability via the SOA Mechanized Interface with invalid effective date. – Error 		Shouldn't result 2 indicate that the NPAC SMS detects the invalid effective date, not that the NPA-NXX already exists?		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

		7		8		8.1.1.1.1.7 Add a non-existing LRN via the SOA Mechanized Interface. – Success 		 Shouldn't result 4 and 6 indicate the LRN is sent to LSMSs and SOAs accepting downloads of the LRN?  Comment applies to many of the LRN create/delete TCs in this section.		CLOSED		Incumbent LNPA clarified that NPA-NXX filters don’t apply to LRN downloads. The references to “accepting downloads” in other test cases in this section refer to filters only.

		9		8		8.1.1.1.1.9 Add an LRN via the SOA Mechanized Interface that exists for the given service provider. – Error 		New for May 2016 APT: Result 3 - can we change "invalid attribute error" to "error" as specified in other error TCs that are trying to create duplicate objects (e.g., 8.1.1.1.1.8).		CLOSED		050416: Presented to team; incumbent LNPA  to review prior to next APT meeting.

060816: Change agreed to as indicated in Requested Clarification

071316: Changes included in 485. 

091416 Validated Change is in 485

		13		8		8.1.1.1.2.2 Open an NPA-NXX for portability via the LSMS Mechanized Interface that exists for another service provider. – Error 		New for May 2016 APT: Result 3 - can we change "invalid attribute error" to "error" as specified in other error TCs that are trying to create duplicate objects (e.g., 8.1.1.1.1.8).		CLOSED		050416: Presented to team; incumbent LNPA  to review prior to next APT meeting.

060816: Change agreed to as indicated in Requested Clarification

071316: Changes included in 485. 

		14		8		8.1.1.1.2.3 Open an NPA-NXX for portability via the LSMS Mechanized Interface that exists for the given service provider. – Error 		New for May 2016 APT: Result 3 - can we change "invalid attribute error" to "error" as specified in other error TCs that are trying to create duplicate objects (e.g., 8.1.1.1.1.8).		CLOSED		050416: Presented to team; incumbent LNPA  to review prior to next APT meeting.

060816: Change agreed to as indicated in Requested Clarification

071316: Changes included in 485. 

		16		8		8.1.1.1.2.5 Open NPA-NXX for portability via the LSMS Mechanized Interface with invalid effective date. – Error 		Shouldn't result 2 indicate that the NPAC SMS detects the invalid effective date, not that the NPA-NXX already exists?		CLOSED

		20		8		8.1.1.1.2.9 Add an LRN via the LSMS Mechanized Interface that exists for the given service provider. – Error 		New for May 2016 APT: Result 3 - can we change "invalid attribute error" to "error" as specified in other error TCs that are trying to create duplicate objects (e.g., 8.1.1.1.1.8).		CLOSED		050416: Presented to team; incumbent LNPA  to review prior to next APT meeting.

060816: Change agreed to as indicated in Requested Clarification

071316: Changes included in 485. 

		21		8		8.1.1.1.2.10 Add LRN via the LSMS Mechanized Interface with invalid LRN data. – Error 		Shouldn't result 2 indicate that the NPAC SMS detects the invalid LRN, not that the LRN already exists?		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

		25		8		8.1.1.2.1.4 Modify an existing service provider’s profile by modifying network address data via the SOA Mechanized Interface. – Success		Should this TC be removed since it is not currently supported by the incumbent NPAC.  Same comment for 8.1.1.2.2.4 (See NANC Change Order 461)		CLOSED		APT to review and clarif, You can't modify the address over the interface. Add a note to the Change order (461) to remove this test case if/when the change is implemented. 021016 Neustar to review and provide feedback. 030216 -agreement reached - closed.



		29		8		8.1.1.2.2.4 Modify an existing service provider’s profile by modifying network address data via the LSMS Mechanized Interface. – Success				CLOSED		012716 You can't modify the address over the interface. Add a note to the Change order (461) to remove this test case if/when the change is implemented. 021016 Neustar to review and provide feedback. CO 461 updated, Closed

		42		8		8.1.1.4.1.4a Service Provider Query to the NPAC for another Service Provider's data via the SOA. – Error (CMIP), Short-Form (XML)		Shouldn't TC 8.1.1.4.1.2 and 8.1.1.4.1.3 in Chapter 8 indicate the TC procedures have been incorporated into other TCs as indicated in Chapter 7?		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

		48		8		8.1.1.4.1.9 Service Provider Query to the NPAC for LRN data via their Local SMS. – Success		Similar to 8.1.1.1.2.1 comment doesn't this assume that the LSMS SPID is the same as a SOA SPID since purpose says to query for its own LRN data?		CLOSED		APT to review and clarify 021016: Update the text to remove "its own"  030216 CO482 included this text.

		52		8		8.1.2.1.1.5 Create inter-service provider ‘pending’ port of a ported TN porting to the original service provider via the SOA Mechanized Interface. – Success 		Shouldn’t prerequisite 4 concerning the LRN be deleted since the TC concerns port-to-original?		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

		53		8		8.1.2.1.1.6 Create inter-service provider ‘pending’ port of a ported TN Range porting to the original service provider via the SOA Mechanized Interface. – Success 		Shouldn’t prequisite 4 concerning the LRN be deleted since the TC concerns port-to-original?  Result 4 can be a single TN range object create notification if the SOA supports it.  Isn't the same also true for T1/T2 expiration notifications (one TN range notification versus 1 notification for each TN in the range?

Is this response saying that all of the SV-related TCs in Chapters 8, 9, and 10 of the Turn Up Test Plan (TN range notifications were supported in Chapter 11 with NANC 3.1 release) that concern a TN range and involve notifications being sent to the SOA are not applicable for SPs that support TN range notifications (basically non-error TCs)?  If so, can a statement be added to the Test Documentation in Chapter 8, 9, 10 indicating this is the case?		CLOSED		Pre-req. 4 - Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465): Determine which test cases are conditional in chapters 8, 9 and 10 and then which test cases in chapter 11 should be conditional based upon range notification support. Potentially remove any duplicate test cases, TN range notifications - APT to review and clarify 030216:  Update the TC "if TN ranges are supported then only one notification will be sent/received. 032316: Test case will be updated as indicated and add a general statement to these chapters regarding range notifications. 050416: changes incorporated in next doc-only change order  NANC 482.

		55		8		8.1.2.1.1.8 Create inter-service provider ‘pending’ port of a TN Range of an entire NPA-NXX (10,000 TNs) via the SOA Mechanized Interface. – Success 		Assume the first pre-requisite indicates the entire NPA-NXX must be ported from code holder to another non-SUT SPID and then for TC ported from non-SUT SPID to SUT SPID - correct?  Again, assume TN range notifications can be used instead of a notification per TN in the TN range?

8.1.2.1.1.8 – concerning the 10K port – request clarification update in the pre-req that no pending-like and no active-like ported TNs exist for the NPA-NXX (if a first port notification was already sent, then a port may have happened and was either canceled before activation or disconnected and exist as canceled or old SV in the NPAC and since this is chapter 8, pooling didn’t exist yet).		CLOSED		First Pre-req. - Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)



Incumbent LNPA clarified setting up the TC (initiate a pending port then cancel it)

		57		8		8.1.2.1.1.10 Create inter-service provider ‘pending’ port of a TN Range for an NPA-NXX not open for portability via the SOA Mechanized Interface. – Error 		Test Cases 8.1.2.1.1.10 (New SP create, LSPP) and 8.1.2.1.1.39 (Old SP create).  Request clarification on what exactly is intended to be tested by these test cases.  There appear to be several conflicting statements across the test case Titles, Purpose, and Prerequisites. The Purpose indicates the Portable NPA-NXX exists with a future effective date, but the Prerequisites indicate that the NPA-NXX does not exist (8.1.2.1.1.10) or indicates that the NPA-NXX exists without mention of the Effective Date (8.1.2.1.1.39).  Since RR5-44 and RR5-45 were deleted, there doesn't appear to be a validation upon creation of an SV that the due date is prior to the effective date of the NPA-NXX, only that the due date is prior to the NPA-NXX Live Timestamp.  At activation, however, the effective date is checked per R5-53.1. Are these tests really to see if the due date specified on the create request is prior to the NPA-NXX Live Timestamp, rather than the NPA-NXX Effective Date?   		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465) Now that the TC was updated to indicate the create should specify a due date prior to the Effective Date, should this TC now be a Success TC rather than an Error TC, since FRS requirements RR5-44 and RR5-45 were deleted and there are no validations on the due date being earlier than the effective date on SV create? . 021016 Additonal updates agreed to, additional changes in next doc only CO to be made.  030216 CO482 included the change for this TC

		83		8		8.1.2.1.1.39 Create inter-service provider ‘pending’ port (concurrence) of a TN Range for an NPA-NXX not open for portability via the SOA Mechanized Interface. – Error 		Same comment as TC 8.1.2.1.1.10.  Also, not sure what error is expected to be detected.  The first and second pre-requisites seem to contradict one another (SUT SPID is not the owner of the NPA-NXX, so must have previously ported in the TNs from the NPA-NXX, but the TN being ported is the first ported TN for the NPA-NXX).		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

		86		8		8.1.2.1.1.42 Create inter-service provider ‘pending’ port (concurrence) of a TN Range with an authorization flag equal to FALSE and the cause code value populated via the SOA Mechanized Interface. – Success 		Can the new SP issue an M-SET in Result 9 (before they have done their New SP create)?		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

		89		8		8.1.2.1.1.45 Create inter-service provider ‘pending’ port (concurrence) of a TN Range with the authorization flag equal to FALSE and the cause code value is not 0 via the SOA Mechanized Interface. – Error 		Is the purpose of the TC to test a non-supported value for the cause code, e.g., a value of 56?  TC only says to use a cause code value not equal to 0.		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

		90		8		8.1.2.2.1.1 Modify required fields for a single TN ‘pending’ port with valid data. – Success		Purpose says to set the Due Date to the NPA-NXX Live Time stamp - shouldn't that be changed (NPA-NXX Live timestamp is set when the first SV is created or block is created in the NPA-NXX and will be in the past).  Result 1 (NPAC SMS receives the M-SET request in CMIP…) and Result 3 mention M-SET only.  Should this be M-ACTION or M-SET or does this mean if a SOA vendor does not support using M-SET for SV modifies, the TC is not applicable for that vendor?  In NOTE after result 3 - can the New SP Creation TimeStamp be modified on a SV modify request and shouldn't the Old SP Due date also be listed here as an attribute that when changed cuases an AVC to be sent?  This comment is for multiple Modify Pending TCs (8.1.2.2.1.2, 8.1.2.2.3).		CLOSED		Feedback from incumbent LNPA: changes to be added to the next documentation only change order  030216 CO482 includes update

		95		8		8.1.2.2.1.8 Modify required fields for a ‘pending’ port for a range of TNs with valid data. – Success		Likley due date can't be set to NPA-NXX Live Timestamp.  Same comments as TC 8.1.2.2.1.1.  		CLOSED		Feedback from incumbent LNPA: changes to be added to the next documentation only change order 030216 CO 482

		105		8		8.1.2.2.1.22 Modify the Status Change Cause Code of ‘pending’ ports for a range of TNs for another service provider. – Error		Can you confirm the scenario.  Is this to create a pending port from SPID A to SPID B (neither are the SUT SPID) where Old SP creates in conflict, and then have SUT SPID issue a Modify trying to change the cause code on this SV to which they are not the old or new SP?  		CLOSED		APT to review and clarify  PURPOSE: For an SV that is in  conflict status, the new SP attempts to change the conflict status, remove prerequisite #3 021016: agreement reached to make doc change 030216 CO482 includes update

		113		8		8.1.2.2.1.40 Modify LRN for a single TN ‘pending’ port which is ‘active’ for another Service Provider. – Error		The TC asks the old SP to modify the LRN of a pending port.  The Pre-req says a pending port exists, and an Active SV exists for the TN for another SP?  Shouldn't this be an Active SV exists for the SUT SP (and the SUT SP is the Old SP on the pending port?		CLOSED		Feedback from incumbent LNPA: changes to be added to the next documentation only change order 030216 CO482 includes update

		116		8		8.1.2.2.1.49 Modify ‘pending’ ports for a range of TNs which are in conflict for an Old Service Provider. – Success		Does the old sp authorization need to be modified as indicated in the purpose?  If so, since the SV is in conflict, does the TC need to modify the authorization to ture.  If so, wouldn't status change notifications also be sent in the Results?		CLOSED		Feedback from incumbent LNPA: changes to be added to the next documentation only change order 030216 CO482 includes update

		120		8		Modify_Active_4 Modify optional data for ‘active’ Subscription Versions, for a range of TNs, with valid data for the Current Service Provider. – Failure		Description and Test case steps say to modify a TN range, but purpose says to modify a single TN – can purpose change to modify a TN range.		CLOSED		010617 Discussed at APT meeting, updates to be made and reviewed during Feb. 8th APT Call

030817: Doc Change made/approved March 2017 LNPA WG

		121		8		8.1.2.3.1.2 Immediate Disconnect of ‘active’ port - single TN – SOA Mechanized Interface. – Failure		Shouldn't the results match the EFD flows for immediate disconnect? E.G., no setting SV to disconnect pending, NPAC updates the SV then sends the response to the SOA;  same comment for all immediate disconnect TCs.		CLOSED		Feedback from incumbent LNPA: changes to be added to the next documentation only change order 030216 CO482 includes update

		125		8		8.1.2.3.1.7 Immediate disconnect of an ‘active’ port - single TN – no customer disconnect date. – SOA Mechanized Interface – Error				CLOSED		Reviewed at 1/27/16 Meeting  Question raised regarding the validity for this under CMIP, SOA Vendor indicated that this test can't be performed. Will be removed for CMIP Testing. 021016: Agreement reached to remove test case in future CO - 030216: Need to validate if this needed for XML Agreement reached to remove this TC for XML as well.  050416:changes incorporated in next doc-only change order  NANC 482.

		129		8		8.1.2.3.1.11 Deferred Disconnect of an ‘active port’ - single TN – SOA Mechanized Interface. – Failure		Result 3 should be NPAC sends a status attribute value change message …		CLOSED		Feedback from incumbent LNPA: changes to be added to the next documentation only change order 030216 CO482 includes update

		131		8		8.1.2.3.1.13 Deferred Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Success		Same comment as 8.1.2.3.1.10 - shouldn't result 14 be deleted?  Shouldn't the status be set to "old" in Result 16?		CLOSED		Feedback from incumbent LNPA: changes to be added to the next documentation only change order  030216 CO482 includes update

		134		8		8.1.2.3.1.16 Deferred Disconnect for a single TN for other Service Provider. – Error		Result 1 says "pending" port is not modified - "pending" should be "active". 		CLOSED		APT to review and clarify 021016: Agreement reached to make the change from pending to active in a future change order. 030216 CO482 includes update

		135		8		8.1.2.3.1.17 Disconnect for a range of TNs for other Service Provider. – Error		Can the title, purpose, pre-requisite, and Result 1 be clarified?  Is the TC disconnecting an active ported TN (title and pre-req) or is the TC modifying a disconnect pending SV (purpose and result 1).  		CLOSED		APT to review and clarify  This is a deferred disconnect that another SP owns. A recommendation will be provided by iconectiv, or other entity.021016:  Industry Agreement to make the recommended changes.  iconnectiv recommendation: 
Change Title: Modify deferred disconnect for a range of TNs for other Service Provider. – Error
Change Pre-requisite: Status of the TNs must be "disconnect pending" 021016: Agreement reached to make recommended changes  030216 CO482 includes update

		136		8		8.1.2.4.1.2 Activate inter-service provider ‘pending’ port of a single TN. – Failure 		Result 6 indicates LSMSs send an unsuccessful ack of the activate request to NPAC, but Result 7 says no acknowledgements are sent by LSMSs - shouldn't the unsuccessful ack in result 6 be removed?  Also same comment for 8.1.2.4.1.5		CLOSED		Feedback from incumbent LNPA: changes to be added to the next documentation only change order 030216 CO482 includes update

		138		8		8.1.2.4.1.5 Activate inter-service provider ‘pending’ port of a range of TNs. – Failure 		Same comment as 8.1.2.4.1.2.  Also a TN range notification could be sent to SOA.  		CLOSED		Feedback from incumbent LNPA: changes to be added to the next documentation only change order 030216 CO482 includes update

		141		8		8.1.2.4.1.8 Activate inter-service provider ‘pending’ port of a single TN – no New Service Provider timestamp exists and before NPA-NXX effective date. – Error 		Purpose/Prerequisite indicates Existing SV does not have a New Service Provider timestamp - can this be clarified?  Does this mean the New SP has not done their create of the SV? CORRECT		CLOSED		APT to review and clarify Agreement reached to make the change in a future change order. 030216 CO482 includes update

		149		8		8.1.2.4.1.17 Activate intra-service provider ‘pending’ port of a single TN – no New Service Provider timestamp exists and before NPA-NXX effective date. – Error 		Can the New Service Provider timestamp be clarified?  Is this the New Service Provider Create Time Stamp?  If so, how can a "pending" intra-SP port exist without a New SP Create Time Stamp? 		CLOSED		APT to review and clarify. 021016 Agreement reached this is invalid. Will be REMOVED from test case list. 030216 CO482 includes update

		153		8		8.1.2.4.1.21 Activate porting to original ‘pending’ port of a single TN. – Partial Failure 		New for June 2017: Expected Results 12 and 14 have SAVC setting status to Old for the PTO SV; this should be SAVC setting status to Partially Failed for the PTO SV		CLOSED		Included in CO 491

		155		8		8.1.2.4.1.23 Activate porting to original ‘pending’ port of a range of TNs. – Failure 		Failed/Parially Failed PTO ports EFD flows indicate Failed SP List is only set on the PTO SV and notifications for the previously active SV do not contain the failed SP list.  This TC indicates the failed SP List is provided in all notifications and the number of notifications produced in TC does not match the EFD flow (B.5.1.17.5).		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

		156		8		8.1.2.4.1.24 Activate porting to original ‘pending’ port of a range of TNs. – Partial Failure 		New for June 2017: Expected Results 12 and 14 have SAVC setting status to Old for the PTO SV; this should be SAVC setting status to Partially Failed for the PTO SV		CLOSED		Included in CO 491

		163		8		8.1.2.5.1.6 Subscription Version Cancel by Service Provider SOA After Both Service Provider SOAs Have Concurred (Old Service Provider’s SOA Mechanized Interface)		Shouldn't Result 10 (Cancel Ack request) come before Result 9 Old SP Cancellation Timestamp is set)?  Shouldn't Result 9 and 10 be optional steps (e.g., a vendor system may not allow the cancel Ack to be sent after the cancel is sent by the same provider).		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

		164		8		8.1.2.5.1.7 Subscription Version Cancel by Service Provider SOA After Both Service Provider SOAs Have Concurred (New Service Provider’s SOA Mechanized Interface)		Shouldn't Result 10 (Cancel Ack request) come before Result 9 (New SP Cancellation Timestamp is set)?  Shouldn't Result 9 and 10 be optional steps (e.g., a vendor system may not allow the cancel Ack to be sent after the cancel is sent by the same provider).		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

		165		8		8.1.2.5.1.9 Subscription Version Cancel by New Service Provider SOA No Acknowledgment by Old Service Provider (SOA Mechanized Interface). – Success		Shouldn't Result 10 (Cancel Ack request) come before Result 9 (New SP Cancellation Timestamp is set)?  Shouldn't Result 9 and 10 be optional steps (e.g., a vendor system may not allow the cancel Ack to be sent after the cancel is sent by the same provider).  Also, why is the subscriptionOldSPCancellationTimesStamp being set in Result 16 - the old SP never issued the cancel acknowledge request.		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

		170		8		8.1.2.7.2.1 Subscription Version Query – LSMS. – Success		Result 3 mentions SOA SV Query indicator - this should be the LSMS SV Query indicator.  Can we update SV Query indicator to Enhanced SV Query indicator?		CLOSED		030216 Issue Opened 032316: Test Case will be updated from SOA to LSMS in result 3, the name of the indicator stays the same.  050416: changes incorporated in next doc-only change order  NANC 482.

		180		8		Audit_3 SOA Initiates Partial Audit (some data attributes), Single TN, with Discrepancies. – Success		Partial audits are not supported over XML interface.  Please update Chapter 7 to remove XML SOA involvement.		CLOSED		030216 New Issue Opened 032316: XML SOA will be removed in chapter 7.  050416: changes incorporated in next doc-only change order  NANC 482.

		181		8		Audit_5 NPAC Initiates Partial Audit (some data attributes), Range of TNs, with Discrepancies. – Success		Partial audits are not supported over XML interface.  Please update Chapter 7 to remove XML LSMS involvement.		CLOSED		 030216 New Issue Opened 032316: TC will be updated to remove XML SOA in Chap 7; 050416, since the audit is initiated from NPAC, partial audits can be made and the XML (and CMIP) LSMSs will be queried and audited.  Clarification withdrawn

		182		9		ILL 75-25 SOA – Old Service Provider Personnel, using a range of TNs, modify Inter-Service Provider Subscription Versions specifying a due date that is equal to the NPA-NXX Live Timestamp – Success		This may be difficult to run since the due date would have to be set to the current date/time that the first SV  create (or NPA-NXX-X create) happens in the NPAC.  Anticipating the exact date/time for the due date may be difficult.  Or is this just verifying that the date portion of the due date can be set to the date portion of the NPA-NXX live timestamp?  Same question for ILL 75-26		CLOSED		APT to review and clarify Agreemnt Reached:  Doc only change order will be created to change from NPA-NXX Live Timestamp to NPA-NXX Effective date for ILL 75-25 and ILL 75-26. 030216 CO482 includes update

		184		9		ILL 79 – 3 SOA – Service Provider Personnel, using their SOA system, issue a Notification Recovery Request specifying a Time Range that exceeds the Maximum Download Duration Tunable on the NPAC SMS – Error		Should the Pre-requisite concerning issuing a Scheduled Downtime Notification be removed since it is currently not supported in the NPAC (see NANC Change Order 454)?		CLOSED		APT to review and clarify, Agreement reached:  Doc only change order will be created to remove scheduled downtime notification 030216 CO482 includes update

		185		9		ILL 79 – 5 SOA – Service Provider Personnel, using their SOA system, where the SOA Network Data Download Indicator Association Function is set to ‘OFF’, issue a Notification Recovery Request by specifying a Time Range – Success		Should the Pre-requisite concerning issuing a Scheduled Downtime Notification be removed since it is currently not supported in the NPAC (see NANC Change Order 454)?

070816: NPAC Pre-req. 2, last notification and Expected Results Step 2, bullet 3 - subscriptionVersionStatusAttributeValueChange(cancel) (SV1) should be subscriptionVersionNewSP-FinalCreateWindowExpiration (SV1) when the final concurrence window expires and the New SP has not done their create.   NPAC Pre-req. 3, last notification and Expected Results Step2, bullet 6 - subscriptionVersionStatusAttributeValueChange(old) (SV2) should be removed since SAVC to old on disconnect of the SV typically does not go to the Donor SP, or Pre-req. 2 should say the New SP, Old SP and Donor SP for SV2 are the same.		CLOSED		APT to review and clarify Agreement Reached: Doc only change order will be created to remove scheduled downtime notification 030216 CO482 includes update  

070816 NEW CLARIFICATION REQUESTED by iconectiv   NPAC Pre-req. 2, last notification and Expected Results Step 2, bullet 3 - subscriptionVersionStatusAttributeValueChange(cancel) (SV1) should be subscriptionVersionNewSP-FinalCreateWindowExpiration (SV1) when the final concurrence window expires and the New SP has not done their create.   NPAC Pre-req. 3, last notification and Expected Results Step2, bullet 6 - subscriptionVersionStatusAttributeValueChange(old) (SV2) should be removed since SAVC to old on disconnect of the SV typically does not go to the Donor SP, or Pre-req. 2 should say the New SP, Old SP and Donor SP for SV2 are the same.

081016 - Changes will be in next doc-only change order 485

101016:  clarifications from 070816 not addressed  

110916: Changes made in 485

		188		9		NANC 23-1 SOA – Service Provider Personnel create an audit using another Service Provider’s ID – Error		Test Step 3 of the test case implies that the NPAC returns an error associated with error text:  “requesting SPID mismatch for M-CREATE subscriptionAudit:reqSpid=xxxx:acSpid=xxxx” - there is no error defined with that error text in the Error/Flows Document, so can Step 3 indicate that the SOA receives the error response for the audit request from the NPAC.		CLOSED		APT to review and clarify Agreement Reached: Doc only change order will be created to remove error text. 030216 CO482 includes update

		189		9		NANC 48-1 NPAC OP GUI – NPAC Personnel assign an ‘Associated’ Service Provider ID to a ‘Primary’ Service Provider ID – Success 				CLOSED		091416: The objective indicates SPID A (primary) has download messages set to off. SPID B associated has download messages set to ON. Does SPID A or SPID B drive the actual download? This applies to all 48-x test cases. This applies to CMIP only, not XML.

110916: Test Case was updated in CO 485

		190		9		NANC 48-2 SOA – ‘Associated’ SPID ‘B’ creates an LRN (at least 4 Service Providers are configured to operate in this region, 1 ‘Primary’ SPID (‘A’), 2 ‘Associated’ SPIDs (‘B’ and ‘C’) and one other SPID ‘D’ – neither Primary or Associated) SPID ‘B’, and SPID ‘D’ are configured with their SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’, SPID ‘A’ and SPID ‘C’ is configured with their SOA Network Data Download Association Function set to ‘OFF’ and their LSMS Network and Subscription Data Download Association Function is set to ‘ON’ - Success		Same as 8.1.1.1.1.1 comments - is this only applicable for a combined SOA/LSMS using the same SPID for the SOA and LSMS association? Same comment for NANC 48-3		CLOSED		APT to review and clarify Agreement Reached: Doc only change order will be created to make LSMS conditional rather than required.  Same change to be made to NANC 48-3. 030216 CO482 includes update

		193		9		NANC 48-5 SOA – ‘Primary’ Service Provider Personnel, initiate Notification Recovery over their SOA to NPAC Interface to recover messages for both their ‘Primary’ and ‘Associated’ SPIDs- Success		New for May 2016 APT:  In Pre-req 5, 1st bullet, please delete the Status SV notification to canceled (SVs are no longer canceled on T2 expiration if the New SP has not done their create).  In pre-req 5, 4th bullet, please delete this bullet since scheduled downtime notifications are not currently supported.  Not sure what AVC notification is received for SV1 in steps 10 and 12 - shouldn't those steps be deleted?

New for March 2017 APT: In Step 3, remove the Status AVC to Canceled (that was removed from pre-req 5, 1 st bullet) for SV1.  The T1/T2 expiration for SV1 is New SP - Create and Final Create (not concurrence).  In step 5, replace the second bullet (SAVC to canceled) with the T2 timer expiration notification sent to the new  and old SP from pre-req 5, 1 st bullet) for SV1,  remove the Operational Info notification, and add T2 timer expiration for SV4.  For step 7, remove the npac operational notification and in 3rd bullet, change SAVC to old for SV 3 to SAVC to old for SV2.  Make the above changes to the appropriate verification steps in Steps 11 through 25.		CLOSED		050416: Presented to team; incumbent LNPA  to review prior to next APT meeting.  

060816: Will remove pre-req #5 Bullet 4, remove downtime notification and remove steps 10 & 12.

071316: Changes included in 485. 

091416 Validated Change is in 485

030817: Re-Opened Test Case for additional clarifications.

040517: Neustar will make requested updates in next Change Management Activities to be reviewed in May 2017 LNPA WG Mtg.

		197		9		NANC 48-9 SOA – ‘Associated’ SPID ‘C’ issues an inter-Service Provider Subscription Version Create to the NPAC SMS for a range of TNs, where they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider (Some SPs in the region have filters to not accept downloads for this NPA-NXX) – Success		New for May 2017: Pre-req 6 indicates NPA-NXX filter is set for SPID C - Step 4 (object create notification to SPID C) should be deleted due to the filter or Pre-req 6 should be modified to indicate a filter should not be set for SPID C.  If  SOA is filtered out and does not get the object create notification, it may not update its SV with the SV ID and status, so the SV may not have a "pending" status in Step 9 Expected Result.  Also step 2 expected result, the Response to the SV Create goes  over SPID A's association on behalf of SPID C (not SPID B).		CLOSED		050317: Changes as requested will be made, 

		198		9		NANC 48-10 SOA – ‘Associated’ SPID ‘B’ issues an Intra-Service Provider Subscription Version Create – Success		New for March 2017: Step 2 Expected results change NewSP-Authorization timestamp to New SP Creation Timestamp and remove Old SP Authorization timestamp since this is the result of a New SP Create request.		CLOSED		030817: Opened Test Case for clarifications.


040517: Neustar will make requested updates in next Change Management Activities to be reviewed in May 2017 LNPA WG Mtg.

		199		9		NANC 48-11 SOA – ‘Primary’ SPID ‘A’ issues a Port-To-Original Subscription Version Create to the NPAC SMS for a single TN, where they are the New Service Provider and ‘Associated’ SPID ‘B’ is the Old Service Provider – Success		NANC 48-11 SOA – TC specifies the wrong SPID in the prerequisite set up. "Verify that there is an ‘Active’ Subscription Version for SPID ‘B’ in which SPID ‘C’ is the original Service Provider" is not correct. It should be “Verify that there is an ‘Active’ Subscription Version for SPID ‘B’ in which SPID 'A' is the original Service Provider“ (see Step 1 where a PTO is created to port from B to A)		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

		204		9		NANC 48-17 SOA – ‘Associated’ Service Provider ‘B’ issues a Port-To-Original Subscription Version Create where they are the New Service Provider and SPID ‘C’ is the Old Service Provider and the TN is part of a ‘Pool’ – Success		NANC 48-17 SOA – TC cites the incorrect SPID in the prerequisite set up for port to original. "Verify that there is an ‘Active’ Subscription Version for a TN that is part of a Number Pool Block, SPID ‘B’ is the Current Service Provider and SPID ‘C’ is the Block Holder Service Provider" is not correct.  It should be: “Verify that there is an ‘Active’ Subscription Version for a TN that is part of a Number Pool Block, SPID ‘C’ is the Current Service Provider and SPID ‘B’ is the Block Holder Service Provider (see Step 1 where a PTO is created to port from C to B).		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

		205		9		NANC 68 – 1 NPAC OP GUI – NPAC Personnel submit a Mass Update request specifying a TN range (no Subscription Versions with status of partial failure, sending and disconnect-pending exist within a Service Provider ID and for the TN range specified) – Success		Are SVs that have a status of Canceled or Old reported as exceptions.  Expected Result 1 indicates they are logged as exceptions, but Expected Result 4 indicates there are no exceptions.  FRS Requirement R3-7.7 does not indicate "old" and "canceled" SVs are logged as exceptions.		CLOSED		030216 New Issue Opened 032316: Excepted result 1 will be updated to say "will log no expections".  050416: changes incorporated in next doc-only change order  NANC 482.

		206		9		NANC 68 – 3 NPAC OP GUI – NPAC Personnel submit a Mass Update request specifying an LRN and Service Provider ID (some Subscription Versions with status of active, pending, cancel, cancel-pending, and conflict exist for the LRN specified) – Success		Are SVs that have a status of Canceled or Old reported as exceptions.  Expected Result 1 indicates they are logged as exceptions, but Expected Result 4 indicates there are no exceptions.  FRS Requirement R3-7.7 does not indicate "old" and "canceled" SVs are logged as exceptions.		CLOSED		030216 New Issue Opened 032316 Expected result 1 will be updated to say "will log no exceptions".  050416: changes incorporated in next doc-only change order  NANC 482.

		210		9		NANC 139 – 8 SOA – Service Provider Personnel delete an NPA-NXX on the NPAC SMS that belongs to another Service Provider. The SOA and LSMS (optional) are connected to the NPAC SMS. The SOA Network Data Download Association Function LSMS Network and Subscription Data Download Association Functions are set to ‘ON’. – Error		Chapter 7 indicates this is a SOA and LSMS involved Test Case?  Is this correct since TC originates a request from SOA that errors out?  Do LSMS vendors and Service Providers need to execute this TC?		CLOSED		APT to review and clarify Agreement Reached: Doc only change order will be created to remove optional indicators. 030216 NEED TO REVIEW DECISION AGAIN, agreement reached to leave doc changes as were noted in CO482 Chapter 7 does not indicate that this is an LSMS TC.

		215		9		NANC 139 – 15 SOA – Service Provider Personnel delete an LRN on the NPAC SMS that belongs to another Service Provider. The SOA and LSMS (optional) are connected to the NPAC SMS. The SOA Network Data Download Association Function is set to ‘OFF’ and the LSMS Network and Subscription Data Download Association Function are set to ‘ON’. – Error		Should this SOA-originated TC that results in an error be LSMS involved - there is no messaging to the LSMS?		CLOSED		APT to review and clarify greement Reached: Doc only change order will be created to remove optional indicators.  030216 NEED TO REVIEW DECISION AGAIN, agreement reached to leave doc changes as were noted in CO482 Chapter 7 does not indicate that this is an LSMS TC.

		218		9		NANC 201-1 SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success 		Pre-req 1 indicates: Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.  If the SUT does not support Timer Type and/or Business Hour Type, then is this test case N/A?  Shouldn't this be removed.  This same Pre-req exists for every NANC 201 TC and if it should be removed, it needs to be removed throughout NANC 201 TCs.		CLOSED		APT to review and clarify 021016: Agreement reached: Doc only change order will be made to update all NANC 201 test cases to remove pre-requisite 1 regarding support of timer type and business hours in notifications. 030216 CO482 includes update

		224		9		NANC 201-17 NPAC OP GUI – NPAC Personnel issue a Cancellation for a Pending Subscription Version (for which both Service Providers have initially concurred to) on behalf of the Old Service Provider, when the Timer Type and Business Type are set to ‘SHORT’, allow the Cancellation-Initial Concurrence and Cancellation-Final Concurrence Timer expire – Success		Section E Test Step 4: Message should be a Cancel  Ack Request notification (instead of Concurrence Notification).  Step 5 should be removed entirely since both providers have issued their SV create.		CLOSED		APT to review and clarify Agreement Reached: Doc only change order to be created to change XML message in step 4 from VNIN to VCAN and to delete step 5. Need to Review Decision 030216 Need to correct/update Step 4 change the XML long message name.   050416: changes incorporated in next doc-only change order  NANC 482.

		226		9		NANC 201-21 SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type and Business Type are set to ‘LONG’ (neither the Initial or Final Concurrence Timers have expired and it’s prior to the Conflict Restriction Window expiration) – Success		New for March 2017 APT: Objective says Conflict Restriction window has not been reached.  Pre-req. 2 says Conflict Restriction Window has been reached.  Can Pre-req 2 be changed to indicate the window has not been reached?		CLOSED		030817: Opened Test Case for clarifications.


040517: Neustar will make requested updates in next Change Management Activities to be reviewed in May 2017 LNPA WG Mtg.

		227		9		NANC 201-23 SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type and Business Type are set to ‘LONG’ (the Old Service Provider initially concurred to this port and is now placing it into conflict – the Conflict Restriction Window has not expired) – Error		Test Case description in Chapter 7 is incorrect - conflict restriction window has been reached. Update chapter 7 TC to match CH. 9 TC objective.		CLOSED		010617 Discussed at APT meeting, updates to be made and reviewed during Feb. 8th APT Call

030817: Doc Change made/approved March 2017 LNPA WG

		236		9		NANC 203 – 8 SOA – Service Provider Personnel, attempt to modify the LRN for an Active Subscription Version without including the WSMSC DPC and SSN Data – the Service Provider’s SOA Supports WSMSC DPC and SSN Data. – Error		Can the requirements for this TC be clarified?  Even if you support WSMS DPC/SSNs, are they required on Modify of Active SVs, especially if they are not changing?  Here is the SV Modify Action from GDMO concerning WSMS: New service providers may specify modified valid values for the following attributes, when the service provider's "SOA WSMSC DPC SSN Data" indicator is TRUE, and may NOT specify these values when the indicator is set to FALSE:
                subscriptionWSMSC-DPC
                subscriptionWSMSC-SSN		CLOSED		APT to review and clarify Agreement reached: Verified that WSMSC is not required on modify even if supported.  Doc only change order will be created to indicate this.  030216 CO482 includes update

		237		9		NANC 203 – 29 SOA –Service Provider Personnel Initiate Partial Audit (some data attributes, including WSMSC data), Single TN, With Discrepancies – the Service Provider’s LSMS supports WSMSC DPC and SSN Data. – Success		The objective and test case steps indicate this is a partial fail audit for a single TN with discrepancies. Pre-req. 2 indicates multiples SVs exist for TNs being audited - change this to a single SV/TN.  Pre-req 3 indicates there are no discrpancies for TNs - change this to there are discrepancies for the TN being audited.		CLOSED		010617 Discussed at APT meeting, updates to be made and reviewed during Feb. 8th APT Call

030817: Doc Change made/approved March 2017 LNPA WG

		239		9		NANC 203 – 32 NPAC OP GUI - NPAC Personnel submit a Mass Update request specifying WSMSC DPC Values for a specific Service Provider in a single region. – Success		In Test Step 1 Expected Results, shouldn't the first bullet be removed since it indicates an "old' version is created for each active SV updated" which is no longer supported.  Also, in the second bullet, in step 1 expected results, are the "old" and "canceled" SVs reported as exceptions?		CLOSED		030216 New Issue Opened 032316: Expected result 1 will be updated to remove 1st bullet and the 2nd bullet will be updated to remove old & cancelled.  050416: changes incorporated in next doc-only change order  NANC 482.

		244		9		NANC214-6 SOA – Old Service Provider personnel attempt to put a range of ‘pending’ Subscription Versions into conflict using an M-SET after the Conflict Restriction Window Tunable Time has been reached. – Error		New for June APT Call:  Test Case is marked as required, but should be conditional - SOAs may not support M-SET for modifying SVs. NANC 214-5 is similar and is conditional.		CLOSED		060816: New issue to be updated

071316: Remains open for discussion

081016 - Will change in next doc-only change order 485

091416 Validated Change is in 485

		249		10		3.1.1 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and the NPAC SMS schedules the Number Pool Block create, and the NPAC SMS activates upon scheduled date and time.- Success				CLOSED		030817: Doc Change made/approved March 2017 LNPA WG

		257		10		3.4.1 SOA - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface by specifying an NPA-NXX-X-ID - Success		New for March 2017 APT: Remove the Pre-req Test Case (create dash X where block holder = code holder) since 3.4.1 Test step 1 saysquery dash X where block holder not = code holder).  Add phrase to NPAC pre-req  saying NPA-NXX-X exists "where block holder not = code holder".		CLOSED		030817: Opened Test Case for clarifications.


040517: No changes to Test Step 1, Neustar will make the other requested updates in next Change Management Activities to be reviewed in May 2017 LNPA WG Mtg.

		269		10		4.1.5 SOA - Service Provider Personnel attempt to create a Number Pool Block when ‘pending-like, no-active’ Subscription Versions exist – Error 		New for May 2017: In pre-req 1, add that the Code Holder is not equal to the Block Holder.		CLOSED		050317:  Changes requested will be made in new document 

		274		10		4.2.1 SOA- Service Provider Personnel modify an active Number Pool Block with the SOA Origination Indicator set to FALSE (and contains Subscription Versions with LNP Types of ‘POOL’, ‘LISP’ and ‘LSPP’). -- Success 		Step 7 Expected Result, item 4 indicates creating an "old" number pool block prior to modifying the number pool block.  Can this statement be removed?

New for May 2016 APT:  please remove step 8 entirely since it concerns verifying the step 7 item 4 result that was removed.

New for March 2017: delete step 10 on verifying "old"  block was not created, similar to step 8.		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465); 

050416: New item presented to team on Step 8; incumbent LNPA  to review prior to next APT meeting. 

060816: Remove Step 8  

071316: Changes included in 485. 

030817: Re-Opened Test Case for clarifications.


040517: Neustar will make requested updates in next Change Management Activities to be reviewed in May 2017 LNPA WG Mtg.

		277		10		4.2.4 NPAC OP GUI - NPAC Personnel re-send a failed Number Pool Block Modify Request to LSMSs – Success 		Should NPAC Pre-req. 2 be deleted (verify block exists with status of active and empty failed list)? It contradivcts Pre-req. 1 that says the block exists with all LSMSs in the failed SP list.		CLOSED		080516: iconectiv requested this be opened for review.

081016 -  Pre-req will be removed in next doc-only change order 485

091416 Validated Change is in 485

		278		10		4.2.5 SOA – Service Provider Personnel modify an active Number Pool Block with the SOA Origination Indicator set to TRUE, using an LRN that does not exist on the NPAC SMS for that Service Provider. – Error 		New for March 2017: Test Step and Expected Result 4 says SOAs should locally verify the Pooled SVs - please delete this.		CLOSED		030817: Opened Test Case for clarifications.


040517: Neustar will make requested updates in next Change Management Activities to be reviewed in May 2017 LNPA WG Mtg.

		279		10		4.2.6 SOA – Service Provider Personnel attempt to modify a Number Pool Block for a Number Pool Block that has a status of ‘active’ with a Failed SP List. – Error 		New for March 2017: Test Step and Expected Result 4 says SOAs should locally verify the Pooled SVs - please delete this.		CLOSED		030817: Opened Test Case for clarifications.


040517: Neustar will make requested updates in next Change Management Activities to be reviewed in May 2017 LNPA WG Mtg.

		282		10		4.2.10 SOA - Service Provider Personnel modify the routing data for an active Number Pool Block and broadcast to LSMSs resulting in a Partial Failure – Success 		New for March 2017: Test Step and Expected Result 9 says SOAs should locally verify the Pooled SVs - please delete this.

This TC and TC 4.2.3 and  4.2.9 are all exactly the same (modify active that goes to partial failed).  Can we remove 2 of these TCs?		CLOSED		030817: Opened Test Case for clarifications.


040517: Neustar receomend keeping 4.2.3 and removing 4.2.9 and 4.2.10  to be reviewed in May 2017 LNPA WG Mtg.

		286		10		6.2.2 NPAC OP GUI - NPAC Personnel create an Intra-Service Provider Subscription Version where a previously ‘active’ Subscription Version does not exist, after the NPA-NXX-X Creation and prior to the NPA-NXX-X Effective Date – Success				CLOSED		OPEN - Neustar to review and provide feedback - 021016 Question raised regardng SOA being conditional in this test scenario. 030216 Question is why is the SOA conditional and not required? Agreement reached - to leave it as conditional in the documentation.

		287		10		6.2.3 SOA - Service Provider Personnel submit an Intra-Service Provider Subscription Version create request where a previously ‘active’ Subscription Version does not exist, after the NPA-NXX-X Creation and prior to the NPA-NXX-X Effective Date – Error				CLOSED		In Pre-requisite 1, can we clarify that the Block Holder is different than the Code Holder. 021016 Neustar to review and provide feedback 030216: This will be added in a future doc change.  050416: changes incorporated in next doc-only change order  NANC 482.

		293		10		6.2.10 SOA - Service Provider Personnel submit an Activate request for a ‘pending’ Intra-Service Provider Subscription Version by the Code Holder, prior to the NPA-NXX-X Effective Date – Success		NPAC Pre-requisite, step 1 should be "Intra-Service Provider SV", not "Inter-Service Provider SV"		CLOSED		030216 New Issue Opened 032316: TC will be changed to reflect "intra" instead of "inter"   in pre-req 1.  050416: changes incorporated in next doc-only change order  NANC 482.

		295		10		6.2.13 NPAC OP GUI - NPAC Personnel submit a resend for a ‘failed’ Port-to-Original Activate request and all LSMSs process the re-send – Success 		Step 11, expected results number 2 should be SV 3 (the pool SV), not SV 2 (the PTO SV).  Not sure why the Number pool Block exists on the SOA?  Step 12 seems wrong also - is the SP querying for the PTO SV or for the Pool SV?

New for March 2017:  Pre-req Test Case should be 8.1.2.4.1.20 (Failed) (not 8.1.2.4.1.21 - partial failed)		CLOSED		030216 New Issue Opened 032316: TC will be updated steps 11 & 12 as indicated.  050416: changes incorporated in next doc-only change order  NANC 482.


040517: Neustar will make requested updates in next Change Management Activities to be reviewed in May 2017 LNPA WG Mtg.

030817: Re-Opened Test Case for clarifications.

		296		10		6.2.15 NPAC OP GUI - NPAC Personnel create an Inter-Service Provider Subscription Version for the New Service Provider, where the currently active SV exists for another Service Provider, after the NPA-NXX-X Creation and prior to the NPA-NXX-X Effective Date – Success		The TC says it is LSMS involved, but the SV is not activated.  NPAC creates a pending LSPP port and object create notifications are sent to the involved SOAs.  This should be a SOA involved TC, not LSMS involved (in ch. 7 also).  The verification steps talk about verifying that an active SV was created, but should be verifying that a pending SV was created.		CLOSED		030216 New Issue Opened 032316 TC update to be SOA required, LSMS N/A and also in chapter 7. Change Active SV to pending SV in 8,9 and step 10 will be removed.  050416: changes incorporated in next doc-only change order  NANC 482.

		299		10		6.4.1 SOA – Service Provider Personnel attempt to delete (submit a disconnect request) a Subscription Version with LNP Type set to ‘POOL’ – Error 		New for March 2017: Step 1 says to issue an immediate disconnect request, but then also says to specify an effective release date in the future (deferred disconnect).  Please delete the word "immediate" or delete the phrase concerning the effective release date?

Also, Expected Result 4, item 2 - remove this item about verifying pooled SVs exist on the LSMS.		CLOSED		030817: Opened Test Case for clarifications.


040517: Neustar will make requested updates in next Change Management Activities to be reviewed in May 2017 LNPA WG Mtg.

		300		10		6.5.1 SOA - Service Provider Personnel submit a Subscription Version Immediate Disconnect request for a TN that is part of a 1K Block, where the Subscription Version LNP Type is set to ‘LISP’, after the Block existence – Success 		New for March 2017: Expected Result 11, these results should be deleted.  The SOA should verify that the SV deleted is old with an empty failed SP List and there should not be a pooled SV on the LSMS, only the block.		CLOSED		030817: Opened Test Case for clarifications.


040517: Neustar will make requested updates in next Change Management Activities to be reviewed in May 2017 LNPA WG Mtg.

		301		10		6.5.2 SOA - Service Provider Personnel submit a Subscription Version Deferred Disconnect request for a TN that is part of a 1K Block, where the Subscription Version LNP Type is set to ‘LSPP’, after the Block existence, and the NPAC SMS disconnects upon scheduled date and time – Success		New for March 2017: Expected Result 11, these results should be deleted.  The SOA should verify that the SV deleted is old with an empty failed SP List and there should not be a pooled SV on the LSMS, only the block.

NEW for MAY 2017:  In step 7, NPAC issues M-SET for SV 2 (pool re-instatement), but SV2 is never created.  Can the step for creating SV2 in "sending" state be identified.		CLOSED		030817: Opened Test Case for clarifications.


040517: Neustar will make requested updates in next Change Management Activities to be reviewed in May 2017 LNPA WG Mtg.

		303		10		6.5.4 NPAC OP GUI - NPAC Personnel resend a ‘failed’ disconnect request – Success 		Shouldn't the LSMS be conditional.  If an LSMS is down and misses the original broadcast, when their association comes back up they may not be able to control "not recovering data", so may recover the disconnect and no longer be on the failed SP list and can not be resent the SV.		CLOSED		030216: Issue Opened 032316: No the LSMS should be required it will either re-associate in non recovery mode or NPAC personnel will use filters. Need verification on whether it will no longer be on the failed SP list and can not be resent the SV. 

060816: A filter will be used so it remains on the failed list. iconectiv will take back for review.

071316: iconectiv questioned this specifically for SWIM. iconectiv will prepare a suggested wording change.

080516: iconectiv provided the following suggested wording:  The SUT should be on the Failed SP List for the failed SV/Block broadcast to LSMSs (create, modify, or delete) after the SUT re-associates to the NPAC SMS.  This can be accomplished as follows:

1. When the SUT re-associates to NPAC, have them bring up their LSMS association without recovering data if this is supported by the SUT.
2. If the SUT cannot suppress recovery when re-associating, then if the SUT uses time-based recovery, set an NPA-NXX  filter for the NPA-NXX of the SV broadcast for the SUT prior to re-associating to the NPAC and recovering data.
3. If the SUT cannot suppress recovery when re-associating, then if the SUT uses SWIM recovery, remove the SV broadcast transaction from the SUT's SWIM List prior to re-associating to the NPAC and recovering data.

081016 - Feedback on suggested updates is that they are too specific to a particular SOA/LSMS implementation, and the existing generic wording is sufficient. iconectiv is reviewing. TC remains OPEN.

091416: iconectiv approved to close with no change.

		308		10		8.4 LSMS - Service Provider Personnel submit a resynchronization request for network data, Number Pool Block Data, subscription version data, and notifications by time range (time range exceeds ‘Maximum Download Duration’ tunable), over the LSMS to NPAC SMS Interface. – Error 		Should the Pre-requisite concerning issuing a Scheduled Downtime Notification be removed since it is currently not supported in the NPAC (see NANC Change Order 454)?		CLOSED		APT to review and clarify Agreement reached, test case will be updated to remove the prerequisite. 030216 CO482 includes update

		309		10		8.6 LSMS - Service Provider Personnel submit a resynchronization request for a range of Number Pool Blocks over the LSMS to NPAC SMS Interface. (Blocks exist inside and outside of the requested Number Pool Block range.) – Success 		New for May 2017: Expected Results in Steps 4 and 5 on verification should mention at least 2 blocks created, 2 blocks modified, 2 blocks deleted (not 1 block) since the pre-req indicates at least 2 are created.		CLOSED		050317:  Reference can be changed to read "at least one pooled block" - will be in CO 491

		311		10		9.2 NPAC OP GUI - NPAC Personnel initiate a full audit for a single TN, with LNP Type = POOL, for all Service Providers, discrepancies exist. – Success 		The step numbers in the Test Case Execution are not sequential.  Also, test step 7.5 and its expected result do not match up at all.

New for May 2016 APT:  can we also change the non-EDR LSMS in the SUT Priortity to just LSMS. 

New for March 2017:  Pre-req 3, SUT is not SOA, it is the LSMS.  Can you change "Verify SOA supports" to "Verify LSMS supports" in this pre-req.		CLOSED		030216 New Issue Opened 032316: The TC steps will be renumbered and 7.5 will be corrected;  050416: 1st issue changes incorporated in next doc-only change order  NANC 482.


050416: May APT comment changes incorporated in next doc-only change order  NANC 482.  

030817: Re-Opened Test Case for clarifications.

040517: Neustar will make requested updates in next Change Management Activities to be reviewed in May 2017 LNPA WG Mtg.

		312		10		9.3 SOA - Service Provider Personnel initiate a full audit for a range of TNs, with LNP Type = POOL, LISP and LSPP, for all Service Providers, no discrepancies exist. - Success 		The last result where NPAC deletes the audit object from the database - is this correct?  Doesn't NPAC retain audits for a tunable number of days past the audit completion?		CLOSED		APT to review and clarify 021016 AGREEMENT REACHED - remove the last step 030216 CO482 includes update

		313		10		9.4 SOA - Service Provider Personnel initiate a full audit for a range TNs, with LNP Type = POOL, LISP, and LSPP, for all Service Providers, discrepancies exist. - Success 		The 4th NPAC pre-requisite, last bullet about an LSMS having a depooled block, should be deleted.  There are no results in the expected results that talk about this discrepancy.

New for May 2016 APT:  Missing audit object create notification going to SOA after Step 2.  Step 8 seems wrong - what is being set on the block?   Step 9 and 10 should be deleted -  the SV had mismatched attributes which were updated, but they should not cause AVC and SAVC notif. to be sent to SOA.  The Audit Results Notification to SOA also seems to be missing.

New for May 2017:  Can we mention that the LSMS that has the discrepant SV is on the Failed SP List in the pre-req for that discrepancy?  The pre-req says the block that is missing in another LSMS has SOA Origination set to false, so step 11 should be removed since no notifications should be sent to SOA or the pre-req should say SOA origination is set to TRUE.

		CLOSED		APT to review and clarify 021016 Agreement Reached: Document only change order will be created  to add a step to include discrepancy for LSMS. 030216 CO482 includes update.   050416: 1st issue changes incorporated in next doc-only change order NANC 482

050416: New item presented to team on Step 2, Step 8, Step 9 and Step 10.  Incumbent LNPA to review prior to next APT meeting.  

060816:  In step 4 on 3rd bullet "Missing De-Pooled Block" text will be added. Step 8 Mset changed to M-delete, Step 9  SV's referenced in step 7 should be in step 6 (SAVC) Step 10  will be removed, no AVC is returned to SOA.  A new step to be added for Audit Results Notifications to SOA. Step 2 add audit object create notification to SOA.

071316: Changes included in 485. 

		318		11		2.4 SOA – Old Service Provider Personnel create a range 5 of Inter-Service Provider subscription versions. Primary SPID A is the New Service Provider. Secondary SPID B is the Old Service Provider. Both Service Providers have their Customer TN Range Notification Indicators set to TRUE. New Service Provider does not respond. Initial and Final Concurrence Timers expire. NPAC SMS manages the notifications accordingly. – Sucess 		Can you please remove test step 17 & 18 since they are redundant as they are duplicate of step 15 & 16 respectively		CLOSED		APT to review and clarify 021016: No action needed No change needed.  One set of steps is for new SP and one set is for old SP.  Item closed.  

		320		11		2.6 SOA – Service Provider Personnel activate a range of 1000 Inter-Service Provider subscription versions. Their Customer TN Range Notification Indicator is set to their production value. In the pre-requisite create process the range is submitted as two smaller ranges, each with unique DPC/SSN data but the TNs used in the ranges are contiguous and the SVIDs assigned by the NPAC SMS are contiguous. The activate request is submitted as one range. The activate request results in two notifications due to the unique DPC/SSN data used for each range in the create process. – Success				CLOSED		Question Raised: Shouldn't Test Step 5 indicate that 2 M-ACTION requests should be sent to LSMSs instead of M-CREATE requests since TN Ranges are being activated?  Neustar to double check - follow up to be done. 030216: Doc only Change to be made in a future release.  050416: changes incorporated in next doc-only change order  NANC 482.

		321		11		2.7 SOA – Service Provider Personnel activate a range of 200 SVs. Their Customer TN Range Notification Indicator is set to TRUE. In the pre-requisite SVcreate process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data. The creates are submitted without any other activity in between to ensure that the SVIDs for the TNs in the ranges are contiguous. The activate request is submitted as one range. The activate request results in one notification because the TNs and SVIDs are both contiguous and all TNs in the range have the same feature data. – Success		Shouldn't step 5 in this TC have the NPAC send an M-Action subscriptionVersionLocalSMS-Create for the TN Range instead of M-Create (M-Create is for activating a single TN)?  Similarly there should be a response and then a notification from LSMSs concerning the M-Action indicating any TNs in the range that failed activation.		CLOSED		Feedback from incumbent LNPA: changes to be added to the next documentation only change order 030216 CO482 includes update

		323		11		2.9 SOA – Service Provider Personnel activate a range of 500 SVs. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite SV create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The activate request is submitted as one range. The activate request results in one notification containing a list of the SVIDs. – Success 		Step 5 has NPAC broadcasting an M-CREATE of a TN range to LSMSs, this should be M-ACTION since M-Creates are used for single TNs, there is an M-ACTION for a TN Range		CLOSED		010617 Discussed at APT meeting, updates to be made and reviewed during Feb. 8th APT Call

		329		11		2.15 SOA – Old Service Provider Personnel modify one pending SV. Their Customer TN Range Notification Indicator set to their production value. - Success 		New for March 2017: Exected Results in steps 8, 9, and 10 should reference new due date for "Old SP" (not New SP), since TC is modifying due date for Old SP		CLOSED		030817: Opened Test Case for clarifications.


040517: Neustar will make requested updates in next Change Management Activities to be reviewed in May 2017 LNPA WG Mtg.

		330		11		2.16 SOA – Service Provider Personnel perform an immediate disconnect of a range of 500 active SVs. Their Customer TN Range Notification Indicator is set to their production value. In the pre-requisite SV create process the range was submitted as two smaller range creates, each with the same feature data and, the SVIDs are contiguous within each range create. The immediate disconnect request is submitted as one range. The immediate disconnect request results in one notification containing a list of the SVIDs. – Success 		Step 6 of the TC indicates that NPAC issues 2 M-Delete Requests since the range of 500 TNs was created as 2 ranges of 250 TNs and there is a break in the SV IDs, but the same feature data is associated with all 500 TNs.  Can we get identification on the requirements associated with this behavior?  Can a single TN range M-Delete request for the entire 500 		CLOSED		APT to review and clarify,  There are no requirements for how range downloads are constructed.  Implementation may vary between LNPA vendors.  Current test case matches Neustar implementation.  021016: No action needed

		331		11		2.17 SOA – Donor Service Provider receives subscriptionVersionRangeDonorSP- CustomerDisconnectDate notification upon immediate disconnect of a range of 5 active SVs when their Customer TN Range Notification Indicator is set to TRUE. The ‘active’ SVs exist with contiguous SVIDs and the same feature data. The immediate disconnect results in one notification to the Donor Service Provider. – Success 		There is text in Section D 5 that should be deleted. "One for the first 250 TNs and another for the second set of 250 TNs due to the break in the SVID sequence between the two ranges of TNs." This text applies to the previous test case with a range of 500, TC 2.16		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

		338		11		2.24 SOA – Old Service Provider Personnel cancel a range of 50 Inter-Service Provider subscription versions after both Service Providers have initially concurred. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data. The range create requests are submitted without any other activity between the range create requests to ensure that the SVIDs for the TNs in the ranges are contiguous. The cancel request is submitted as one range. The cancel request results in one notification because the TNs and SVIDs are both contiguous and all TNs in the range have the same feature data. – Success 		   failed-service-provs [2] Failed-SP-List OPTIONAL,		CLOSED		010617 Discussed at APT meeting, updates to be made and reviewed during Feb. 8th APT Call

		342		11		2.28 SOA – Old Service Provider Personnel modify a range of 100 ‘pending’, Inter-Service Provider subscription versions to change the authorization flag from TRUE to FALSE. Their Customer TN Range Notification Indicator is set to their production value. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data. The range create requests are submitted without any other create activity between the range create requests to ensure that the SVIDs for the TNs in the ranges are contiguous. The modify request is submitted as one range. The modify request results in one notification because the TNs and SVIDs are both contiguous and all TNs in the range have the same feature data. – Success 		   version-id [0] RangeNotifyID-Info,  		CLOSED		010617 Discussed at APT meeting, updates to be made and reviewed during Feb. 8th APT Call

		343		11		2.29 SOA – Old Service Provider Personnel modify a range of 1000 ‘pending’ Inter-Service Provider subscription versions to change the authorization flag from TRUE to FALSE. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The modify request is submitted as one range. The modify request results in one notifications containing a list of the SVIDs. – Success 		   value-change-info [1] AttributeValueChangeInfo,		CLOSED		010617 Discussed at APT meeting, updates to be made and reviewed during Feb. 8th APT Call

030817: Doc Change made/approved March 2017 LNPA WG

		345		11		2.31 SOA – Old Service Provider Personnel take action on a range of ‘conflict’ subscription versions that he created, to remove them from conflict. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data. The range create requests are submitted without any other create activity between to ensure that the SVIDs for the TNs in the ranges are contiguous. The modify request is submitted as one range. The modify request results in one notification because the TNs and SVIDs are both contiguous and all TNs in the range have the same feature data. – Success 		   subscription-status-change-cause-code [3] SubscriptionStatusChangeCauseCode OPTIONAL,		CLOSED		010617 Discussed at APT meeting, updates to be made and reviewed during Feb. 8th APT Call

030817: Doc Change made/approved March 2017 LNPA WG

		346		11		2.32 SOA – Old Service Provider Personnel take action on a range of 10 ‘conflict’ subscription versions that he created, to remove them from conflict. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The modify request is submitted as one range. The modify request results in one notifications containing a list of the SVIDs. – Success 		   tn-range [4] TN-Range OPTIONAL .		CLOSED		080516: iconectiv requested this to be opened for review
081016 - Pre-req 3 will be removed in next doc-only change order 485

030817: Doc Change made/approved March 2017 LNPA WG

010617 Discussed at APT meeting, updates to be made and reviewed during Feb. 8th APT Call



		350		11		2.36 NPAC and SOA – NPAC Personnel do a mass update on 5000 active SVs where more than 1000 of the SVs are contiguous and have the same feature data. The Maximum Number of Download Records tunable is set to 1000. The Service Provider has their Customer TN Range Notification Indicator set to TRUE. NPAC SMS manages notifications accordingly. – Success 		Why does the Maximum Number of Download Records, that is associated with Recovery. influence the Mass Update process where Active SVs are being modified?  Is this correct?  Is there a requirement governing the use of the Maximum Number of Download Records (used for Recovery) to also be used for Mass Updates?		CLOSED		APT to review and clarify 021016 Agreement Reached: Document only change order will be created to change definition of tunable in Appendix C of FRS.  Tunable applies to all TN downloads, not just recovery. 030216: FRS Updated via 479.

		351		11		2.37 SOA –Service Provider recovers a mixture of SV notifications for ranges of TNs. Their Customer TN Range Notification Indicator set to TRUE. – Success 		New for June 2016 APT call: Step 3, Result 2, SVRangeOldSP-Concurrence notification should be deleted, since SUT is new SP who did create; Step 3, Result 5, 2 notifications are sent because the LRNs are different - the SV IDs do not have a break; Step 3, Result 7, SVRangeNewSP-CreateRequest  notification should be deleted since SUT is old SP who did their create; Step 3, Result 10, an SVRange AVC notification is also sent to a CMIP SUT to set the conflict timestamp; the object create notification associated with NPAC creating the block should not go to SOA, so should not be recovered in Step 3 result 14.  Result 15, assumption is NPAC personnel modify the SOA origination flag to True on the block and then the status change to old should be recovered in Result 15 (not the block delete).

070816 Additional Clarification Requested: Step 3, Result 3:  there is no AVC notification associated with routing data being modified on pending SVs, so can this result be deleted or modified to indicate no notification is sent.		CLOSED		060816: New issues identified

070816: Additional Clarifications requested by iconectiv.

081016 - Updates will be provided in next doc-only change order 485.

101016:  This should remain open – clarifications from June 2016 APT meeting have not been addressed yet.

		355		11		2.41 SOA – Service Providers set their Customer TN Range Notification Indicator to the value they will use in production and perform a series of activities simultaneously, that emulate a period of time (15 – 30 minutes) in an actual production environment. NPAC SMS manages notifications accordingly. – Success 		This TC is erroneously identified as LSMS involved in the TC listing in chapter 7.  In the actual TC description in Chapter 11, LSMS is identified as N/A.  Can chapter 7 be updated to remove the CMIP/XML LSMS as being involved or change its involvement to NA?		CLOSED		APT to review and clarify  Agreement Reached: Team agreed to update chapter 7 to mark as N/A for LSMS.  To be included in doc only change order.  

Team discussed whether this test was for individual testing or group testing.  The test is appropriate for individual testing, with the test engineer simulating the behavior of the other service providers, as needed.  030216 CO482 includes update

		356		11		2.42 NPAC and SOA – Service Providers have NPAC Personnel modify their notification priorities to ensure that they have notifications with the three different priorities (LOW, MEDIUM, and HIGH). The Service Providers verify that they receive the notifications according to the priorities listed in their SP Profile. – Success 		This TC is erroneously identified as LSMS involved in the TC listing in chapter 7.  In the actual TC description in Chapter 11, LSMS is identified as N/A.  Can chapter 7 be updated to remove the CMIP/XML LSMS as being involved or change its involvement to NA?		CLOSED		APT to review and clarify, Team agreed to update chapter 7 to mark as N/A for LSMS.  To be included in doc only change order.  030216 CO482 includes update

		360		11		3.4 SOA – Old Service Provider creates a subscription version. New Service Provider does not send create. Timers (T1 & T2) expire. The NPAC Customer No New SP Concurrence Notification Indicator is set to FALSE for the New Service Provider and to TRUE for the Old Service Provider. The Final Create Window Expiration notification is sent to the Old Service Provider. The subscription version stays in ‘pending’ status for a tunable amount of time. – Success		Should we distinguish in steps 12 and 15/17 that step 12 is associated with the Initial Concurrence window timer expiring and steps 15 and 17 are associated with the final concurernce window expiring.  They both just say the concurrence window expires.		CLOSED		APT to review and clarify Agreement Reached: Doc only change order to be created to add "initial" to 12 and "final" to 15 and 17. 030216 CO482 includes update

		368		11		4.5 SOA – Service Provider Personnel (Old or New) do the initial create of a subscription version after 7:00PM EST where the due date is the current date in local time but the next day in GMT. – Error		Shouldn’t the objective say to create after 7 PM EST and before midnight, where the due date is yesterday in GMT (step 1 indicates to do this).  The way the objective is written, this would be a success.		CLOSED		APT to review and clarify, Agreement Reached: Doc only change order to add to the objective "and before midnight" 030216 CO482 includes update

		369		11		5.1 NPAC and SOA – NPAC Personnel verify that the Long Business Days tunable parameter is defaulted to Sunday through Saturday. NPAC Personnel modify the Long Business Days tunable parameter to a value that does not include today. Both Old SP Port Out and New SP Port In Timers are set to SHORT. New SP Personnel submit an SV Create. Old SP does not concur. After a tunable amount of time the Initial Concurrence Window timer has not expired and the Old SP has not received an OldSP-Concurrence Request notification. NPAC Personnel modify the Long Business Days tunable parameter to a value that does include today. After a tunable amount of time the Initial Concurrence Window timer has expired and the Old SP receives an OldSP-Concurrence Request notification. – Success		TC indicates that changes to business day tunable after a timer has been calculated causes updates to existing, unexpired timers.  No FRS requirements for this behavior.  How should system behave?		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

		370		11		5.2 NPAC and SOA – NPAC Personnel verify that the Long Business Days tunable parameter is defaulted to Sunday through Saturday. NPAC Personnel modify the Long Business Days tunable parameter to a value that does not include today. Both Old SP Port Out and New SP Port In Timers are set to LONG. Old SP Personnel submit an SV Create. New SP does not submit his create. After a tunable amount of time the Initial Concurrence Window timer has not expired and the New SP has not received a NewSP-Create Request notification. NPAC Personnel modify the Long Business Days tunable parameter to a value that does include today. After a tunable amount of time the Initial Concurrence Window timer has expired and the New SP receives a NewSP-Create Request notification. – Success		TC indicates that changes to business day tunable after a timer has been calculated causes updates to existing, unexpired timers.  No FRS requirements for this behavior.  How should system behave?		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

		371		11		5.3 NPAC and SOA – NPAC Personnel verify that the Short Business Days tunable parameter is defaulted to Monday through Friday. NPAC Personnel set the Short Business Days tunable parameter to a value that does not include today. Both Old SP Port Out and New SP Port In Timers are set to SHORT. Old SP Personnel submit an SV Create. New SP does not submit his create. After a tunable amount of time the Initial Concurrence Window timer has not expired and the Old SP has not received an OldSP-Create Request notification. NPAC Personnel modify the Short Business Days tunable parameter to a value that does include today. After a tunable amount of time the Initial Concurrence Window timer has expired and the Old SP receives an OldSP-Concurrence Request notification. – Success		TC indicates that changes to business day tunable after a timer has been calculated causes updates to existing, unexpired timers.  No FRS requirements for this behavior.  How should system behave?		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

		372		11		5.4 NPAC and SOA – NPAC Personnel verify that the Short Business Days tunable parameter is defaulted to Monday through Friday. NPAC Personnel set the Short Business Days tunable parameter to a value that does not include today. Both Old SP Port Out and New SP Port In Timers are set to LONG. New SP Personnel submit an SV Create. Old SP does not concur. After a tunable amount of time the Initial Concurrence Window timer has not expired and the Old SP has not received a OldSP-Create Request notification. NPAC Personnel modify the Short Business Days tunable parameter to a value that does include today. After a tunable amount of time the Initial Concurrence Window timer has expired and the Old SP receives an OldSP-Concurrence Request notification. – Success		TC indicates that changes to business day tunable after a timer has been calculated causes updates to existing, unexpired timers.  No FRS requirements for this behavior.  How should system behave?		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

		375		11		6.3 SOA – Old Service Provider Personnel verify that they received the notifications according to their SOA Notification Priority settings. – Success 				CLOSED		Question: Should test step 1 indicate that the Old SP using the SOA submits the SV create, and not the new SP (TC objective indicates SUT is Old SP)?Agreement reached to make changes in Doc Only CO 030216 CO482 includes update

		377		12		169-1 NPAC OP GUI – NPAC Personnel initiate a Bulk Data Download of Subscription Data – Specifying Active/Disconnect Pending/Partial Failure Subscription Versions Only and NOT specifying a TN range. Verification steps are performed to ensure the BDD file was processed successfully by the Service Provider system – Success 		This is an LSMS TC, with SOA N/A.  Pre-req. a and others says to activate SVs where SP under test is Current SP on the SVs - would an SP only test this if their SOA and LSMS SPIDs were the same?  Pre-requisite b - doesn't the 500 Pending SVs need to be created instead of using the Active SVs from Pre-requistie a.  Also, many Steps in the TC mention what happens for EDR LSMSs and non-EDR LSMSs.  Can we remove this terminology from the TC steps since all LSMSs are now EDR.  Same comment for NANC 169-2, 169-3, 169-4.

New for May 2016 APT:  Step/Expected Results 4 - LSMSs may not be able to suppress recovery when they bring up their association so expected result 4 may be wrong.  SVs in partial failed state may transition to "active".

New for May 2017 APT:  Step 7 Expected Result concerning SV group a - since a modify active request is being resent, shouldn't the LSMS just update the object successfully and return a success response (not return a duplicate object error)?		CLOSED		OPEN - Neustar will review the pre-reqs. 030216 Agreement Reached Update TC , PreReq B add a step for the create, Remove the pooled SV/non-EDR references 030216 CO482 includes update;  050416: 1st issue changes incorporated in next doc-only pchange order NANC 482

050416:  New item presented to team on Step 4; incumbent LNPA to review prior to next APT meeting.   

060816: Expected result in 4 is correct, use of filters is used, iconectiv will review on how to use filters.

071316: iconectiv to provide suggested working changes     

080516: iconectiv provided the following suggested wording:  The SUT should be on the Failed SP List for the failed SV/Block broadcast to LSMSs (create, modify, or delete) after the SUT re-associates to the NPAC SMS.  This can be accomplished as follows:

1. When the SUT re-associates to NPAC, have them bring up their LSMS association without recovering data if this is supported by the SUT.
2. If the SUT cannot suppress recovery when re-associating, then if the SUT uses time-based recovery, set an NPA-NXX  filter for the NPA-NXX of the SV broadcast for the SUT prior to re-associating to the NPAC and recovering data.
3. If the SUT cannot suppress recovery when re-associating, then if the SUT uses SWIM recovery, remove the SV broadcast transaction from the SUT's SWIM List prior to re-associating to the NPAC and recovering data.

081016 - Feedback on suggested updates is that they are too specific to a particular SOA/LSMS implementation, and the existing generic wording is sufficient. iconectiv is reviewing.  TC remains OPEN.

091416: iconectiv approved to close with no changes

050317: SV Group A will be removed.

		378		12		169-2 NPAC OP GUI – NPAC Personnel initiate a Bulk Data Download of Subscription Data – Specifying Active/Disconnect Pending/Partial Failure Subscription Versions Only and specifying a TN range that is a subset of the prerequisite test data. Verification steps are performed to ensure the BDD file was processed successfully by the Service Provider system – Success 				CLOSED		OPEN - Neustar will review the pre-reqs. 030216 Agreement Reached Update TC , PreReq B add a step for the create, Remove the pooled SV/non-EDR references 030216 Need to verify if these changes were included in initial CO 482.  050416: changes incorporated in next doc-only change order  NANC 482.

		379		12		169-3 NPAC OP GUI – NPAC Personnel initiate a Bulk Data Download of Subscription Data – Specifying Latest View of Subscription Version Activity a valid Time Range, and NOT specifying a TN range. Verification steps are performed to ensure the BDD file was processed successfully by the Service Provider system – Success 				CLOSED		OPEN - Neustar will review the pre-reqs. 030216 Agreement Reached Update TC , PreReq B add a step for the create, Remove the pooled SV/non-EDR references 030216 Need to verify if these changes were included in initial CO 482.  050416: changes incorporated in next doc-only change order  NANC 482.

		380		12		169-4 NPAC OP GUI – NPAC Personnel initiate a Bulk Data Download of Subscription Data – Specifying Latest View of Subscription Version Activity a valid Time Range, and a TN range that is a subset of the prerequisite test data. Verification steps are performed to ensure the BDD file was processed successfully by the Service Provider system - Success 		New for May 2016 APT:- pre-req step f - the last sentence, Block should go to active with failed SP list (not partial failed).      This was included in 485.

June 2016 APT call:  Pre-requisites say for NPAC to issue a deferred disconnect  (SV Group 2c) while LSMS SUT is disconnected from NPAC.  SVs will go to disconnect pending, but TC steps indicate SVs will be in the delta BDD files produced.  If you assume the time range specified for the BDD is the time range that the LSMS is down, then since the SVs were activated prior to the LSMS being down, these SVs should not be in the BDD file since these SVs are not broadcast on deferred disconnect.		CLOSED		Neustar will review the pre-reqs. 030216 Agreement Reached Update TC , PreReq B add a step for the create, Remove the pooled SV/non-EDR references 030216 Need to verify if these changes were included in initial CO 482;  050416: Pre-May changes incorporated in next doc-only change order  NANC 482.

050416:  new comment reviewed at May APT.  incumbent LNPA to review prior to next APT meeting.         

060816: updated pre-req step f to active with failed SP list.New question raised by iconectiv, details to be provided.

071316: Remains open

081016 - Pre-req will be updated in next doc-only change order 485

091416 Validated Change is in 485

		381		12		187-1 LSMS – Service Provider Personnel for an LSMS submit a resynchronization request for Service Provider Data, Network Data, Block Data, Subscription Version Data and Notification Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s Local SMS Linked Replies Indicator set to their production setting. The recovery response includes a number of Service Provider Data objects, Network Data objects, Number Pool Block objects, Notifications and Subscription Versions less than or equal to their respective Linked Replies Blocking Factors. – Success 		New 5/2016 - In this TC as well as 187-4, there are many pre-requisite steps that need to be verified in the expected results, where the pre-reqs are identified by bullets alone.  Can each pre-requisite be identified by a number or letter or label and its associated expected result be identified with the same number/letter/label in order to correctly match up the expected result to the pre-requisite (e.g., as done for the other NANC 187 TCs such as TC 187-5).		CLOSED		050416: Item presented to team; incumbent LNPA to review prior to next meeting.                                                        

060816: Update the bullets to a letter to clarify.

071316: Included in 485

		382		12		187-2 LSMS – Service Provider Personnel submit a resynchronization request for Network Data, and Subscription Version Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s Local SMS Linked Replies Indicator set to their production setting. The recovery response includes a number of Network Data objects greater than the Service Provider and Network Data Linked Replies Blocking Factor and less than the Network Data Maximum Linked Recovered Objects as well as a number of Subscription Version objects greater than the Subscription Data Linked Replies Blocking Factor and less than the Subscription Data Maximum Linked Recovered Objects. – Success 		New May LNPA WG: Remove non-EDR statements from Expected Results 7 and 12.		CLOSED		050416: Item presented to team; incumbent LNPA to review prior to next APT meeting.                                               

060816: Will remove in 7 & 12 reference to non-EDR

071316: Included in 485     

		383		12		187-3 LSMS – Service Provider Personnel submit a resynchronization request for Network Data, Number Pool Block data and Subscription Version Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s Local SMS Linked Replies Indicator set to their production setting. The recovery response includes a number of Network Data objects, Number Pool Block objects and Subscription Version objects greater than the respective Maximum Linked Recovered Objects and Maximum Number Download Records parameters. – Success 		New for May 2016 APT: Remove non-EDR statements from Expected Results 5 and 12.		CLOSED		050416: Item presented to team; incumbent LNPA to review prior to next APT meeting.   

 060816: Will remove in 5 & 12 reference to non-EDR

071316: Included in 485

		384		12		187-4 SOA – Service Provider Personnel submit a resynchronization request for Service Provider Data, Network Data and Notification Data by time range, over the SOA to NPAC SMS Interface, with the Service Provider’s SOA Linked Replies Indicator set to their production setting. The recovery response includes a number of Service Provider Data objects and Network Data objects less than or equal to the Service Provider and Network Data Linked Replies Blocking Factor and a number of Notifications less than or equal to the Notification Data Linked Replies Blocking Factor. – Success 		Should the Pre-requisite concerning issuing a Scheduled Downtime Notification be removed since it is currently not supported in the NPAC (see NANC Change Order 454)?

May 2016 APT:  The 1st Pre-requisite, bullet 9 indicates that the NPAC activates a number pool block for the SUT, and expected Result 14 indicates the NPB Object Create notification would be recovered - wouldn't SOA origination always be false here though, since NPAC is creating the block on behalf of the SOA (so no NPB object create notification is the expected result).  Also, last bullet of Pre-requisite 1 has no expected result - should this bullet be deleted?  INCLUDED IN 485

 June 2016 APT call: Can we use letters in the pre-requisites and expected results instead of bullets to better match up each pre-requisite with its associated expected result.  Prerequisitie 1 says to create, modify, delete NPA-NXX-X information for different service providers - can you change this to "...for a different service provider" since the expected results indicate that only 1 create, 1 modify, and 1 delete of an NPA-NXX0X is recovered?  Is test step 7 correct (NPAC can't send an M-ACTION subscriptionVersionActivate to SOA)? Is test step 8 correct (NPAC doesn't send object create notifications to SOA based on SV activates)?  Shouldn't these steps be deleted? In expected result 14, there is a First Port Notification after the recovery of the NPA-NXX-X delete - what is the first port notification associated with?  There is also a block object create notification, but the pre-requisite has NPAC personnel create the block while the SOA is down, so the block object create should not be sent to SOA?  There is a pre-requisite to issue a create request on behalf of the old sp, putting the range of SVs into conflict (the new SP has already done their create); in expected result 14, there is an associated AVC notification for the old SP create, but there is no Status AVC to conflict notification for this action - this should be added to test step 14.  At the end of prerequisite 1 there are 2 separate activate actions, but in expected result 14, there is only one status AVC for the pre-requisite SV activates – shouldn’t there be 2?		CLOSED		APT to review and clarify. Doc only change order to be created to update (remove downtime notification). 030216 Included in CO482

050416: New item presented to team for Result 14 and Pre-requisite 1, bullet 9 and last bullet.  Incumbent LNPA to review prior to next APT meeting.       

060816: Notifications would be recovered via the re-synch request, flag will manually be reset iconectiv to review. Add into step 14 an expected result. additional comments to be added.


071316: May 2016 issue was included in 485.

081016 - Updates from June 2016 APT will be included in next doc-only change order 485.  This includes additional clarification raised at the meeting for adding T1/T2 timer expiration notifications for the first SV created for the TC.    

101016: Part of requested clarifications not addressed; also Block create/activate clarification of RR3-130 and SOA Origination indicator                  

110916: Test Case was updated in CO 485

		385		12		187-5 SOA – Service Provider Personnel submit a resynchronization request for Network Data and Notification Data by time range, over the SOA to NPAC SMS Interface, with the Service Provider’s SOA Linked Replies Indicator set to their production setting. The recovery response includes a number of Network Data objects and Notifications greater than the respective Linked Replies Blocking Factor and less than the respective Maximum Linked Recovered Notifications. – Success 		Should the Pre-requisite concerning issuing a Scheduled Downtime Notification be removed since it is currently not supported in the NPAC (see NANC Change Order 454)?       

 ADDED 7/8/16:  July 2016 APT meeting:  Can we change Pre-req A to say NPAC activates a block and after it transitions to active and while the SOA interface is still disabled, NPAC modifies the SOA Origination Inidator on the Block to True.  In Step 3 and step 6 Expected Result bullet 1 (NPB Group a) - if the block object create is sent to SOA, wouldn't the status change on the block and the AVC associated with the SOA Originated Indicator modification also be sent to SOA on recovery?   In Steps 3/6, Expected result bullet 2 (SV group b), won't the object create notifications also be recovered?  Iin Steps 3/6, Expected result bullet 6 (SV group f) - won't AVC notifications also be recovered for the Old SP create when the Old SP create has authorization set to False?  In Steps 3/6, expected result bullet 7 (SV group g) - won't AVC notifications also be recovered for the New SP create, not status AVC notifications?

		CLOSED		APT to review and clarify Doc only change order to be created to update (remove downtime notification). 030216 Included in CO482.  050416: Pre-May changes incorporated in next doc-only change order NANC 482

0504016:  New item presented to team for Prerequisite 1 & 4, step 7, and step/result 14.  Incumbent LNPA to review prior to next APT meeting (note that text in column  C may need to be viewed inside of the Excel text editor box).                                                                                  
060816: iconectiv will review and correct issues to correct test case.  

7/8/16: CLARIFICATION REQUESTED 4. Chapter 12, Test Case 187-5.   Clarification Requested:  Clarifications requested during June 2016 APT meeting: clarifications were mistakenly identified for TC 187-5, but the clarifications apply to and were moved to TC 187-4.  

071316: Discussion was had, Neustar to review and provide input in upcoming meeting. Potential issue with requirement RR3.130

081016: Neustar will look at RR3-130 and will propose updates for September LNPA WG.  Will add notifications in steps listed in 7/8/16 comments to next doc-only change order 485.

091416 Open pending potential change to existing requirements

101016: Still need updates for Block Create/Activate and requirement RR3-130 clarification and one other clarification in step 3/6 (sv group b), bullet 2 - now T1 expiration notification missing

110916: Test Case was updated in CO 485

		386		12		187-6 SOA – Service Provider Personnel submit a resynchronization request for Network Data and Notification Data by time range, over the SOA to NPAC SMS Interface, with the Service Provider’s SOA Linked Replies Indicator set to their production setting. The recovery response includes a number of Network Data objects greater than the Service Provider and Network Data Maximum Linked Recovered Objects and Notifications greater than the Notification Data Maximum Linked Recovered Notifications and Maximum Number of Download Records. – Success 		New May LNPA WG: Pre-req. 3.c (SV Group c) says to do an immediate disconnect of SVs where the SUT is the Donor SP, but Expected Result 5 for SV Group c indicates that Status AVC notifications are recovered - this should be DonorSP-Customer Disconnect notifications.  Also, Pre-req 4 (NPB Group d) indicates that the NPAC Admin  activates a number pool block for the SUT, but Expected Result 5 for NPB Group d indicates if SOA origination is True, NPB Object Create notification would be recovered - wouldn't SOA origination always be false here though, since NPAC Admin is creating on behalf of the SOA (so no notification is the expected result).		CLOSED		050416: New item presented to team; Incumbent LNPA to review prior to next APT meeting.                                        

060816: Update group c to be a donor disconnect notification, Pre-Req 4 NPB Group d - leave open - iconectiv to review


071316: May 2016 issue was included in 485.                      

		391		12		191/291-5 NPAC OP GUI – NPAC Personnel attempt to submit a mass update request for a range of Subscription Versions that currently exist. Some of these Subscription Versions have valid DPC/SSN data and some of these Subscription Versions have invalid DPC/SSN data. The Mass Update request specifies new DPC/SSN values that will correct some but not all of the Subscription Versions that currently exist with invalid DPC/SSN attributes. The NPAC SMS processes the Mass Update request, modifies some but not all of the DPC/SSN attributes for the range specified in the Mass Update Request and logs the objects that could not be updated to the Mass Update Exception Report. The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Success 		Shouldn't this (and all Mass Update TCs) be updated to show the AVC being sent back to the originating SOA if the Notification Priority is not set to none?		CLOSED		APT to review and clarify 021016: No action needed Team agreed there is no need for update.

		394		12		191/291-8 NPAC – Upon Number Pool Block scheduled activation, NPAC SMS fails the Number Pool Block activation based on some invalid DPC/SSN information. The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. – Failure 		Should this Test Case be removed from Chapter 12 or identified as NPAC only functionality in Chapter 7.  It is listed as N/A for SOA and LSMS in chapter 7 and in the Chapter 12 description of the TC.		CLOSED		021016: Neustar to review and provide feedback 030216: Chapter 7 this should be identified as NPAC only.  050416: changes incorporated in next doc-only change order  NANC 482.

		395		12		191/291-9 NPAC OP GUI – NPAC Personnel attempt to submit a mass update request that includes at least three complete, ‘Active’ Number Pool Blocks. One of these Number Pool Blocks should currently exist with valid DPC/SSN data, two should exist with invalid DPC/SSN data. The Mass Update criteria shall include all three Number Pool Blocks and the request specifies new DPC/SSN values that will correct one, but not both of the Number Pool Blocks that currently exists with invalid DPC/SSN data. The NPAC SMS processes the Mass Update request, modifies some but not all of the DPC/SSN attributes for the range specified in the Mass Update Request and logs the objects that could not be updated to the Mass Update Exception report. The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Success 				CLOSED		 The pre-requisites do not require that non-pooled SVs exist for TNs within the TN Range being used for the Mass Update but the test steps indicate that non-pooled SVs should be updated.  Should the test steps be updated to indicate that "if non-pooled SVs exist within the TN range" then the M-SET for SVs will be sent. Agreement Reached: Neustar will review the pre-reqs 030216: A new Pre-Req will be added taht non-pooled SVs exist.  050416: changes incorporated in next doc-only change order  NANC 482.

		407		12		319-3 NPAC OP GUI – NPAC Personnel submit a mass update request for a range of ‘Active’, Subscription Versions where some of the Subscription Versions exist with valid LATA ID relationships and some of the Subscription Versions exist with invalid LATA ID relationships. Specify new DPC/SSN data. Subscription Versions with valid LATA ID relationships will be updated and Subscription Versions that exist without valid LATA ID relationships will not be updated. - Success 		Is this TC correct?  The NANC 391 change order seems to indicate that the consistency check is only done on the data on the request (so if the LRN was being changed) and there does not appear to be a requirement to consistency check the TN/LRN LATA consistency for every SV affected by the modify if non-LRN data is being modfied.		CLOSED		APT to review and clarify 021016: No action needed. No change needed.  Additional feedback provided that LATA ID edit is always performed on modification, regardless of data modified.

		410		12		319-6 NPAC OP GUI – NPAC Personnel submit a mass update request including at least three complete Number Pool Blocks where two of the Number Pool Blocks exist with valid LATA ID relationships and one Number Pool Block exists with invalid LATA ID relationships. Specify new DPC/SSN data. Number Pool Blocks with valid LATA ID relationships will be updated and the Number Pool Block that exists with invalid LATA ID relationships will not be updated. - Success 		New for May 2016 APT:  The TC idenditifes this as an LSMS only TC and the expected results indicate that the LSMS verifies data after the TC is run, but chapter 7 has this as a SOA only TC - can ch. 7 be updated to indicate this is an LSMS only TC.  Also, Expected Result 5 mentions checking pooled SVs on LSMS - can this be removed.

2/2017 - update in Ch. 7 not made yet.		CLOSED		050416: New item presented to team; Incumbent LNPA to review prior to next APT meeting.         

060816:  in CH 7 correct reference, in Exp Result 5 remove reference to Pooled SV;s on LSMS


071316: May 2016 issue was included in 485.                      

		412		12		322-2 LSMS – Service Provider Personnel create a Bulk Data Download Response File for Number Pool Block data. NPAC Personnel process the Bulk Data Download Response File. The Service Provider was previously on the Failed SP List for at least some of the Number Pool Blocks in the respective file. Verification steps are performed to ensure the Service Provider’s LSMS is now in synch with the NPAC SMS. – Success 		In Expected Result row 3, it indicates that "Pooled SVs" exist on the LSMS as a result of processing the Number Pool Block BDD file.  Shouldn't this be removed since all LSMSs are EDR?		CLOSED		APT to review and clarify. Agreement Reached:  Doc only change order to be created to indicate that it is only number pool blocks and not pooled SVs. 030216 Included in CO482

		414		12		354-2 NPAC OP GUI – NPAC Personnel initiate a Bulk Data Download of Network Data – Specifying the All Network Data. Verification steps are preformed to ensure the BDD file was processed successfully by the Service Provider system. – Success 		Pre-requisite 2a and 2d indicate to modify an LRN - but an LRN can not be modfied; should these pre-requisites be removed?  For Expected Result 3, for SOA and LSMS, can you remove "this was not a part of the BDD" for NPA-NXX 1b, since All network data was requested for the BDD, NPA-NXX 1b should be in the BDD file

New for May 2016 APT: In pre-requisite 2e, can we clarify what is meant by creating an NPA-NXX for another service provider under test means - does this just mean another service provider, or does it mean for the SP under test?

071316: Requested to update letter sequence to remove deleted items		CLOSED		APT to review and clarify Agreement Reached: Doc only change order to be created to remove pre-requisites around modfiication of LRN.
Text in Expected Result 3 to be removed as indicated in comment. 030216 Included in CO482.  050416: Pre-May changes incorporated in next doc-only CO  NANC 482

0504016:  New item presented to team for prerequisite 2e; Incumbent LNPA to review prior to next APT meeting   

 060816:  Item 2e will be changed "Another" to "The" Included in 485

071316: Pending changes
081016: Letter sequence will be updated in next doc-only change order 485.
091416 Validated Change is in 485

		425		13		NANC 348-1 SOA - NPAC personnel create a Bulk Data Download file for SOA notification data specifying a service provider ID and time range. Verification steps are performed to ensure the BDD file was processed successfully by the service provider system. – Success 		Can the lnpNPAC-SMS-Operational-Information notification be removed from the NPAC Pre-requisite since it is currently not sent (NANC 454)? Same question for NANC 348-2 below.

New for May 2016 APT:  Is the assumption that the SOA is down while the notifictions are generated.  Can we add to the pre-requisite to have the SUT SOA association down while the pre-requisite notifications are generated?		CLOSED		021016: Agreement to remove the operational information notification 030216 Included in CO482.  050416: Pre-May changes incorporated in next doc-only change order NANC 482


0504016:  New item presented to team for prerequisites; Incumbent LNPA to review prior to next APT meeting    

060816: Indicate that the SV is not associated


071316: May 2016 issue was included in 485.                      

		429		13		NANC 394 –1 SOA – Service Provider personnel create an Inter-SP Subscription Version specifying a due date less than the NPA-NXX Live TimeStamp - Error 		The NPAC pre-req does not make sense anymore since the offset for the NPA-NXX Live TimeStamp was reduced to 0 days.  Once the first port/NPA-NXX-X create is issued for an NPA-NXX, the live timestamp is set, so for any subsequent port, the NPA-NXX live timestamp will be in the past.  Comment applies to all NANC 394 TCs.		CLOSED		APT to review and clarify. 021016: Doc only change order for 394 test cases will be updated to indicate NPA-NXX Effective Date rather than NPA-NXX Live Timestamp. 021016 The requirements listed need to be re-instated. Since FRS requirement RR5-44 was deleted, it does not appear there is a validation on the due date compared to the NPA-NXX Effective Date for SV creates.  There is a validation on Activation.  Same comment in all NANC 394 TCs Agreement Reached to make changes in next Doc Change  030216 Included in CO482

		433		13		NANC 138-1 SOA – NPAC SMS automatically sets a cancel-Pending SV to conflict after the Cancellation-Initial Concurrence and Cancellation-Final Concurrence Timers expire - Success 		Shouldn't step 2 in this TC be removed.  It indicates that a final cancel Ack notification is sent to the SP that did not do their cancel, which is wrong.		CLOSED		APT to review and clarify Agreement Reached: Doc only change order will be created to remove step 2.  030216 Included in CO482

		442		13		NANC 351-4 SOA – Service Provider personnel submit a resynchronization request for network data, and notification data with SWIM indicator that exceeds the SWIM maximum recoverable data – Success for part of the data. Perform regular recovery to recover data in excess of the SWIM Maximum tunable. 		May 2016 APT:  The 4th Pre-requisite, bullet 6 indicates that the NPAC activates 10 number pool blocks for the SUT, and expected Result 18 indicates the NPB Object Create notifications would be recovered - wouldn't SOA origination always be false here though, since NPAC is creating the block on behalf of the SOA (so no NPB object create notification is the expected result). 

June 2016 APT Call: please remove the LRN delete, NPA-NXX delete, and the NPA-NXX-X delete from Result 18 also, since there are no pre-requisites associated with deleting these objects.

070816 Clarification Requested:  Pre-req 4, 7th bullet has NPAC issue Old SP create where SUT is New SP and have T1/T2 concurrence timers expire; Expected Result Step 18, bullet 10 indicates the object create notification is recovered, but shouldn't the T1/T2 concurrence expiration notifications also be recovered?  Pre-requisite 4, 8th bullet has NPAC issue immediate disconnect for 20S Vs where SUT is Donor SP.  Expected Result Step 18, bullet 11 associated with this indicates a Status AVC notification is sent to SUT - shouldn't this be the Donor SP Customer Disconnect Date notification?  For pre-req 4, 10th bullet, NPAC issues old sp create and puts SV into conflict, expected result step 18, bullet 13 associated with this has an AVC notification, but shouldn't also have an Status AVC notification to conflict?		CLOSED		050416: New item presented to team; Incumbent LNPA to review prior to next APT meeting.   

060816: Notification will be recovered, iconectiv to review additional issues to be provided by iconectiv - result 18 

070816: Additional Clarifications identified by iconectiv
081016: Updates for 070816 clarifications will be in next doc-only change order 485.

091416 T1/T2 Notifications will be updated in test case

110916: Test Case was updated in CO 485

		446		13		NANC 321-2 SOA – Service Provider personnel attempt to create 859-nxx that is associated with LATA ID 922, in a region other than Midwest – Error 		Test case implies that this test is being executed outside the testbed Region.  Is this correct?		CLOSED		APT to review and clarify 021016: Clarification is needed on the testing approach 030216 This TC is testing to ensure a code cannot be created in a wrong LATA. Iconectiv to provide recommendation on updates. 032316: remains open awaiting any feedback from iconectiv    

060816: Still open - waiting on iconectiv review
081016: Still open - iconectiv reviewing

110916: Test Case was updated in CO 485

		456		13		NANC 400-1 SOA - Service Provider Personnel submit an Intra-Service Provider Create request specifying at least one but not all Optional Data elements (Alternative SPID, Voice URI, MMS URI, PoC URI, Presence URI) their SOA Supports- Success		Test case in chapter 7 indicates this TC is LSMS involved, but the TC description in chapter 13 indicates LSMS is N/A which is correct since there is no LSMS messaging in the TC.  Can you please change the LSMS involvement to not involved in Chapter 7.		CLOSED		APT to review and clarify Agreement Reached: Doc only change order to update Chapter 7 to mark LSMS as N/A for this test case. 030216 Included in CO482

XML SOA and LSMS were removed, but XML SOA should still be applicable and CMIP LSMS should be removed.

		462		14		NANC 441-3 SOA – New Service Provider modifies the MTI from False to True for a single TN, Inter-SP, Pending subscription version after the T1 Timer has expired (before the Old Service Provider has issued their release). – Success		New for May 2016 APT:Pre-req 1 indicates a pending SV exists with New SP MTI set to True, but it should be False per the TC objective.		CLOSED		050416: New item presented to team; Incumbent LNPA to review prior to next APT meeting.   

060816: change True to False in Pre-Req 1


071316: May 2016 issue was included in 485.                      

		467		14		NANC 441-8 SOA - New Service Provider Personnel remove a Subscription Version from Conflict when the Timer Type and Business Type are set to ‘MEDIUM’ (after the Medium Conflict Resolution New Service Provider Restriction Tunable has expired) – Success 		New for March 2017:  In TC, SOA Priority is listed as N/A and LSMS is optional.  SOA should be conditional and LSMS should be N/A.		CLOSED		040517: Neustar will review and discussion to take place  in May 2017 LNPA WG Mtg.

		470		15		NANC 355-3 SOA – Service Provider Personnel attempt to submit an NPA-NXX modify request to the NPAC SMS – Error		In the Expected Results, Service Provider SOA supports Application Level Errors  should be updated to “SOA supports Non-Action Application Level Errors”		CLOSED		APT to review and clarify Agreement reached: Doc only change order to be created to indicate "non-action" application level errors. 030216 Included in CO482

		471		15		NANC 355-4 LSMS – Service Provider Personnel using their LSMS system attempt to submit an NPA-NXX modify request to the NPAC SMS – Error 		New for May 2016 APT: In the Expected Results, Service Provider SOA supports Application Level Errors  should be updated to “LSMS" supports Non-Action Application Level Errors		CLOSED		APT to review and clarify Agreement Reached: Doc only change order to be created to indicate "non-action" application level errors. 030216 Included in CO482.  050416: Pre-May changes incorporated in next doc-only CO  NANC 482

050416: New item presented to team; Incumbent LNPA to review prior to next APT meeting.    

060816: Update error to LSMS Supports

071316: Included in 485

		482		16		Vendor – Security – Assoc Data-2, Verify SOA/LSMS aborts the association when the NPAC SMS replies with an invalid System ID. (ITP name: SEC.SOA.INV.ASSOC.INVSYS and SEC.LSMS.INV .ASSOC.INVSYS). 				CLOSED		101216: Update Ch. 7 Objective

110916: Test Case was updated in CO 485

		491		16		Vendor – Security – Assoc Data-11, To verify that the SOA/LSMS aborts an association when it receives an action request from the NPAC SMS, which contains an access control field with an invalid system ID. (ITP name: SEC.SOA.INV.ACTION.INVSYS and SEC.LSMS.INV .ACTION.INVSYS). 		Should this be Conditional for SOA since the only M-ACTION message from NPAC to SOA is the SPID Migration Update message and SOAs may not support that capability.		CLOSED		APT to review and clarify Agreement Reached: Doc only change order to be created to indicate that this is conditional for SOA. 030216 Included in CO482

		492		16		Vendor – Security – Assoc Data-12, To verify that the SOA/LSMS aborts an association when it receives a get request from the NPAC SMS, which contains an access control field with an invalid CMIP Departure Time. (ITP name: SEC.SOA.INV.GET.INVT and SEC.LSMS.INV.GET.INVT). 		Should this be N/A for SOA since there are no M-Get requests from NPAC to SOA.  Can the Matrix in Ch. 7 also be updated.		CLOSED		APT to review and clarify Agreement Reached: Doc  only change order to be created to indicate N/A for SOA. 030216 Included in CO482

091416 Additional Changes made in 485

SOA involvement in Chapter 7 need to be removed

		494		16		Vendor – Security – Assoc Data-14, Verify SOA aborts the association when the NPAC SMS ITP Tool replies with an invalid System ID, the system id of the associated service provider. (ITP name: SEC.SOA.INV .ASSOC.ASSOCSP .INVSYS). 		Update matrix in Ch. 7 to indicate this is N/A for LSMS; the detailed TC indicates this is N/A to LSMS.		CLOSED		Feedback from incumbent LNPA: changes to be added to the next documentation only change order 030216 Included in CO482

LSMS involvement in Chapter 7 needs to be removed

		495		16		Vendor – Assoc Mgmt-1, To verify that the SOA/LSMS retries the same NPAC SMS address after the initial association request is rejected with reason as RETRY-SAME- HOST. (ITP name: AMG.SOA.ASSOC.SAME and AMG.LSMS.ASSOC.SAME). 		Isn't Row/result 2 an Abort message (ABRT) instead of an association response (AARE)?  Same comment applies to test case Assoc Mgmt-3.		CLOSED		Feedback from incumbent LNPA: changes to be added to the next documentation only change order 030216: , was not included in initial version of 482 but will be updated in future version of 482.  050416: changes incorporated in next doc-only change order  NANC 482.

		496		16		Vendor – Assoc Mgmt-2, To verify that the SOA/LSMS retries the same NPAC SMS address after the initial association request is rejected with reason as RETRY- OTHER-HOST. (ITP name: AMG.SOA.ASSOC.OTHER and AMG.LSMS.ASSOC.OTHER). 		In the Assoc Mgmt-2 test case in Industry Test Cases, Chapter 16 the Objective states to retry "the same NPAC SMS address after the initial association request is rejected with reason as RETRY-OTHER-HOST" which contradicts Step #3 that specifies for the SOA/LSMS to issue "association request (AARQ) to backup address of the NPAC SMS". It seems there is a typo in the Objective section.		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

		498		16		Vendor – Assoc Mgmt-4, To verify that the SOA/LSMS retries a CMIP request for 3 times with a configured retry interval timeout between tries when the NPAC SMS does not respond. After the 3rd attempt, the SOA/LSMS aborts the association. (ITP name: AMG.SOA.RETRY.CMIP and AMG.LSMS.RETRY.CMIP). 		In Step #4 of the Assoc Mgmt-4 test case in Industry Test Cases, Chapter 16 the following clarification is suggested: "NPAC SMS responds to the bind request".		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

		503		16		Vendor – Assoc Mgmt-9, To verify that the SOA/LSMS handles an association abort error message when a second association bind request is received, and the first association is still active. (ITP name: AMG.SOA.NEW.BIND and AMG.LSMS.NEW.BIND). 		Should these be labeled as Conditional - SOA and LSMS systems may not be able to bring up a second association for a SPID if one is currently active.		CLOSED		APT to review and clarify Agreement Reached: Doc only change order to be created to indicate this is conditional for SOA and LSMS. 030216 Included in CO482

		528		17		NANC 372-XML-Batching-15 – Test LSMS’s ability to retry batch (requests and/or replies) messages (synchronously acknowledged by NPAC with an error code). 		During testing, marked as N/A because of inability to change region ID		CLOSED		021016: Per Neustar the test set up/instance will be modified to support this test case.

		532		17		NANC 372-XML-KeepAliveXML-1 – Keep Alive test that provides behavior testing from the NPAC to the SOA. This test is designed to verify successful initiation of Keep Alive messages using the same connection. 		Section C of the XML-KeepAlive Test Cases in NPAC SMS/Individual Service Provider Certification and Regression Test Plan refers to "Connection Timeout" and the XML-KeepAlive Test Cases and HTTP Test Cases refers to: "Inactivity Timeout Period".  FRS Appendix C includes the "HTTPS Keep-Alive Timeframe" tunable.  It is assumed that all of three of these terms identify the timeframe for keeping the HTTPS connection alive when there is no activity.  Could a common name be used in NPAC SMS/Individual Service Provider Certification and Regression Test Plan and in the FRS to represent the timeframe for keeping the HTTPS connection alive when there is no activity?		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

		533		17		NANC 372-XML-KeepAliveXML-2 – Keep Alive test that provides behavior testing from the SOA to the NPAC. This test is designed to verify successful initiation of Keep Alive messages using the same connection. 		The XML-KeepAlive Test Cases in NPAC SMS/Individual Service Provider Certification and Regression Test Plan refers to "Keep Alive Frequency" and FRS Appendix C includes "XML Application Heartbeat Interval" tunable.    It is assumed that both of these terms identify the XML Application-Level inactivity duration in minutes before issuing a Heartbeat message for the XML Interface.  Could a common name be used in NPAC SMS/Individual Service Provider Certification and Regression Test Plan and in the FRS to identify the XML Application-Level inactivity duration in minutes before issuing a Heartbeat message for the XML Interface?		CLOSED		Previously reviewed with industry, changes incorporated in next documentation-only change order (NANC 465)

		534		17		NANC 372-XML-KeepAliveXML-3 – Keep Alive test that provides behavior testing from the NPAC to the LSMS. This test is designed to verify successful initiation of Keep Alive messages using the same connection. 		see above		CLOSED

		535		17		NANC 372-XML-KeepAliveXML-4 –Keep Alive test that provides behavior testing from the LSMS to the NPAC. This test is designed to verify successful initiation of Keep Alive messages using the same connection. 		see above		CLOSED

		536		17		NANC 372-XML-HTTPS-1 – Tests SOA’s/LSMS’s ability to successfully send initiate a persistent HTTPS connection over TCP and to use an existing connection or create a new connection based on time-out values. 		see above		CLOSED

		537		17		NANC 372-XML-HTTPS-2 – Tests LSMS’s ability to successfully initiate a persistent HTTPS connection over TCP and to use an existing connection or create a new connection based on time-out values. 		see above		CLOSED

		539		17		NANC 372-XML-Failover-2 – Tests LSMS’s ability to successfully communicate with backup site for NPAC. Test steps 1-10 are written such that they need to be executed in order. 		During testing, marked as N/A because of no system available for failvoer		CLOSED		021016: Per Neustar the test set up/instance will be modified to support this test case.

		546		17		NANC 372-XML- Security-4 – Deleted in Version 2 of Chapter 17.				CLOSED		101216: Remove test case from CH 7

110916: Test Case was updated in CO 485

		547		17		NANC 372-XML- Security-5 – Test SOA’s ability (acting as server and acting as client) to reject an incoming connection request from NPAC when NPAC’s certificate is invalid (revoked Certificate). 		New for June 2017:  Can Objective be changed to: "...reject an incomming or not establish an outgoing connection with NPAC…"?  Can Expected Result 1 be changed to: SOA (acting as a server) rejects the connection with an SSL error, or SOA responds with a synchronous error (access_denied).  Can Expected Result 2 be changed to SOA (acting as a client) rejects the connection with an SSL error?		CLOSED

		548		17		NANC 372-XML- Security-6 – Deleted in Version 2 of Chapter 17.				CLOSED		101216: Remove test case frm CH 7

110916: Test Case was updated in CO 485

		556		17		NANC 372-XML- Security-14 – Test LSMS’s ability (acting as server and acting as client) to reject an incoming connection request from NPAC when NPAC’s certificate is invalid (revoked Signature). 		New for May 2017: Remove "and acting as a client" from the objective - TC is only about LSMS being a server.

Update for June 2017: Can Objective be changed to: "...reject an incomming or not establish an outgoing connection with NPAC…"?  Can Expected Result 1 be changed to: LSMS (acting as a server) rejects the connection with an SSL error, or LSMS responds with a synchronous error (access_denied).  Can Expected Result 2 be changed to LSMS (acting as a client) rejects the connection with an SSL error?
Also - can these same changes identified here be made in Test cases NANC 372-XML-Security-9 through Security-14		CLOSED		050317: iconectiv will take back based on discussion. 

		565		17		NANC 372-XML- ProcessingError-4 – Test LSMS’s ability to handle a malformed batch message sent by NPAC. 		During testing, marked as N/A because of steps needed for systems to generate invalid message (e.g., LRN too long).  		CLOSED		021016: Neustar proposes to provide an alternate schema to be used for testing. Waiting on feedback 030216: One vendor was able to successfully tested using the alternate schema. 

		4		8		8.1.1.1.1.4 Open NPA-NXX for portability via the SOA Mechanized Interface with an effective date prior to the current date. – Success 

		6		8		8.1.1.1.1.6 Open NPA-NXX for portability via the SOA Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success 

		8		8		8.1.1.1.1.8 Add an LRN via the SOA Mechanized Interface that exists for another service provider. – Error 

		10		8		8.1.1.1.1.10 Add LRN via the SOA Mechanized Interface with invalid LRN data. – Error 

		11		8		8.1.1.1.1.11 Create an LRN via the SOA Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success 

		12		8		8.1.1.1.2.1 Open a non-existing NPA-NXX for portability via the LSMS Mechanized Interface. – Success 

		15		8		8.1.1.1.2.4 Open NPA-NXX for portability via the LSMS Mechanized Interface with an effective date prior to the current date. – Success 

		17		8		8.1.1.1.2.6 Open NPA-NXX for portability via the LSMS Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success 

		18		8		8.1.1.1.2.7 Add a non-existing LRN via the LSMS Mechanized Interface. – Success 

		19		8		8.1.1.1.2.8 Add an LRN via the LSMS Mechanized Interface that exists for another service provider. – Error 

		22		8		8.1.1.1.2.11 Create an LRN via the LSMS Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success 

		23		8		8.1.1.2.1.2 Modify an existing service provider’s profile by adding contact data via the SOA Mechanized Interface. – Success

		24		8		8.1.1.2.1.3 Modify an existing service provider’s profile by deleting non-required contact data via the SOA Mechanized Interface. – Success

		26		8		8.1.1.2.1.5 Modify an existing service provider’s profile with invalid contact data via the SOA Mechanized Interface. – Error

		27		8		8.1.1.2.2.2 Modify an existing service provider’s profile by adding contact data via the LSMS Mechanized Interface. – Success

		28		8		8.1.1.2.2.3 Modify an existing service provider’s profile by deleting non-required contact data via the LSMS Mechanized Interface. – Success

		30		8		8.1.1.2.2.5 Modify an existing service provider’s profile with invalid contact data via the LSMS Mechanized Interface. – Error

		31		8		8.1.1.3.1.1 Delete NPA-NXX via SOA Mechanized Interface. – Success 

		32		8		8.1.1.3.1.2 Delete NPA-NXX via SOA or LSMS Mechanized Interface – ‘active’ subscription versions exist. – Error 

		34		8		8.1.1.3.1.4 Delete LRN via SOA Mechanized Interface. – Success 

		35		8		8.1.1.3.1.5 Delete LRN via SOA or LSMS Mechanized Interface – ‘active’ subscription versions exist. – Error 

		36		8		8.1.1.3.1.6 Delete LRN via SOA or LSMS Mechanized Interface – not owner service provider. – Error 

		37		8		8.1.1.3.1.7 Delete NPA-NXX Filter via SOA Mechanized Interface. – Success

		38		8		8.1.1.3.2.1 Delete NPA-NXX via LSMS Mechanized Interface. – Success 

		39		8		8.1.1.3.2.2 Delete LRN via LSMS Mechanized Interface. – Success 

		40		8		8.1.1.3.2.3 Delete NPA-NXX Filter via LSMS Mechanized Interface. – Success

		41		8		8.1.1.4.1.1 Service Provider query of audit on the NPAC. – Success

		43		8		8.1.1.4.1.4b Service Provider Query to the NPAC for another Service Provider's data via the LSMS. – Error (CMIP), Short-Form (XML)

		44		8		8.1.1.4.1.5 Service Provider Query to the NPAC for NPA-NXX data via their Local SMS. – Success

		45		8		8.1.1.4.1.6 Service Provider Query to the NPAC for NPA-NXX data via their SOA. – Success

		46		8		8.1.1.4.1.7 Service Provider Query to the NPAC for LRN data via their SOA. – Success

		47		8		8.1.1.4.1.8 Service Provider Query to the NPAC for another Service Provider's LRN via the SOA. – Success

		49		8		8.1.1.4.1.10 Service Provider issues a Scoped/Filtered GET of Network Data to the NPAC via their Local SMS. – Success

		50		8		8.1.1.4.1.11 Service Provider issues a Scoped/Filtered GET of Network Data to the NPAC via their SOA. – Success

		51		8		8.1.2.1.1.2 Create 1st time inter-service provider ‘pending’ port of a TN Range via the SOA Mechanized Interface. – Success 

		54		8		8.1.2.1.1.7 Create inter-service provider ‘pending’ port of a TN Range consisting of both ported and non-ported TNs via the SOA Mechanized Interface. – Success 

		56		8		8.1.2.1.1.9 Create inter-service provider ‘pending’ port of a single TN with a due date in the past via the SOA Mechanized Interface. – Error 

		58		8		8.1.2.1.1.11 Create inter-service provider ‘pending’ port of a single TN with an LRN of another service provider’s switch via the SOA Mechanized Interface. – Error 

		59		8		8.1.2.1.1.12 Create inter-service provider ‘pending’ port of a single TN with an LRN that does not exist via the SOA Mechanized Interface. – Error 

		60		8		8.1.2.1.1.13 Create inter-service provider ‘pending’ port of a TN Range with an invalid Old Service Provider id via the SOA Mechanized Interface. – Error 

		61		8		8.1.2.1.1.14 Create inter-service provider ‘pending’ port of a TN Range for which each TN in the range exists as a ‘pending’ port via the SOA Mechanized Interface. – Error 

		62		8		8.1.2.1.1.15 Create inter-service provider ‘pending’ port of a TN Range for which some of the TNs in the range already exist as ‘pending’ ports via the SOA Mechanized Interface. – Error 

		63		8		8.1.2.1.1.16 Create 1st time intra-service provider ‘pending’ port of a single TN via the SOA Mechanized Interface. – Success 

		64		8		8.1.2.1.1.17 Create 1st time intra-service provider ‘pending’ port of a TN Range via the SOA Mechanized Interface. – Success 

		65		8		8.1.2.1.1.18 Create intra-service provider ‘pending’ port of a single TN via the SOA Mechanized Interface. – Success 

		66		8		8.1.2.1.1.19 Create intra-service provider ‘pending’ port of a TN Range via the SOA Mechanized Interface. – Success 

		67		8		8.1.2.1.1.22 Create intra-service provider ‘pending’ port of an entire NPA-NXX (10,000 TNs) via the SOA Mechanized Interface. – Success 

		68		8		8.1.2.1.1.23 Create intra-service provider ‘pending’ port of a single TN with a due date in the past via the SOA Mechanized Interface. – Error 

		69		8		8.1.2.1.1.24 Create intra-service provider ‘pending’ port of a TN Range for an NPA-NXX not open for portability via the SOA Mechanized Interface. – Error 

		70		8		8.1.2.1.1.25 Create intra-service provider ‘pending’ port of a single TN with an LRN of another service provider’s switch via the SOA Mechanized Interface. – Error 

		71		8		8.1.2.1.1.26. Create intra-service provider ‘pending’ port of a single TN with an LRN that does not exist via the SOA Mechanized Interface. – Error 

		72		8		8.1.2.1.1.27. Create intra-service provider ‘pending’ port of a TN Range with an invalid Old Service Provider id via the SOA Mechanized Interface. – Error 

		73		8		8.1.2.1.1.28 Create intra-service provider ‘pending’ port of a TN Range for which each TN in the range exists as a ‘pending’ port for another Service Provider via the SOA Mechanized Interface. – Error 

		74		8		8.1.2.1.1.29 Create intra-service provider ‘pending’ port of a TN Range for which some of the TNs in the range exists as a ‘pending’ port for another Service Provider via the SOA Mechanized Interface. – Error 

		82		8		8.1.2.1.1.38 Create inter-service provider ‘pending’ port (concurrence) of a single TN with a due date in the past via the SOA Mechanized Interface. – Error 

		84		8		8.1.2.1.1.40 Create inter-service provider ‘pending’ port (concurrence) of a TN Range for which each TN in the range exists as a ‘pending’ port via the SOA Mechanized Interface. – Error 

		85		8		8.1.2.1.1.41 Create inter-service provider ‘pending’ port (concurrence) of a TN Range for which some of the TNs in the range exists as a ‘pending’ port via the SOA Mechanized Interface. – Error 

		87		8		8.1.2.1.1.43 Create inter-service provider ‘pending’ port (concurrence) of a TN Range with the authorization flag equal to FALSE and the cause code value not populated via the SOA Mechanized Interface. – Error 

		88		8		8.1.2.1.1.44 Create inter-service provider ‘pending’ port (concurrence) of a TN Range with the authorization flag equal to TRUE and the cause code value is populated via the SOA Mechanized Interface. – Error 

		91		8		8.1.2.2.1.2 Modify optional fields for a single TN ‘pending’ port for a New Service Provider. – Success

		92		8		8.1.2.2.1.3 Modify “porting to original” due date for a single TN ‘pending’ port. – Success

		93		8		8.1.2.2.1.6 Modify End-User Location Value with invalid data for a single TN ‘pending’ port. – Error

		94		8		8.1.2.2.1.7 Modify Old Service Provider Authorization field for a single TN ‘pending’ port. – Error

		96		8		8.1.2.2.1.9 Modify optional fields for ‘pending’ ports for a range of TNs for a New Service Provider – Success		Similar to 8.1.2.2.1.1 comment 

		97		8		8.1.2.2.1.10 Modify LRN with valid data for a ‘pending’ port for a range of TNs. – Error

		99		8		8.1.2.2.1.15 Modify optional fields for a single TN ‘pending’ port which is in conflict for a New Service Provider. – Success		Similar to 8.1.2.2.1.1 comment 

		100		8		8.1.2.2.1.17 NPAC SMS sets ‘pending’ ports for a range of TNs to conflict. – Success

		102		8		8.1.2.2.1.19 Modify optional fields for ‘pending’ ports for a range of TNs which are in conflict for a New Service Provider. – Success		Similar to 8.1.2.2.1.1 comment 

		103		8		8.1.2.2.1.20 Modify “porting to original” due date for ‘pending’ ports for a range of TNs which are in conflict for a New Service Provider. – Error

		104		8		8.1.2.2.1.21 Modify LRN of ‘pending’ ports for a range of TNs which are in conflict with an LRN value which does not exist. – Error

		106		8		8.1.2.2.1.24 Modify optional data for a single TN ‘active’ subscription for current Service Provider with valid data. – Success

		107		8		8.1.2.2.1.27 Modify End-User Location - Value with invalid data for an ‘active’ subscription for a single TN for current Service Provider. – Error

		108		8		8.1.2.2.1.28 Modify an ‘active’ subscription for a single TN for another Service Provider. – Error

		109		8		8.1.2.2.1.31 Modify optional data for ‘active’ subscription versions for a range of TNs for current Service Provider with valid data. – Success

		110		8		8.1.2.2.1.32 Modify LRN with an LRN value which does not exist for an active’ subscription versions for a range of TNs for current Service Provider. – Error

		111		8		8.1.2.2.1.33 Modify ‘active’ subscription versions for a range of TNs for another Service Provider. – Error

		112		8		8.1.2.2.1.39 Modify status change cause code value for a single TN when Old Service Provider Authorization is not set to false. – Error

		114		8		8.1.2.2.1.46 Modify status change cause code for a single TN ‘pending’ port when Old Service Provider Authorization is set to false. – Error

		115		8		8.1.2.2.1.47  Modify status change cause code for a single TN ‘pending’ port request which is in conflict when Old Service Provider Authorization is not set to false. – Error

		117		8		8.1.2.2.1.51 Modify status change cause code for a ‘pending’ port for a range of TNs which are in conflict when Old Service Provider Authorization is not set to false. – Error

		118		8		Modify_Active_1 Modify optional data for an ‘active’ Subscription Version with valid data for the Current Service Provider. – Partial Failure

		119		8		Modify_Active_3 Modify required data for an ‘active’ Subscription Version with valid data for the Current Service Provider. – Failure

		122		8		8.1.2.3.1.3 Immediate Disconnect of ‘active’ port - single TN – SOA Mechanized Interface. – Partial Failure		See 8.1.2.3.1.2

		123		8		8.1.2.3.1.5 Immediate Disconnect of ‘active’ port – range of TNs – SOA Mechanized Interface. – Failure		See 8.1.2.3.1.2

		126		8		8.1.2.3.1.8 Immediate disconnect of an ‘active’ port – single TN – not current Service Provider. – SOA Mechanized Interface – Error

		127		8		8.1.2.3.1.9 Immediate disconnect of a single TN – not ‘active’ – SOA Mechanized Interface. – Error

		130		8		8.1.2.3.1.12 Deferred Disconnect of an ‘active’ port - single TN – SOA Mechanized Interface. – Partial Failure

		132		8		8.1.2.3.1.14 Deferred Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Failure

		133		8		8.1.2.3.1.15 Deferred Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Partial Failure

		137		8		8.1.2.4.1.3 Activate inter-service provider ‘pending’ port of a single TN. – Partial Failure 

		139		8		8.1.2.4.1.6 Activate inter-service provider ‘pending’ port of a range of TNs. – Partial Failure 

		140		8		8.1.2.4.1.7 Activate inter-service provider ‘pending’ port of a single TN – not in ‘pending’ state. – Error 

		142		8		8.1.2.4.1.9 Activate inter-service provider ‘pending’ port of a single TN – prior to due date. – Error 

		144		8		8.1.2.4.1.11 Activate intra-service provider ‘pending’ port of a single TN. – Failure 

		145		8		8.1.2.4.1.12 Activate intra-service provider ‘pending’ port of a single TN. – Partial Failure 

		146		8		8.1.2.4.1.13 Activate intra-service provider ‘pending’ port of a range of TNs that has been previously ported. – Success 

		147		8		8.1.2.4.1.14 Activate intra-service provider ‘pending’ port of a range of TNs. – Failure 

		148		8		8.1.2.4.1.15 Activate intra-service provider ‘pending’ port of a range of TNs. – Partial Failure 

		150		8		8.1.2.4.1.18 Activate intra-service provider ‘pending’ port of a single TN – prior to due date. – Error 

		151		8		8.1.2.4.1.19 Activate porting to original ‘pending’ port of a single TN. – Success 

		152		8		8.1.2.4.1.20 Activate porting to original ‘pending’ port of a single TN. – Failure 

		154		8		8.1.2.4.1.22 Activate porting to original ‘pending’ port of a range of TNs. – Success 

		157		8		8.1.2.4.1.25 Activate porting to original ‘pending’ port of a single TN – not in ‘pending’ state. – Error 

		158		8		8.1.2.4.1.27 Activate porting to original ‘pending’ port of a single TN – prior to due date. – Error 

		159		8		8.1.2.5.1.2 Subscription Version Cancel With Only One Create Action Received (New Service Provider SOA Mechanized Interface). – Success

		160		8		8.1.2.5.1.3 Subscription Version Cancel Validation: subscription version does not exist (Old Service Provider’s or New Service Provider’s SOA Mechanized Interface). – Error

		161		8		8.1.2.5.1.4 Subscription Version Cancel Validation: subscription state (Old Service Provider’s or New Service Provider’s SOA Mechanized Interface). – Error

		162		8		8.1.2.5.1.5 Subscription Version Cancel Validation: authorized service provider (Old Service Provider’s or New Service Provider’s SOA Mechanized Interface) – Error

		166		8		8.1.2.5.1.10 Subscription Version Cancel Intra-service Provider Port (Current Provider SOA Mechanized Interface). – Success

		167		8		8.1.2.6.3 Subscription Version Conflict Removal by the New Service Provider SOA before the Version Conflict Cancellation Window has expired. – Error

		168		8		8.1.2.6.4 Subscription Version Conflict: No Conflict Resolution. – Success

		169		8		8.1.2.7.1.1 Subscription Version Query – SOA. – Success

		171		8		8.5.1 Permissive Dialing Period is Successfully Started - NPAC Personnel User – Success

		172		8		8.5.3 Permissive Dialing Period with Audits – NPAC Personnel User – Success - NPAC Only Functionality

		173		8		8.5.4 Confirm that the NPAC Personnel user and the Service Provider user can add new NPA-NXXs to an NPA Split before and during Permissive Dialing Period.- Success

		174		8		8.5.5 Perform Port-to-Original during the Permissive Dialing Period of the NPA Split. – Success

		175		8		8.5.6 New NPA-NXX involved in one NPA Split Validation - NPAC Personnel User – Error - NPAC Only Functionality

		176		8		8.5.7 Old NPA-NXX involved in one NPA Split Validation - NPAC Personnel User – Error - NPAC Only Functionality

		177		8		8.5.8 Delete NPA Split - NPAC Personnel User – Success - NPAC Only Functionality

		178		8		Audit_1 NPAC Initiates Full Audit (all data attributes), Single TN, No Discrepancies. – Success

		179		8		Audit_2 SOA Initiates Full Audit (all data attributes), Range of TNs, with Discrepancies. – Success

		183		9		ILL 75-26 SOA – New Service Provider Personnel, using a range of TNs, modify Inter-Service Provider Subscription Versions specifying a due date that is equal to the NPA-NXX Live Timestamp – Success

		186		9		ILL 79 – 6 SOA – Service Provider Personnel, using their SOA system, where SOA Network Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range with a filter on an NPA-NXX that is used – Success

		187		9		ILL 79 – 7 LSMS – Service Provider Personnel, using their LSMS system, where LSMS Network and Subscription Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range with an NPA-NXX filter in place – Success

		191		9		NANC 48 – 3 NPAC OP GUI – NPAC Personnel create a Service Provider Profile for a New Service Provider in a region where ‘Primary’ and ‘Associated’ Service Providers exist. (At least 4 Service Providers are configured to operate in this region, 1 ‘Primary’ SPID (‘A’), 2 ‘Associated’ SPIDs (‘B’ and ‘C’) and one other SPID ‘D’ (neither Primary or Associated). SPID ‘B’, and SPID ‘D’ are configured with their SOA Network Data Download Association Function set to ‘ON’ and their LSMS Network and Subscription Data Download Association Function set to ‘ON’. SPID ‘A’ and SPID ‘C’ are configured with their SOA Network Data Download Association Function set to ‘OFF’. SPID ‘A’s’ LSMS Network and Subscription Data Download Association Function is set to ‘OFF’. SPID ‘C’s’ LSMS Network and Subscription Data Download Association Function is set to ‘ON’ – Success

		192		9		NANC 48 – 4 NPAC OP GUI – NPAC Personal verify that a Service Provider that is functioning properly as neither a Primary nor Associated SPID can function properly as an Associated SPID, be dis-associated from its Primary SPID and again function properly as neither a Primary nor Associated SPID

		194		9		NANC 48-6 SOA – ‘Associated’ SPID ‘B’ creates an NPA-NXX (at least 4 Service Providers are configured to operate in this region, 1 ‘Primary’ SPID (‘A’), 2 ‘Associated’ SPIDs (‘B’ and ‘C’) and one other SPID ‘D’ – neither Primary or Associated) SPID ‘B’, SPID ‘A’, and SPID ‘D’ are configured with their SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’, SPID ‘C’ is configured with their SOA Network Data Download Association Function set to ‘ON’ and their LSMS Network and Subscription Data Download Association Function is set to ‘OFF’ (Some SPs in the region have filters to not accept downloads for this NPA-NXX) – Success

		195		9		NANC 48-7 SOA – ‘Associated’ SPID ‘B’ issues an inter-Service Provider Subscription Version Create to the NPAC SMS where the TN is the first to be ported in the NPA-NXX, and they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider – Success

		196		9		NANC 48-8 SOA – ‘Associated’ SPID ‘B’ issues a Subscription Version Activate for an Inter-Service Provider Port to the NPAC SMS, where they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider – Success

		201		9		NANC 48-14 SOA – ‘Associated’ Service Provider ‘B’ issues a Subscription Version Create for a ‘Pooled’ TN, where they are the New Service Provider and SPID ‘A’ is the Old Service Provider – Success

		207		9		NANC 139 – 4 SOA – Service Provider Personnel create an NPA-NXX on the NPAC SMS. The SOA and LSMS (optional) are connected to the NPAC SMS. The SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions are set to ‘ON’, and an NPA-NXX filter for the new NPA-NXX is established for this Service Provider. – Success

		208		9		NANC 139 – 5 LSMS – Service Provider Personnel create an NPA-NXX on the NPAC SMS. The SOA and LSMS (optional) are connected to the NPAC SMS. The SOA and LSMS Network and Subscription Data Download Association Functions are set to ‘ON’. – Success

		209		9		NANC 139 – 7 SOA – Service Provider Personnel delete an NPA-NXX on the NPAC SMS. The SOA and LSMS (optional) are connected to the NPAC SMS. The SOA Network Data Download Association Function and the LSMS Network and Subscription Data Download Association Function are set to ‘ON’. – Success 

		212		9		NANC 139 – 11 SOA – Service Provider Personnel create an LRN on the NPAC SMS. The SOA and LSMS (optional) are connected to the NPAC SMS. The SOA Network Data Download Association Function is set to ‘ON’ and LSMS Network and Subscription Data Download Association Function are set to ‘OFF’. – Success

		213		9		NANC 139 – 12 LSMS – Service Provider Personnel create an LRN on the NPAC SMS. The SOA and LSMS are connected to the NPAC SMS. The SOA Network Data Download Association Function is set to ‘OFF’ and LSMS Network and Subscription Data Download Association Function are set to ‘ON’. – Success

		214		9		NANC 139 – 14 SOA – Service Provider Personnel delete an LRN on the NPAC SMS. The SOA and LSMS (optional) are connected to the NPAC SMS. The SOA Network Data Download Association Function is set to ‘ON’ and the LSMS Network and Subscription Data Download Association Function are set to ‘OFF’. – Success

		216		9		NANC 139 – 16 LSMS – Service Provider Personnel delete an LRN on the NPAC SMS. The SOA and LSMS are connected to the NPAC SMS. The SOA Network Data Download Association Function is set to ‘OFF’ and the LSMS Network and Subscription Data Download Association Function are set to ‘ON’. – Success

		217		9		NANC 162 –1 SOA – Old Service Provider Personnel modify the TN of a Subscription Version – Error

		219		9		NANC 201-2 SOA – New Service Provider Personnel create Inter-Service Provider Subscription Versions for a range of TNs when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success

		220		9		NANC 201-5 SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘LONG’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success

		221		9		NANC 201-6 SOA – New Service Provider Personnel create Inter-Service Provider Subscription Versions for a range of TNs when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘LONG’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success

		222		9		NANC 201-9 SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘LONG’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘LONG’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success

		223		9		NANC 201-13 NPAC OP GUI – NPAC Personnel create an Inter-Service Provider Subscription Version for a single TN when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ is set to ‘LONG’ and the ‘SP Business Type’ is set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success 

		225		9		NANC 201-18 SOA – Old Service Provider Personnel place a Subscription Version into Conflict, five minutes prior to the Subscription Version Due date, the Timer Type and Business Type are set to ‘SHORT’ – Success 

		228		9		NANC 201-25 SOA – New Service Provider Personnel remove a Subscription Version from Conflict when the Timer Type and Business Type are set to ‘LONG’ (after the Conflict Resolution New Service Provider Restriction Tunable has expired) – Success

		229		9		NANC 201-30 NPAC OP GUI – NPAC Personnel, acting on behalf of the Old Service Provider, issue a Cancellation for a Pending Subscription Version that the New Service Provider has concurred to, when the Timer Type is set to ‘LONG’ and Business Type is set to ‘SHORT’, allow the Cancellation-Initial Concurrence and Cancellation-Final Concurrence Timer expire prior to acknowledging the cancel request – Success

		230		9		NANC 201-31 SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type is set to ‘SHORT’ and Business Type is set to ‘SHORT’ (neither the Initial or Final Concurrence Timers have expired) – Success

		232		9		NANC 201-35 SOA – New Service Provider Personnel remove a Subscription Version from Conflict when the Timer Type is set to ‘LONG’ and Business Type is set to ‘SHORT’ (after the Conflict Resolution New Service Provider Restriction Tunable has expired) – Success

		233		9		NANC 203 – 2 SOA – Service Provider Personnel, create an Intra-Service Provider Subscription Version, specifying WSMSC DPC and SSN information – the Service Provider’s SOA DOES NOT Support WSMSC DPC and SSN Data. – Error

		234		9		NANC 203 – 4 SOA – New Service Provider Personnel, attempt to modify WSMSC DPC and/or SSN information for a pending Subscription Version – the Service Provider’s SOA DOES NOT Support WSMSC DPC and SSN Data. – Error

		235		9		NANC 203 – 7 SOA – Service Provider Personnel, attempt to modify an Active Subscription Version without including the WSMSC DPC and SSN Data – the Service Provider’s SOA DOES NOT Support WSMSC DPC and SSN Data. – Success

		238		9		NANC 203 – 30 NPAC OP GUI – NPAC Personnel Initiate a Bulk Data Download of Subscription Data – The Service Provider’s LSMS DOES NOT Support WSMSC DPC and SSN Data. – Success

		240		9		NANC214 - 2 SOA – Old Service Provider personnel successfully put a range of pending Subscription Versions into conflict using an Old Service Provider create after the Conflict Restriction Window Tunable Time has been reached but before the FinalConcurrence Timer has expired. – Success 

		241		9		NANC214 - 3 SOA – Old Service Provider personnel attempt to put a ‘pending’ Subscription Version into conflict using the subscriptionVersionModify action. This action is issued after they have concurred to the port and after the Conflict Restriction Window Tunable Time has been reached. – Error

		242		9		NANC214 - 4 SOA – Old Service Provider personnel attempt to put a range of ‘pending’ Subscription Versions into conflict using the subscriptionVersionModify action after the Conflict Restriction Window Tunable Time has been reached. – Error

		243		9		NANC214-5 SOA – Old Service Provider personnel attempt to put a ‘pending’ Subscription Version into conflict using the Subscription Version M-SET. This action is issued after they have concurred to the port and after the Conflict Restriction Window Tunable Time. – Error

		245		10		2.1 SOA - Service Provider Personnel attempt to delete an NPA-NXX that is part of NPA-NXX-X Information (Block Data does not exist). - Error

		246		10		2.3 LSMS – Service Provider Personnel attempt to delete an NPA-NXX that is part of NPA-NXX-X Information (Block exists with status of ‘failed’ and a Failed SP List). - Error

		247		10		2.4 SOA - Service Provider Personnel attempt to delete a LRN that is associated with a Block with a status of ‘old’ and a Failed SP List. – Error

		248		10		2.6 LSMS - Service Provider Personnel attempt to delete a LRN that is associated with a Block that has a status of ‘partial fail’ and a Failed SP List. - Error

		250		10		3.1.3 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information where the NPA-NXX has not had any previous ports and where the Block Holder SPID is the associated SPID and the Code Holder SPID is the primary SPID. The following Service Provider configurations are in place:

    - 1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.
     -1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.
     -1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).
--Success

		251		10		3.2.1 NPAC OP GUI - NPAC Personnel modify the Effective Date of the NPA-NXX-X Information - Success

		252		10		3.3.1 NPAC OP GUI - NPAC Personnel delete NPA-NXX-X Information when subordinate information (Number Pool Block and Subscription Versions) exist, post Effective Date- Success

		253		10		3.3.5 NPAC OP GUI - NPAC Personnel delete NPA-NXX-X Information to simulated LSMSs – all systems completely fail the request) – Success

		254		10		3.3.6 NPAC OP GUI - NPAC Personnel re-send a failed NPA-NXX-X de-pool request (multiple SPIDs on the Failed-SP-List, - resend to only 1 SPID in the Failed-SP-List, the resend is successful to this one system) - Success

		255		10		3.3.7NPAC OP GUI - NPAC Personnel re-send a partially-failed NPA-NXX-X de-pool request (1 Service Provider is in the Failed-SP-List - resend to the only Service Provider in the Failed-SP-List, the resend is successful to this one system) – Success

		256		10		3.3.8 NPAC OP GUI – NPAC Personnel delete an NPA-NXX-X value that has a respective Number Pool Block Create Event scheduled – Success

		258		10		3.4.3 LSMS - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface by specifying an NPA-NXX-X-ID - Success

		259		10		3.4.4 SOA - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface, specifying an attribute that will return many objects – Success

		260		10		3.4.6 LSMS - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface, specifying an attribute that will return many objects – Success

		261		10		3.4.7 SOA - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface when the SOA NPA-NXX-X Indicator is set to ‘Off’ - Success

		262		10		3.4.8 LSMS - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface when the LSMS NPA-NXX-X Indicator is set to ‘Off’ - Success

		263		10		3.4.9 SOA - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface when a filter for the respective NPA-NXX is set for this Service Provider at the NPAC - Success

		264		10		3.4.10 LSMS - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface when the filter for the respective NPA-NXX is set for this Service Provider at the NPAC - Success

		265		10		4.1.1 SOA - Service Provider Personnel create a non-contaminated Number Pool Block – Success. 

		266		10		4.1.2 NPAC OP GUI - NPAC Personnel schedule a Number Pool Block Create for a contaminated Block to be run at a future date, and the NPAC SMS activates upon scheduled date and time – Success 

		267		10		4.1.3 SOA - Service Provider Personnel create a Number Pool Block that already exists. - Error 

		268		10		4.1.4 SOA – Service Provider Personnel create a Number Pool Block prior to the NPA-NXX-X Effective Date – Error 

		270		10		4.1.6 NPAC OP GUI - NPAC Personnel re- schedule a Number Pool Block Create Event to run immediately. The initial Number Pool Block Create Request that was initiated by the NPA- NXX-X Holder SOA has failed due to ‘pending- like, no active’ Subscription Versions. – Success 

		271		10		4.1.8 SOA - Service Provider Personnel create a Number Pool Block - that results in a Full Failure – Success 

		272		10		4.1.9 NPAC OP GUI - NPAC Personnel re-send a full failure Number Pool Block create to 1 LSMS resulting in success (2 systems are still on the Failed SP List) – Success 

		273		10		4.1.11 SOA – Service Provider Personnel create a Number Pool Block (to at least 4 LSMSs) that results in a Partial Failure – Success 

		275		10		4.2.2 SOA – Service Provider Personnel modify the LRN for an active Number Pool Block and broadcast to LSMSs resulting in Full Failure – Success 

		276		10		4.2.3 SOA - Service Provider Personnel modify the routing data for an active Number Pool Block and broadcast to multiple simulated LSMSs resulting in Partial Failure - Success 

		280		10		4.2.7 NPAC OP GUI – NPAC Personnel modify the SOA Origination Indicator for a Number Pool Block – Success 

		281		10		4.2.9 SOA - Service Provider Personnel modify the routing data for an active Number Pool Block and broadcast LSMSs resulting in Partial Failure – Success 		Test Step and Expected Result 9 says SOAs should locally verify the Pooled SVs - please delete this.

		283		10		4.3.2 SOA – Service Provider Personnel attempt to delete a Number Pool Block over the SOA to NPAC SMS interface – Error 

		285		10		4.4.2 LSMS – Service Provider Personnel submit a Number Pool Block query request over the LSMS to NPAC SMS Interface using a Number Pool Block ID as filter criteria – Success 

		288		10		6.2.4 SOA - Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Create request for the Code Holder after the NPA-NXX-X Creation and prior to NPA-NXX-X Effective Date – Error

		289		10		6.2.5 NPAC OP GUI - NPAC Personnel create a range of Intra-Service Provider Subscription Versions both within and outside of the 1K Block, where previously ‘active’ SVs do not exist for the Code Holder after the NPA-NXX-X Creation and prior to the NPA-NXX-X Effective Date – Success 

		290		10		6.2.7 SOA - Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Create request for the Code Holder after the NPA-NXX- X Effective Date and prior to the Block existence – Error

		291		10		6.2.8 SOA - Service Provider Personnel submit an Intra-Service Provider Create request after NPA- NXX-X Effective Date and Block Activation – Success

		292		10		6.2.9 SOA - Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Create request for the Code Holder after the Block existence – Error

		294		10		6.2.11 SOA - Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Activate request, after the Block existence – Success 

		297		10		6.2.16 SOA – Service Provider Personnel submit an Activate request for a ‘pending’, Inter-Service Provider, Port-to-Original Subscription Version, none of the LSMSs that are accepting downloads for that NPA-NXX respond resulting in a failure – Success

		298		10		6.3.1 SOA - Service Provider Personnel submit a request to modify a Subscription Version with LNP Type set to ‘POOL’ – Error 

		304		10		6.5.5 NPAC OP GUI - NPAC Personnel resend a ‘partial failure’ disconnect request and all LSMSs respond – Success 

		306		10		7.3 NPAC OP GUI – NPAC Personnel remove an NPA-NXX from an NPA Split prior to the Permissive Dial Period (PDP) Start Date – Success - NPAC Only Functionality

		307		10		7.4 NPAC OP GUI - NPAC Personnel remove an NPA-NXX from an NPA Split during the Permissive Dial Period (PDP), which has a respective ‘active’ Number Pool Block – Success - NPAC Only Functionality

		310		10		9.1 SOA - Service Provider Personnel initiate a full audit for a single TN, with LNP Type = POOL, for all Service Providers, no discrepancies exist. - Success 

		314		10		9.5 SOA - Service Provider Personnel initiate a full audit based on TN range for all Service Providers, (a block indicated by the TN Range entry has a status of ‘sending’), no discrepancies exist. - Success 

		315		11		2.1 SOA - Old SP Personnel create a range of Inter-Service Provider subscription versions. Their Customer TN Range Notification Indicator is set to Their production value. New SP does not submit their create request. Initial and Final Concurrence Windows expire. – Success 

		316		11		2.2 SOA – New Service Provider Personnel create a range of 3 Inter-Service Provider subscription versions. Their Customer TN Range Notification Indicator is set to their production value. Old Service Provider Personnel does not submit their create request. Initial Concurrence Window Expires. Final Concurrence Window Expires. – Success 

		319		11		2.5 SOA – New Service Provider Personnel create a range of Inter-Service Provider subscription versions. Primary SPID A is the New Service Provider. Secondary SPID B is the Old Service Provider. SPID B Service Provider has their Customer TN Range Notification Indicator set to TRUE. SPID A Service Provider has their Customer TN Range Notification Indicator set to FALSE. Old Service Provider does not respond. Initial and Final Concurrence Timers expire. NPAC SMS manages the notifications accordingly. – Success 

		322		11		2.8 SOA – Service Provider Personnel activate a single SV. Their Customer TN Range Notification Indicator is set to their production value. Even though this is a single SV, the activate request results in a range notification. – Success 

		324		11		2.10 SOA – Service Provider Personnel activate a range of 100 SVs. Their Customer TN Range Notification Indicator set to TRUE. In the prerequisite SV create process the range is submitted as one range, all with the same feature data. One of the LSMSs has a problem creating all the TNs and responds with a M-EVENT-REPORT containing a few of the TNs from the range that it failed to create. NPAC responds to the SP with multiple notifications. - Success

		325		11		2.11 SOA – Service Provider Personnel modify a range of 200 active SVs. Their Customer TN Range Notification Indicator set to their production value. All TNs in the range have the same feature data and contiguous SVIDs. The modify active request is submitted as one range and results in one notification. - Success 

		326		11		2.12 SOA – Service Provider Personnel modify one active SV. Their Customer TN Range Notification Indicator set to their production value. - Success 

		327		11		2.13 SOA – Service Provider Personnel modify a range of 10 active SVs. Their Customer TN Range Notification Indicator set to their production value. The ‘modify active’ fails on one LSMS resulting in a subscription version status of ‘active’ with a Failed SP-List. - Success 

		328		11		2.14 SOA – New Service Provider Personnel modify the due date for a range of 10 conflict SVs. Their Customer TN Range Notification Indicator set to TRUE. All TNs in the range have the same feature data and contiguous SVIDs. The modify request is submitted as one range. The modify request results in one notification. - Success 

		332		11		2.18 SOA – Current Service Provider Personnel perform an immediate disconnect for a range of 10 ‘active’ subscription versions. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data. The range create requests are submitted without any other activity between to ensure that the SVIDs for the TNs in the ranges are contiguous. The disconnect request is submitted as one range. The disconnect request results in one notification because the TNs and SVIDs are both contiguous and all TNs in the range have the same feature data. – Success 

		333		11		2.19 SOA – Service Provider Personnel perform an immediate disconnect of a single active SV. Their Customer TN Range Notification Indicator is set to their production value. – Success 

		335		11		2.21 SOA – New Service Provider Personnel perform an immediate disconnect of a range of 2 Inter-Service Provider subscription versions. Secondary SPID B is the New Service Provider. Primary SPID A is the Old Service Provider and Code holder of the NPA-NXX of the TNs used in the subscription versions. SPID B Service Provider has their Customer TN Range Notification Indicator set to TRUE. SPID A Service Provider has their Customer TN Range Notification Indicator set to their production values. NPAC SMS manages the notifications accordingly. – Success 		RangeStatusAttributeValueChangeInfo ::= SEQUENCE {

		336		11		2.22 SOA – New Service Provider Personnel perform an immediate disconnect of a range of Inter-Service Provider subscription versions. Primary SPID A is the New Service Provider. Secondary SPID B is the Old Service Provider and Code holder of the NPA-NXX of the TNs used in the subscription versions. SPID A Service Provider has their Customer TN Range Notification Indicator set to TRUE. SPID B Service Provider has their Customer TN Range Notification Indicator set to FALSE. NPAC SMS manages the notifications accordingly. – Success 

		339		11		2.25 SOA – New Service Provider is the Service Provider under test. NPAC Personnel, on behalf of the Old Service Provider Personnel cancel a range of 10 Inter-Service Provider subscription versions after both Service Providers have initially concurred. The New Service Provider’s Customer TN Range Notification Indicator is set to TRUE. The TNs used in the range are contiguous and have the same feature data. The cancel request is submitted as one range and results in one notification. – Success 		   subscription-status-change-cause-code [3] SubscriptionStatusChangeCauseCode OPTIONAL,

		341		11		2.27 SOA – Old Service Provider Personnel cancel a single SV. Their Customer TN Range Notification Indicator is set to their production value. In the pre-requisite create process only the Old SP has submitted a create request. Even though this is a single SV, the cancel request results in a range notification. – Success 

		344		11		2.30 SOA – Old Service Provider Personnel modify a single ‘pending’, Inter-Service Provider subscription versions to change the authorization flag from TRUE to FALSE. Their Customer TN Range Notification Indicator is set to their production value. – Success 

		347		11		2.33 SOA – Service Provider Personnel do a Port-To-Original for a range of 10 ported TNs. Their Customer TN Range Notification Indicator is set to their production value. – Success		}

		348		11		2.34 NPAC – NPAC Personnel delete a Number Pool Block. The Donor Service Provider Customer TN Range Notification Indicator is set to TRUE. NPAC SMS manages notifications accordingly. – Success 

		349		11		2.35 SOA – Service Provider Personnel perform an Intra-Service Provider port of a range of 10 TNs that is part of an active Number Pool Block. Their Customer TN Range Notification Indicator is set to TRUE. NPAC SMS manages notifications accordingly. – Success 

		352		11		2.38 SOA – Service Provider does not have any notifications queued. Service Provider aborts their SOA association. Service Provider changes their Customer TN Range Notification Indicator value from TRUE to FALSE and recovery is attempted. – Success 

		353		11		2.39 SOA – Service Provider has notifications queued. Service Provider aborts their SOA association. Service Provider changes their Customer TN Range Notification Indicator value from FALSE to TRUE and recovery is attempted. – Success 

		354		11		2.40 SOA – ‘Primary’ Service Provider Personnel initiate notification recovery over their SOA to NPAC Interface to recover a mixture of SV notifications for ranges of TNs for both their ‘Primary’ and ‘Associated’ SPIDs. The Customer TN Range Notification Indicator set to TRUE for both SPIDs. – Success 

		357		11		3.1 SOA – Old Service Provider creates a single TN subscription version. New Service Provider does not send create. Timers (T1 & T2) expire. The NPAC Customer No New SP Concurrence Notification Indicator is set to TRUE for both the Old and New Service Providers. The Final Create Window Expiration notification is sent to both Service Providers. The subscription version stays in ‘pending’ status for a tunable amount of time. Verify that subscription version status is changed to ‘cancelled’ after tunable amount of time. – Success 

		358		11		3.2 SOA – Old Service Provider creates a subscription version. New Service Provider does not send create. Timers (T1 & T2) expire. The NPAC Customer No New SP Concurrence Notification Indicator is set to FALSE for both the Old and New Service Providers. The Final Create Window Expiration notification is not sent to either Service Provider. The subscription version stays in ‘pending’ status for a tunable amount of time. – Success

		359		11		3.3 SOA – Old Service Provider creates a subscription version. New Service Provider does not send create. Concurrence Window timers (T1 & T2) expire. After the Concurrence Window timers have expired, the New Service Provider does their create and activates the subscription version The NPAC Customer No New SP Concurrence Notification Indicator is set to TRUE for the New Service Provider and to FALSE for the Old Service Provider. The Final Create Window Expiration notification is sent to the New Service Provider. – Success

		361		11		3.5 SOA – Old SP creates a subscription version with authorization flag set to FALSE, New SP does not send create, timers (T1 & T2) expire. The NPAC Customer No New SP Concurrence Notification Indicator is set to TRUE for both the Old and New SPs. The Final Create Window Expiration notification is sent to both SPs and it contains the cause code. The subscription version stays in ‘conflict’ status. Verify that the SV status is changed to ‘cancelled’ after tunable amount of time. – Success 

		362		11		3.6 SOA – Service Provider has the No New SP Concurrence Notification Indicator set to TRUE. Service Provider recovers Final Create Window Expiration notifications during recovery. – Success 

		363		11		3.7 SOA – Service Provider has the No New SP Concurrence Notification Indicator set to FALSE. Service Provider does not recover Final Create Window Expiration notifications during recovery. – Success 

		364		11		4.1 SOA –Old Service Provider Personnel submit a subscription version Concurrence after 7:00PM EST (the next day GMT but same day local time) using the same due date (GMT) as used in the initial creation by the New Service Provider. – Success

		365		11		4.2 SOA – Old Service Provider Personnel submit a subscription version Concurrence after 23:59PM (GMT and local time) using the same due date (in GMT) as the New Service Provider specified, which is a date and time for yesterday. – Success

		366		11		4.3 SOA – New Service Provider Personnel submit a subscription version Create after 7:00PM EST (the next day GMT but same day local time) using the same due date (in GMT) as used in the initial creation by the Old Service Provider. – Success

		367		11		4.4 SOA – New Service Provider Personnel submit a subscription version Concurrence after 23:59PM (GMT and local time) using the same due date (in GMT) as the Old Service Provider specified, which is a date and time for yesterday. – Success

		373		11		6.1 NPAC and SOA – NPAC Personnel verify the ‘SOA Notification Priority’ tunable parameter default values for the Service Provider under test (New SP) are set to MEDIUM. New Service Provider Personnel requests NPAC Personnel to modify several of his ‘SOA Notification Priority’ tunable parameter values to NONE then perform activities that would normally result in the NPAC SMS generating the notifications that have been given priorities of NONE. Service Provider verifies that he does not receive notifications. – Success 

		374		11		6.2 SOA – New Service Provider Personnel verify that they received the notifications according to their SOA Notification Priority settings. – Success 

		376		11		6.4 NPAC and SOA – Service Provider Personnel send a large number of requests to the NPAC that would result in the NPAC SMS generating notifications with multiple priorities for the Service Provider. The Service Provider then aborts their association before receiving the notifications. After sufficient time has passed for the NPAC SMS to generate all the notifications resulting from the requests the Service Provider re-associates to the NPAC and recovers the missed notifications. Service Provider Personnel verify that they recovered the notifications in order of priority and in the correct format. – Success 

		387		12		191/291-1 SOA – Service Provider Personnel attempt to create a Subscription Version specifying some valid and some invalid DPC/SSN information. The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Failure

		388		12		191/291-2 SOA – Service Provider Personnel attempt to modify a ‘Pending’ Subscription Version specifying some valid and some invalid DPC/SSN information. The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. – Failure 

		389		12		191/291-3 SOA – Service Provider Personnel attempt to activate a ‘Pending’ Subscription Version that contains some valid and some invalid DPC/SSN information. The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Failure 

		390		12		191/291-4 SOA – Service Provider Personnel attempt to modify an ‘Active’ Subscription Version that contains some valid and some invalid DPC/SSN information. The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Failure 

		392		12		191/291-6 SOA – Service Provider Personnel attempt to create a Number Pool Block specifying some valid and some invalid DPC/SSN information. The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Failure 

		393		12		191/291-7 SOA – Service Provider Personnel attempt to modify a Number Pool Block specifying some valid and some invalid DPC/SSN information. The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Failure 

		396		12		218-1 SOA – (Old) Service Provider Personnel submit a single TN, subscription version modify request specifying Authorization (FALSE) and a valid status change cause code, setting the subscription version status to conflict after both Service Providers have created/concurred to the port, and prior to the Conflict Restriction Window – SUCCESS 

		397		12		218-2 SOA – Old Service Provider personnel successfully put a pending Subscription Version into conflict using an Old Service Provider create after the Conflict Restriction Window Tunable Time has been reached but before the Final Concurrence Timer (T2) has expired. – Success 

		398		12		230-1 SOA – Service Provider Personnel create an Intra-Service Provider, Port-to-Original Subscription Version where a previously ‘Active’ Subscription Version exists, that is not part of a Number Pool Block – Success 

		399		12		230-2 SOA – Service Provider Personnel create an Intra-Service Provider, Port-to-Original Subscription Version where a previously ‘Active’ Subscription Version exists with a matching NPA- NXX-X, after the NPA-NXX-X Creation and prior to the Number Pool Block Activation - Failure 

		400		12		230-3 SOA – Service Provider Personnel create an Intra-Service Provider, Porting to Original Subscription Version after NPA-NXX-X Effective Date and Block Activation – Success 

		401		12		249-1 SOA – Service Provider Personnel submit a Subscription Version modify request for a ‘Disconnect-Pending’ Subscription Version, modifying the Effective Release Date and Customer Disconnect Date to the current date/time or a date/time in the past. - Success 

		402		12		249-2 SOA – Service Provider Personnel submit a Subscription Version modify request for a range of ‘Disconnect-Pending’ Subscription Versions, modifying the Effective Release Date and Customer Disconnect Date to a different date/time in the future. The range of Subscription Versions had Effective Release Dates that were not the same prior to the modification. - Success 

		403		12		249-3 SOA – Service Provider Personnel submit a Subscription Version modify request for a ‘Disconnect-Pending’ Subscription Version, without specifying the Customer Disconnect Date - Failure 

		404		12		249-4 SOA – Service Provider Personnel submit a Subscription Version modify request for a ‘Disconnect-Pending’ Subscription Version, specifying an invalid format for the Effective Release Date and/or Customer Disconnect Date - Failure 

		405		12		319-1 SOA – Service Provider Personnel attempt to create a Subscription Version specifying a TN and an LRN with different LATA Ids. - Failure 

		406		12		319-2 SOA – Service Provider Personnel attempt to modify a ‘Pending’, Subscription Version specifying an LRN with a different LATA Id from the NPA-NXX of the TN in the Subscription Version. – Failure 

		408		12		319-4 SOA – Service Provider Personnel attempt to create a Number Pool Block specifying an LRN with a different LATA Id than the TNs in the Number Pool Block. - Failure 

		409		12		319-5 SOA – Service Provider Personnel attempt to modify a Number Pool Block specifying an LRN with a different LATA ID than the TNs in the Number Pool Block. - Failure 

		411		12		322-1 LSMS – Service Provider Personnel create a Bulk Data Download Response File for Subscription Version data. NPAC Personnel process the Bulk Data Download Response File. The Service Provider was previously on the Failed SP List for at least some of the Subscription Versions in the respective file. Verification steps are performed to ensure the Service Provider’s LSMS is now in synch with the NPAC SMS. – Success 

		413		12		354-1 NPAC OP GUI – NPAC Personnel initiate a Bulk Data Download of Network Data – Specifying the Latest View of Network Data Activity and a valid time range. Verification steps are preformed to ensure the BDD file was processed successfully by the Service Provider system. – Success 

		415		13		NANC 375-1 SOA – New Service Provider personnel attempt to remove a Subscription Version from Conflict status whose cause code is currently set to 50 or 51 – Error 

		416		13		NANC 375-2 SOA – Old Service Provider personnel remove a Subscription Version from Conflict status whose cause code is currently set to 50 or 51 – Success 

		417		13		NANC 375-3 SOA – New Service Provider personnel attempt to remove a range of Subscription Versions from Conflict status where one Subscription Version has a cause code set to 50 or 51 and the other Subscription Versions in the range have a cause code set to some other value – Error 

		418		13		NANC 375-4 SOA – Old Service Provider personnel remove a range of Subscription Versions from Conflict status whose cause code values are currently set to 50 or 51 – Success 

		419		13		NANC 388-1 SOA – Using their SOA system, Service Provider personnel send an “un-do” cancel request to the NPAC SMS for a Subscription Version in a Cancel-Pending status for which they are either the New SP or Old SP that cancelled the SV – Success 

		420		13		NANC 388-2 SOA – Using their SOA system, Service Provider personnel attempt to send an “un-do” cancel request to the NPAC SMS for a Subscription Version (currently in cancel-Pending state) for which they are neither the Old SP or New SP party to the port – Error 

		421		13		NANC 388-3 SOA – Using their SOA system, Service Provider personnel attempt to send an “un-do” cancel request to the NPAC SMS for a Subscription Version (currently in cancel-Pending state) for which they are either the Old or New SP party to the port, but they did not issue a cancel request for the SV – Error 

		422		13		NANC 388-4 SOA – Using their SOA system, Service Provider personnel attempt to send an “un-do” cancel request to the NPAC SMS for a Subscription Version (currently in a Pending state) for which they are either the Old or New SP party to the port – Error 

		423		13		NANC 388-5 SOA – Using their SOA system, Service Provider personnel attempt to send an “un-do” cancel request to the NPAC SMS for a range of Subscription Versions (all but one of the SVs in the range exist in cancel-Pending state) for which they are either the Old or New SP party to the port – Error 

		424		13		NANC 388-6 SOA – Using their SOA system, Service Provider personnel attempt to send an “un-do” cancel request to the NPAC SMS for a Subscription Version indicating a new version status of something other than Pending - Error 

		426		13		NANC 348-2 LSMS - NPAC personnel create a Bulk Data Download file for LSMS notification data specifying a service provider ID and time range. Verification steps are performed to ensure the BDD file was processed successfully by the service provider system. – Success 

		427		13		ILL 130-1 SOA – Service Provider personnel issue one or more of the following M-ACTION requests to the NPAC SMS when their SOA Supports Action Application Level Errors Indicator is set to TRUE in their Service Provider profile on the NPAC SMS – Success 

		428		13		ILL 130-2 SOA – Service Provider personnel issue one or more requests (select from the following regular CMIP primitive requests) to the NPAC SMS when their SOA Supports Application Level Errors Indicator is set to TRUE in their Service Provider profile on the NPAC SMS – Success

		430		13		NANC 394-2 SOA – Service Provider personnel create a range of Intra-SP Subscription Versions specifying a due date less than the NPA-NXX Live TimeStamp - Error 						See Above

		432		13		NANC 383-1 SOA – Service Provider personnel send a resynchronization request for notification information over a separate SOA channel for notifications – Success 

		434		13		NANC 357-1 SOA – Service Provider personnel using their SOA submit a Service Provider query request to the NPAC SMS – Success 

		435		13		NANC 357-2 LSMS – Service Provider personnel using their LSMS submit a Service Provider query request to the NPAC SMS – Success 

		436		13		NANC 357-3 SOA/LSMS – NPAC Personnel create a new service provider profile that includes a setting for the SP Type. The NPAC SMS broadcasts the service provider creating messaging to all SOAs and LSMSs in the region including the SP Type based on the configuration of their SOA Supports SP Type and LSMS Supports SP Type tunable settings in their NPAC Customer Profile settings. – Success

		437		13		NANC 285-1 SOA – Service Provider personnel using their SOA submit a Subscription Version query request to the NPAC SMS specifying criteria that matches a number of Subscription Versions greater than the Maximum Subscription Query tunable – Success 

		438		13		NANC 285-2 LSMS – Service Provider personnel using their LSMS submit a Subscription Version query request to the NPAC SMS specifying criteria that matches a number of Subscription Versions greater than the Maximum Subscription Query tunable – Success 

		439		13		NANC 351-1 LSMS –Service Provider personnel submit a resynchronization request for network data, number pool block data, subscription data, service provider data and notification data with SWIM indicator – Success 

		441		13		NANC 351-3 LSMS –Service Provider personnel submit a resynchronization request for network data, number pool block data, subscription data and notification data with SWIM indicator that exceed the SWIM maximum recoverable data- Success for part of the data. Perform regular recovery to recover data in excess of the SWIM Maximum tunable. 

		443		13		NANC 227-1 LSMS – NPAC SMS broadcasts a resend Intra-SP or Inter-SP Subscription Version activate request to a region whereby some SPs on the failed SP-List are excluded from the resend, some are included in the resend (and should be successful) and the current Service Provider receives a status update for the Subscription Version including an updated failed SP-List. The Service Provider that was excluded from the resend, recovers the SV during resynchronization – Success 

		444		13		NANC 227-2 LSMS – NPAC SMS broadcasts a resend number pool block activate request to a region whereby some SPs on the failed SP-List are excluded from the resend, some are included in the resend (and should be successful) and the current Block Holder Service Provider receives a status update for the number pool block including an updated Failed SP-List. The Service Provider that was excluded from the resend request recovers the NPB (or ‘Pooled’ SVs) during resynchronization. – Success 

		445		13		NANC 321-1 SOA –Service Provider personnel attempt to create an NPA-NXX for an invalid NPA in a region – Error

		447		13		NANC 321-3 SOA – Service Provider personnel create 859-nxx that is associated with LATA ID 922 in Midwest region – Success 

		448		13		NANC 321-6 LSMS –Service Provider personnel attempt to create an NPA-NXX for an invalid NPA in a region – Error 

		449		13		NANC 321-8 LSMS – Service Provider personnel create 859-nxx that is associated with LATA ID 922 in Midwest region – Success 

		450		13		NANC 321-10 LSMS – Service Provider personnel attempt to create 859-nxx that is associated with a LATA ID other than 922 in a region other than the SouthEast – Error 

		451		13		NANC 399-1 SOA – New Service Provider Personnel attempt to create a Subscription Version specifying SV Type and/or Alternative SPID information – Error   Service Provider should attempt to submit a request with invalid data.

		452		13		NANC 399-2 SOA – New Service Provider Personnel attempt to modify SV Type and/or Alternative SPID information for a Pending Subscription Version – Error 

		453		13		NANC 399-3 SOA – New Service Provider Personnel attempt to modify SV Type and/or Alternative SPID information for an Active Subscription Version – Error 

		454		13		NANC 399-4 SOA – New Service Provider Personnel attempt to create a Number Pool Block specifying SV Type and/or Alternative SPID information - Error

		455		13		NANC 399-5 SOA – New Service Provider Personnel attempt to modify an Active Number Pool Block specifying SV Type and/or Alternative SPID information - Error

		457		13		NANC 400-2 SOA/LSMS – Service Provider Personnel using their SOA (or NPAC Personnel using the LSMS) modify at least one but not all Optional Data elements their SOA Supports on an Active Subscription Version – Success 

		458		13		NANC 400-3 SOA/LSMS - Service Provider Personnel using their SOA, or NPAC Personnel using the NPAC SMS create a non-contaminated Number Pool Block with more than one but not all Optional Data elements their SOA supports – Success 

		459		13		NANC 400-4 SOA/LSMS- Service Provider Personnel using their SOA or NPAC Personnel using the NPAC SMS modify an active Number Pool Block with the SOA Origination Indicator set to FALSE (and contains Subscription Versions with LNP Types of ‘POOL’, ‘LISP’ and ‘LSPP’). - Success 

		460		14		NANC 441-1 SOA – New Service Provider (System Under Test – (SUT)) issues a single TN, Inter-SP Create, setting the Medium Timer Indicator (MTI) to True. Wait for the T1 and T2 Timers to expire. Old Service Provider issues a create where the Medium Timer Indicator is set to False. Both Service Provider Profiles indicate they support Medium Timers. Initial Concurrence Timer is re-set. T2 notification is sent to NSP based on the L-12.0b Notification Priority Setting – Success

		461		14		NANC 441-2 SOA – Old Service Provider (SUT) issues a single TN, Inter-SP Create, setting the MTI to True. New Service Provider issues a create and sets MTI to False. Both Service Provider profiles indicate they support Medium Timers. – Success

		463		14		NANC 441-4 SOA – Old Service Provider modifies the MTI for a range of TNs from True to False, Inter-SP, Pending (or Conflict) subscription version before the New Service Provider has issued their create – Success 

		464		14		NANC 441-5 SOA – New Service Provider modifies the MTI from False to True for an Inter- SP, Porting to Original subscription version (before the Old Service Provider has issued their release) – Success 

		465		14		NANC 441-6 SOA – New Service Provider attempts to modify the MTI for a single TN, Inter- SP, Pending (or Conflict) subscription version after the Old Service Provider has issued their create – Error 

		466		14		NANC 441-7 SOA – Old Service Provider modifies the MTI for a single TN, Inter-SP, Pending (or Conflict) subscription version after both Service Providers issued their initial create and prior to the activate – Success 

		468		15		NANC 355-1 SOA – Service Provider SOA application accepts an NPA-NXX modify request initiated by NPAC Personnel on the NPAC SMS where the NPA-NXX Effective Date is modified and the current date is less than the existing NPA-NXX Effective Date – Success
NOTE: No Pending-like Subscription Versions or Scheduled NPA-NXX-Xs/NPBs exist within the respective NPA-NXX 

		469		15		NANC 355-2 LSMS - Service Provider LSMS application accepts an NPA-NXX modify request initiated by NPAC Personnel using the NPAC SMS where the NPA-NXX Effective Date is modified – Success

		472		15		NANC 408 -1 SOA/LSMS – Service Provider SOA and LSMS applications that support Online SPID Migrations, accept a SPID Migration request from the NPAC SMS to change ownership of an NPA-NXX. 

		473		15		NANC 414 -1 SOA – Service Provider personnel using their SOA application submit a NPA-NXX create request where the SPID and OCN value as configured on the NPAC SMS do not match the request. - Error

		474		15		NANC 414-2 LSMS – Service Provider personnel using their LSMS application submit a NPA-NXX create request where the SPID and OCN value as configured on the NPAC SMS do not match the request – Error

		475		16		Vendor – Stack-to-Stack – Ping-1, To verify that the IP layer is functioning properly. (ITP name: S2S.SOA.PING and S2S.LSMS.PING). 

		476		16		Vendor – Stack-to-Stack – FTP-1, To verify that the TCP layer is functioning properly. (ITP name: S2S.SOA.FTP and S2S.LSMS.FTP). 

		477		16		Vendor – Stack-to-Stack – ACSE-1, To verify that the SOA/LSMS can issue an ACSE association request and establish an association with the NPAC SMS. (ITP name: S2S.SOA.VAL.ASSOC and S2S.LSMS.V AL.ASSOC). 

		478		16		Vendor – Stack-to-Stack – ACSE-2, To verify that the SOA/LSMS can issue an ACSE association release request. (ITP name: S2S.SOA.VAL.RELES and S2S.LSMS.V AL.RELES). 

		479		16		Vendor – Stack-to-Stack – ACSE-3, To verify that the SOA/LSMS can issue an ACSE association abort request. (ITP name: S2S.SOA.VAL.ABORT and S2S.LSMS.VAL.ABORT). 

		480		16		Vendor – Stack-to-Stack – ACSE-4, To verify that the SOA/LSMS can terminate an ACSE association established by the SOA/LSMS with an ACSE abort request. (ITP name: S2S.SOA.VAL.ABORT.BYNPAC and S2S.LSMS.VAL.ABORT.BYNPAC). 

		481		16		Vendor – Security – Assoc Data-1, To verify that the SOA/LSMS can issue an ACSE association request with the access control field populated with the proper values for all fields except for signature and establish an association with the NPAC SMS. (ITP name: SEC.SOA.VAL.ASSOC.NOSIG and SEC.LSMS.V AL.ASSOC.NOSIG). 

		483		16		Vendor – Security – Assoc Data-3,  Verify SOA/LSMS aborts the association when the NPAC SMS replies with delayed CMIP Departure time. (ITP name: SEC.SOA.INV.ASSOC.INVT and SEC.LSMS.INV .ASSOC.INVT). 

		484		16		Vendor – Security – Assoc Data-4, To verify that the SOA/LSMS aborts the association when the NPAC SMS replies with an out-of-order sequence number. (ITP name: SEC.SOA.INV.ASSOC.SEQ and SEC.LSMS.INV .ASSOC.SEQ). 

		485		16		Vendor – Security – Assoc Data-5, To verify that the SOA/LSMS can issue an ACSE association request with the access control field populated with the proper values for all fields and establish an association with the NPAC SMS. (ITP name: SEC.SOA.VAL.ASSOC and SEC.LSMS.V AL.ASSOC). 

		486		16		Vendor – Security – Assoc Data-6, Verify SOA/LSMS aborts the association when the NPAC SMS replies with an invalid Security Key. (ITP name: SEC.SOA.INV.ASSOC.INVK and SEC.LSMS.INV.ASSOC.INVK). 

		487		16		Vendor – Security – Assoc Data-7, To verify that the SOA/LSMS rejects an ACSE association when the response of the NPAC Tool contains an access control field with an invalid signature. (ITP name: SEC.SOA.INV.ASSOC.INVSIG and SEC.LSMS.INV .ASSOC.INVSIG). 

		488		16		Vendor – Security – Assoc Data-8, To verify that the SOA/LSMS aborts an association when it receives a notification from the NPAC SMS which contains an access control field with an invalid signature. (ITP name: SEC.SOA.INV.NOT.INVSIG and SEC.LSMS.INV.NOT.INVSIG). 

		489		16		Vendor – Security – Assoc Data-9, To verify that the SOA/LSMS aborts an association when it receives a create request from the NPAC SMS which contains an access control field with an invalid sequence number. (ITP name: SEC.SOA.INV.CRETE.INVSEQ and SEC.LSMS.INV.CREATE.INVSEQ). 

		490		16		Vendor – Security – Assoc Data-10, To verify that the SOA/LSMS aborts an association when it receives a set request from the NPAC SMS, which contains an access control field with an invalid signature. (ITP name: SEC.SOA.INV.SET.INVSIG and SEC.LSMS.INV.SET.INVSIG). 

		493		16		Vendor – Security – Assoc Data-13, To verify that the SOA/LSMS aborts an association when it receives a delete request from the NPAC SMS, which contains an access control field with an invalid signature. (ITP name: SEC.SOA.INV.DELETE.INVSIG and SEC.LSMS.INV .DELETE.INVSIG). 

		497		16		Vendor – Assoc Mgmt-3, To verify that the SOA/LSMS times out a request after the configured retry interval when the NPAC SMS did not respond. (ITP name: AMG.SOA.REQTMOT and AMG.LSMS.REQTMOT). 

		499		16		Vendor – Assoc Mgmt-5, To verify that the SOA/LSMS times out and retries when the NPAC SMS does not respond to an association request. (ITP name: AMG.SOA.RETRY.ASSOC and AMG.LSMS.RETRY.ASSOC). 

		500		16		Vendor – Assoc Mgmt-6, To verify that the SOA/LSMS detects and recovers from security violations. (ITP name: AMG.SOA.SECVIOL and AMG.LSMS.SECVIOL). 

		501		16		Vendor – Assoc Mgmt-7, To verify that the SOA/LSMS detects and recovers from loss of association. (ITP name: AMG.SOA.LOSS and AMG.LSMS.LOSS). 

		502		16		Vendor – Assoc Mgmt-8, To verify that the SOA/LSMS detects and recovers from NPAC SMS going down. (ITP name: AMG.SOA.DOWN and AMG.LSMS.DOWN). 

		504		17		NANC 372-XML-MessageFlow-1 – Tests SOA’s ability to successfully retry messages (after a configurable interval) NPAC does not synchronously acknowledge. 

		505		17		NANC 372-XML-MessageFlow-2 – Test SOA’s ability to reject messages larger than the allowed maximum byte size. 

		506		17		NANC 372-XML-MessageFlow-3 – Tests LSMS’s ability to successfully retry messages (after a configurable interval) NPAC does not synchronously acknowledge. 

		507		17		NANC 372-XML-MessageFlow-4 – Tests LSMS’s ability to successfully retry messages when NPAC synchronously replies with an error. 

		508		17		NANC 372-XML-MessageFlow-5 – Tests SOA’s ability to retry a message to which the NPAC never asynchronously replied. 

		509		17		NANC 372-XML-MessageFlow-6 – Tests LSMS’s ability to retry a message to which the NPAC never asynchronously replied. 

		510		17		NANC 372-XML-MultipleConnections-1 – Tests SOA’s ability to successfully establish initiate as many connections as NPAC can accept, and handle a connection rejection from the NPAC when more simultaneous connections than NPAC is configured to handle, are initiated by SOA. 

		511		17		NANC 372-XML-MultipleConnections-2 – Tests SOA’s ability to successfully accept as many connections as NPAC is configured to initiate, and send a rejection when NPAC initiates more simultaneous connections than SOA is configured to handle (SOA is initiating the rejection, not receiving the rejection). 

		512		17		NANC 372-XML-MultipleConnections-3 – Tests LSMS’s ability to successfully initiate as many connections as NPAC is configured to accept, and handle a connection rejection from the NPAC when more simultaneous connections than NPAC is configured to handle, are initiated by LSMS. 

		513		17		NANC 372-XML- MultipleConnections -4 – Tests LSMS’s ability to successfully accept as many connections as NPAC is configured to initiate, and send a to rejection when NPAC initiates more simultaneous connections than LSMS is configured to handle (LSMS is initiating the rejection, not receiving the rejection). 

		514		17		NANC 372-XML-Batching-1 – Test SOA’s ability to reject batched (requests and/or replies) message with more than the allowed maximum number of messages in a batch. 

		515		17		NANC 372-XML-Batching-2 – Test SOA’s ability to reject messages larger than the allowed maximum byte size. 

		516		17		NANC 372-XML-Batching-3 – Test SOA’s ability to process an acceptable batched (requests and/or replies) message consisting of requests/replies. 

		517		17		NANC 372-XML-Batching-4 – Test SOA’s ability to retry single message (to which the NPAC has not asynchronously replied) in a batch (requests and/or replies. 

		518		17		NANC 372-XML-Batching-5 – Test SOA’s ability to retry batch (requests and/or replies) message (not synchronously acknowledged by NPAC). 

		519		17		NANC 372-XML-Batching-6 – Test SOA’s ability to retry batch (requests and/or replies) messages (synchronously acknowledged by NPAC with an error code). 

		520		17		NANC 372-XML-Batching-7 – Test SOA’s ability to handle a rejection by NPAC based on the number of messages in a batch (requests and/or replies). 

		521		17		NANC 372-XML-Batching-8 – Test SOA’s ability to handle a rejection by NPAC based on the max byte size allowed in a message. 

		522		17		NANC 372-XML-Batching-9 –Test SOA’s ability to accept asynchronous replies to the requests sent in a batch (requests and/or replies). 

		523		17		NANC 372-XML-Batching-10 – Test LSMS’s ability to reject batched (requests and/or replies) message with more than the allowed maximum number of messages. 

		524		17		NANC 372-XML-Batching-11 – Test LSMS’s ability to reject a message sent by NPAC larger than the allowed maximum byte size. 

		525		17		NANC 372-XML-Batching-12 – Test LSMS’s ability to process a batched (requests and/or replies) message consisting of requests/replies. 

		526		17		NANC 372-XML-Batching-13 – Test LSMS’s ability to retry single message (to which the NPAC has not asynchronously replied) in a batch (requests and/or replies). 

		527		17		NANC 372-XML-Batching-14 – Test LSMS’s ability to retry batch (requests and/or replies) message (not synchronously acknowledged by NP AC). 

		529		17		NANC 372-XML-Batching-16 – Test LSMS’s ability to handle a rejection by NPAC based on the number of messages in a batch (requests and/or replies). 

		530		17		NANC 372-XML-Batching-17 – Test LSMS’s ability to handle a rejection by NPAC based on the max byte size allowed in a message. 

		531		17		NANC 372-XML-Batching-18 – Test LSMS’s ability to accept asynchronous replies to the requests sent in a batch (requests and/or replies). 

		538		17		NANC 372-XML-Failover-1 – Tests SOA’s ability to successfully communicate with backup site for NPAC. Test steps 1-8 and 9-16 are written such that they need to be executed in order. 

		540		17		NANC 372-XML-Delegation-1 – Tests SOA’s ability to successfully:
• Submit requests and receive notifications as Delegate. 

		541		17		NANC 372-XML-Delegation-2 – Tests SOA’s ability to successfully:
• Receive notifications as Grantor. 

		542		17		NANC 372-XML-Delegation-3 – Tests SOA’s ability to successfully operate in an environment where they have two delegate SPIDs set up to service one grantor SOA. Confirm that both delegate SPIDs receive the same notification. 

		543		17		NANC 372-XML-Security-1 – Test SOA’s ability (acting as server) to reject an incoming connection request from NPAC when NPAC’s certificate is signed by CA other than NPAC CA.

Test SOA's ability (acting as a client) to terminate an outgoing connection to NPAC when NPAC's certificate is signed by a CA other than the NPAC CA.

These are SSL level errors, and therefore no XML message is ever exchanged since the connection cannot be formed.

		544		17		NANC 372-XML- Security-2 – Test SOA’s ability (acting as server) to reject an incoming connection request from NPAC when NPAC’s certificate contains values not expected for the SOA’s connection endpoints. These values include the SPID, region and system type.

Test SOA’s ability (acting as client) to terminate an outgoing connection to NPAC when NPAC’s certificate contains values not expected for the SOA’s connection endpoints. These values include the SPID, region and system type.

Because the values being checked exist in the certificate and the endpoint definitions, the local system does not need to read the XML message itself, and can therefore reject the connection at the SSL level if their SSL toolkit supports the ability to inspect certificate fields at SSL setup time. Alternatively, the local system can reject the message at the application level after the SSL connection is formed by sending a synchronous error (as a server) or terminating the connection (as a client).

		545		17		NANC 372-XML- Security-3 – Test SOA’s ability (acting as server) to reject an incoming message from NPAC when one of the fields in the NPAC’s certificate does not match the incoming message content. The fields to be matched include the SPID, region and system type.

In these cases, the fields in the NPAC certificate should match those expected by the SOA connection. The actual message from the NPAC should contain fields that do no match.

Because the values being checked exist in the message itself, the rejection has to occur at the application level with a synchronous error.

		549		17		NANC 372-XML- Security-7 – Test SOA’s ability (acting as server) to reject an incoming message from NPAC when one of the following fields areis not valid: Schema Version, Departure TimeStamp, or SP Key.

In these cases the fields in the NPAC certificate should match those expected by the SOA connection. The actual message from the NPAC should contain field values that do no matchare not expected. Therefore the reject will occur at the application level rather than the SSL level 

		550		17		NANC 372-XML- Security-8 – Test SOA’s ability to validate and accept an incoming connection request from NPAC when both certificate and key are valid. 

		551		17		NANC 372-XML- Security-9 – Test LSMS’s ability (acting as server and acting as client) to reject an incoming connection request from NPAC when NPAC’s certificate is invalid (wrong CA – signed by CA other than NPAC). 

		552		17		NANC 372-XML- Security-10 – Test LSMS’s ability (acting as server and acting as client) to reject an incoming connection request from NPAC when NPAC’s certificate is invalid (wrong SPID – different than what is listed in the CN of NPAC’s certificate). 

		553		17		NANC 372-XML- Security-11 – Test LSMS’s ability (acting as server and acting as client) to reject an incoming connection request from NPAC when NPAC’s certificate is invalid (wrong Region ID – Region ID in certificate does not match what SOA is expecting). 

		554		17		NANC 372-XML- Security-12 – Test LSMS’s ability (acting as server and acting as client) to reject an incoming connection request from NPAC when NPAC’s certificate is invalid (wrong System Type – System Type in certificate is incorrectly specified as something other than NPAC). 

		555		17		NANC 372-XML- Security-13 – Test LSMS’s ability (acting as server and acting as client) to reject an incoming connection request from NPAC when NPAC’s certificate is invalid (revoked certificate). 

		557		17		NANC 372-XML- Security-15 – Test LSMS’s ability (acting as server and acting as client) to reject an incoming message from NPAC when one of the header fields (Region ID, SPID, Schema Version, System Type) is incorrect. 

		558		17		NANC 372-XML- Security-16 – Test LSMS’s ability to validate and accept an incoming connection request from NPAC when both certificate and key are valid. 

		559		17		NANC 372-XML- MessageOrdering-1 – Test SOA’s ability to handle a rejection by NPAC, for a request (sent for the same object) received out of order. 

		560		17		NANC 372-XML- MessageOrdering-2 – Test SOA’s ability to reconcile its own SV record with NPAC, when SOA receives notifications (sent for the same object) out of order. 

		561		17		NANC 372-XML- MessageOrdering-3 – Test LSMS’s ability to reconcile its own SV record with NPAC, when LSMS receives downloads (sent for the same object) out of order. 

		562		17		NANC 372-XML- ProcessingError-1 – Test SOA’s ability to handle a rejection by NPAC, for a parsing error. 

		563		17		NANC 372-XML- ProcessingError-2 – Test SOA’s ability to handle a malformed batch message sent by NPAC. 

		564		17		NANC 372-XML- ProcessingError-3 – Test LSMS’s ability to handle a rejection by NPAC, for a parsing error. 
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  07 /11/2017

Company(s) Submitting Issue: iconectiv

Contact(s):  Name John P. Malyar


         Contact Number 732/699/7192


         Email Address jmalyar@iconectiv.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


During iconectiv LNPA continued certification testing (CCT) of a local system a nonconformance to Industry Specification(s) was identified that impacts the execution and/or verification of an Industry Test Case (ITC) required for certification.                                                           


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue:

		Observation

		Specification / Requirement



		Optional user ID field in access control structure of message is sent but contains no value

		ASN.1 indicates user ID is optional, but when it is present it has a value:
LnpAccessControl ::= SEQUENCE {
    systemId          [0]  SystemID,
    systemType        [1]  SystemType,
    userId            [2]  GraphicString60 OPTIONAL,
    listId            [3]  INTEGER,
    keyId             [4]  INTEGER,
    cmipDepartureTime [5]  GeneralizedTime,
    sequenceNumber    [6]  INTEGER (0...4294967295),
    function          [7]  AssociationFunction,
    recoveryMode      [8]  BOOLEAN signature         
    signature         [9]  BIT STRING
}
GraphicString60 ::= GraphicStringBase(SIZE(1..60))





B.   Frequency of Occurrence: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___ ALL_X US regions__


D.  Rationale why existing process is deficient: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


E.   Identify action taken in other committees / forums: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Local System should identify impact of not certifying functionality as a result of CCT test case not passing due to Industry Specification nonconformance. If impacted by nonconformance local system should plan the appropriate resolution to the identified issue to remove nonconformance.

LNPA WG: (only)


Item Number: PIM 089



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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